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THE IRS DATA BREACH: STEPS TO PROTECT
AMERICANS’ PERSONAL INFORMATION

TUESDAY, JUNE 2, 2015

U.S. SENATE,
COMMITTEE ON HOMELAND SECURITY
AND GOVERNMENTAL AFFAIRS,
Washington, DC.

The Committee met, pursuant to notice, at 2:03 p.m., in room
SD-342, Dirksen Senate Office Building, Hon. Ron Johnson, Chair-
man of the Committee, presiding.

Present: Senators Johnson, Ayotte, Ernst, Carper, Baldwin,
Booker, and Peters.

OPENING STATEMENT OF CHAIRMAN JOHNSON

Chairman JOHNSON. This hearing is called to order.

I want to thank the witnesses for appearing here today and for
your thoughtful testimony. I am looking forward to it as well as
your answers to our questions.

We are going to have a little bit of a scheduling struggle here.
We have some votes at 2:30, and I think we will try and keep the
hearing going as best as possible, depending on what Members we
have that can maybe fill the chair. But, again, this hearing is all
brought about by the revelations last week. I got a call from the
Commissioner of the IRS informing me of the—it is not necessarily
a breach. I guess you could call it a breach, but it is not your stand-
ard cyber attack that we have been talking about. This is just sim-
ply a breach of confidentiality in a system that is meant to assist
taxpayers, and it brought all kinds of questions to mind: What type
of authentication system, what kind of security system is being uti-
lized here, not only within the Internal Revenue Service (IRS) but
also other agencies in the government? And what we are starting
to find out is, well, different agencies—the Social Security Adminis-
tration (SSA), we have the Centers for Medicare and Medicaid
Services (CMS) with Healthcare.gov, similar types of systems. I
know the IRS now has shutdown the Get Transcript program.
These are some serious issues that we need to address.

Because we are short on time, I will have my opening statement
entered into the record,! without objection.

Senator CARPER. Without objection.

Chairman JOHNSON. Senator Carper is generally pretty good
about that. But, again, these are serious issues. Because we had
the compromise of about 100,000 taxpayer Get Transcript accounts,

1The prepared statement of Senator Johnson appears in the Appendix on page 47.
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the IRS has already tracked that we have had about 13,000 ques-
tionable tax returns filed, and that is, of course, why the hackers
are doing this, is to get the information to quickly file a tax return
with good information so it is not flagged by the IRS so they can
claim tax refunds and obtain those before the taxpayer whose iden-
tity has been stolen even knows about it.

According to my briefing here, about $39 million has already
been transferred from the IRS to those criminals. We do not know
how much more widespread this will be, not only in the IRS but
also Social Security, CMS, the Consumer Financial Protection
Board (CFPB). We have a lot of questions that will—this is just the
beginning hearing to get to the bottom of it.

With that, I will turn it over to our Ranking Member, Senator
Carper.

OPENING STATEMENT OF SENATOR CARPER

Senator CARPER. Thanks, Mr. Chairman. Thanks for holding the
hearing, and to each of our witnesses, thanks so much for joining
us.

I had a Finance Committee hearing earlier today, and John
Koskinen, who is the Commissioner of the IRS, was one of our two
witnesses, joined by the Inspector General (IG) for the IRS as well,
General George, so I am getting a full dose of this today. In fact,
we are getting a full dose of this across America. And it is a timely
hearing. Sorry we have to have this kind of hearing, but it is im-
portant that we do have a number of them.

Nearly every day, we learn of another major cyber attack or data
breach on an American company or organization. In many ways,
we are dealing with what is really an epidemic of online theft and
fraud. That epidemic is growing at an alarming rate and continues
to victimize and frustrate more and more of us, including my own
family.

Over the past several months, for example, we witnessed several
major companies in the health care sector suffer major data
breaches. And, of course, we know that our government networks
are under constant attack in cyberspace. These attacks are growing
ever more sophisticated, too. That is happening at least in part be-
cause our defenses are getting better. Still, we must do more to
stay ahead of those that would do us harm. And we must learn
from those instances when criminals have been successful in get-
ting past the protections we have put into place and can create
havoc for us.

Today we are going to take a closer look at the recent cyber at-
tack on the IRS. We will examine what went wrong, how the IRS
is trying to repair the damage, and what we can do to reduce the
likelihood that something like this does not happen again, either
at the IRS or some other place.

From what we know so far, though, the attack on the IRS ap-
pears to have been an especially sophisticated one. We also know
that the IRS had defenses and fraud prevention measures in place
at the time of the attack. Yet despite the precautions that were
taken, skilled criminals were able to use innovative tactics to trick
the IRS system into releasing past tax returns. Given the vast
amounts of sensitive information the IRS possesses, it is critical
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that the agency continues to do more to protect the American tax-
payer. In fact, all agencies need to step up their efforts and im-
prove their cybersecurity posture. The wake-up call has been ring-
ing for years now, and we need an all-hands-on-deck effort to re-
spond to it.

As we know, cybersecurity is a shared responsibility. Those of us
here in Congress have an obligation to ensure that agencies have
the funding, the tools, and the authority that they need to ade-
quately protect their systems from attack. Unfortunately, Congress
has significantly reduced IRS funding in recent years, and we have
done so while also tasking the agency with far greater responsibil-
ities. In fact, the IRS is operating at its lowest level of funding
since fiscal year (FY) 2008. These cuts have had real consequences
for the agency and for American taxpayers. I look forward to hear-
ing from the Commissioner today about what he needs to better
protect his agency from fraud and cyber attacks.

Here in the Committee, we have been working hard to address
our country’s cybersecurity challenges, I think to good effect. Last
year, our efforts led to the enactment of four key pieces of
cybersecurity legislation. One of these bills updated the Federal In-
formation Security Management Act (FISMA), to better protect
Federal agencies from cyber attacks. Another codified the DHS
cyber operations center. And two others strengthened the cyber
workforce at the Department of Homeland Security (DHS).

This year, I introduced an information-sharing bill and have
been working closely on this issue with our colleagues on the Sen-
ate Intelligence Committee. I have also been working closely with
Senator Blunt on data breach legislation that will create a national
standard for how we protect data and consumers.

We must move these important pieces of legislation and provide
our agencies with the resources they need to tackle the growing
cyber threats.

With that, let me thank you again for joining us here today. We
all look forward to your testimony.

Thank you, Mr. Chairman.

Chairman JOHNSON. Thank you, Senator Carper.

It is the tradition of this Committee to swear in witnesses, so if
you will all stand and raise your right hand. Do you swear that the
testimony you will give before this Committee will be the truth, the
whole truth, and nothing but the truth, so help you, God?

Mr. KASPER. I do.

Dr. Fu. I do.

Mr. GREENE. I do.

Chairman JOHNSON. Please be seated.

Our first witness is Michael Kasper. Mr. Kasper is a software en-
gineer from Poughkeepsie, New York—love that name—testifying
as a victim of identity theft in the IRS data breach that is the sub-
ject of this hearing. Mr. Kasper.



4

TESTIMONY OF MICHAEL KASPER,! POUGHKEEPSIE, NEW
YORK

Mr. KASPER. Yes, I should clarify. I am one of those 13,000 who
had their transcript and their refund stolen. But before I launch
into my story, I want to share a few of the things I learned along
the way, specifically that the Get Identity personal identification
number (PIN) function on the IRS website uses the same authen-
tication as the Get Transcript, so I think that that should also be
investigated before any of the victims are hit 2 years in a row. E-
file PINs are even easier to get. In my opinion, PIN numbers
should probably only be sent by mail, like banks and credit cards
do at this point.

I do not believe that punishing the IRS by cutting funds is the
answer. Indiana is an example where they spent $8 million on ID
theft and saved $88 million as a result, preventing that. So I think
you could see a large return because there is so much of this going
on. Over a million people were victims of stolen identity refund
fraud last year, $5.8 billion lost. I was trying to look for analogies
for that. There are usually around 5,000 bank robberies a year
averaging a similar amount, $6,000 each. So this is equivalent to
1 million bank robberies every year. In other words, those 5,000
banks are each getting robbed again 200 times. It is a massive
problem. If the IRS cannot handle investigating these cases, maybe
they should be given to the Federal Bureau of Investigations (FBI).
I mean, single-digit audit rates for taxpayers make sense, but I do
not think single-digit criminal investigation rates for these cases do
make sense. I have heard that that is around what they do. I have
a source I can give you offline.

The other thing they could do, which the Senator from New
Hampshire brought up, about sharing information with the tax-
payers so that they can pursue it themselves, like I did, giving you
a copy of the tax return so you can call the bank, call the local po-
lice. It is important when they share those that they do not redact
the payment address or bank account information, because that is
how I was able to get a result in my case.

On February 6, I tried to file my taxes. Later that night, Friday
evening, I got a rejection. Someone had already filed.

So on Monday morning, I called the IRS, and they confirmed my
identity by asking tax history-related questions and showed me
that a deposit was being made the same day that I was calling into
somebody’s account, but that it was too late to stop it at that point.
And because I had not called a day earlier, now they had to wait
until all my paperwork was processed by mail, which could take up
to 6 months.

They said they would not contact the bank to tell them about it,
and they would not tell me what the bank account information was
so I could do that myself. So I was frustrated by that. That is when
I tried the Get Transcript function on the IRS website to see if I
could get a transcript and found out someone else had already reg-
istered their e-mail address with my Social Security number (SSN).
IRS e-Services was able to disable online access to my account, but
they would not tell me what the e-mail address was, but they did

1The prepared statement of Mr. Kasper appears in the Appendix on page 51.
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think it was suspicious for some reason. So that was February 9
when I called and talked to them about that.

I was able to get a transcript by mail, though, which is when I
found out that whoever had filed had seen my 2013 return because
the information was almost identical. It was kind of scary.

So then I found out I could get a photocopy for $50. They had
been telling me I could not get the information, but if I paid $50,
I could get it. So March 17, I got a photocopy of the return and saw
the bank account number. I also saw they filed a corrected W-2 to
get $6,000 more, almost $9,000 total.

But I contacted the bank in Pennsylvania. They confirmed a de-
posit was made in—I guess the meta data in the deposit actually
showed my name and my Social Security going into someone else’s
checking account. So they told me the location, Williamsport, Penn-
sylvania, where all the money was withdrawn, and I contacted the
local police there. The bank fraud department also investigated and
asked them to return it. But the local police called me back right
away, actually, and went and interviewed the person, and it was
ironic because the same day that they interviewed the suspect, I
got a letter in the mail from the IRS that they had 6 weeks later
received my documentation and that they would get back to me in
6 months. So it was a pretty stark contrast.

I also got a letter that week from Anthem Health Care offering
me free credit monitoring. I do not really know if that is related
to how my information was obtained. But at this point, it seemed
like the case was solved, but it turned out to be more complicated
because the account holder claimed she had responded to a
Craigslist ad offering a job opportunity. Money was deposited into
her account, and then she wired large amounts of it to Nigeria
through Western Union, apparently not really suspecting there was
anything wrong, or at least not at first. But she also got someone’s
deposit from South Dakota.

I finally got my refund check on May 12. I really think contacting
the bank myself helped make a difference. The woman who got my
refund has been arrested by the Williamsport police, so that is
some progress on my case. But I have heard from the IRS my case
is confirmed, but I do not know if they investigated it criminally.

Chairman JOHNSON. Thank you, Mr. Kasper.

Our next witness is Dr. Kevin Fu. He is an associate professor
of electrical engineering and computer science at the University of
Michigan where he specializes in cybersecurity and trustworthy
computing. Dr. Fu.
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TESTIMONY OF KEVIN FU, PH.D.,'! ASSOCIATE PROFESSOR, DE-
PARTMENT OF ELECTRICAL ENGINEERING AND COMPUTER
SCIENCE, UNIVERSITY OF MICHIGAN

Dr. Fu. Good afternoon, Chairman Johnson, Ranking Member
Carper, and distinguished Members of the Committee. I am testi-
fying before you today on the use of what is known as “secret ques-
tions and instant knowledge-based authentication (KBA), related to
the recent IRS breach. I will explain the key properties of instant
KBA and try to give you a better understanding of the current
challenges and vulnerabilities, and I will close with some rec-
ommendations on what can be done in the future to avoid similar
large-scale breaches.

At Michigan, we teach programming to over 1,300 undergradu-
ates each year, but we teach a rigorous course in computer security
to just slightly more than 400 students, and I regret that means
most of these programmers have no formal security training in case
you are wondering how the security vulnerabilities are born.

But there are three basic ways to authenticate an identity; that
is, something you are, such as a fingerprint; something you have,
such as mobile phone; or something you know, like a password or,
in this case, a secret question. Or as we like to say in the academic
circles, it is something you were, something you lost, or something
you forgot. But today we will talk mostly about knowledge-based
authentication, and financial websites often ask users to opt in to
store answers to personal questions, such as “Where did you meet
your spouse?” to serve as a backup mechanism to reset lost or sto-
len passwords. However, this is not the kind of instant KBA we are
talking about today.

In instant knowledge-based authentication, there is no opt-in
process. Instead, the website—in this case, the IRS Get Transcript
site—quizzes a user with information gathered from credit reports
and other sources to gain confidence in a claimed identity. For ex-
ample, a user might be asked to identify the bank holding their
mortgage from a multiple choice list.

Now, let me highlight some of the strengths and weaknesses of
instant KBA. The main strength is that it is fairly easy to use, rel-
atively easy to use. However, the major limitation is that the secu-
rity rests on the crumbling assumption that personal information
is secret.

Now, instant KBA does increase the difficulty of attack, but so-
phisticated adversaries can, nonetheless, circumvent the protec-
tions at unprecedented scale. A seemingly unrelated compromise at
one site, such as Target or Anthem, could affect the security at a
different site, such as IRS.

Now, only using a stolen wallet, an attacker may struggle to an-
swer four instant KBA questions like you will find on the IRS
website. Unfortunately, this threat model is no longer realistic as
countless databases of personal information have been breached.

Also, taxpayers get no chance to opt out of the risks of instant
KBA, and let me point out that the National Institute of Standards
and Technology (NIST) explains in a technical report—I will just
cite one phrase—that they write that it is “inappropriate to invol-

1The prepared statement of Dr. Fu appears in the Appendix on page 53.
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untarily expose the privacy of unknowing citizens to the risks of an
instant KBA authentication scheme unless the risks for any indi-
vidual citizen is very close to zero.”

Now, there are alternatives that might improve the effectiveness
of the authentication at IRS and other Federal agencies serving the
citizens of this country. One example is what is known as “second-
factor authentication.” The use of a second factor paired with in-
stant KBA can make it more difficult for an adversary to imper-
sonate a taxpayer. So a popular second factor is possession of a mo-
bile phone, proving that you have a mobile phone associated with
your account.

Now, notification is also a challenge. The IRS could attempt to
use contact information from tax returns to reach out to the tax-
payer or the accountant to warn of an attempted download of a
transcript, but such systems are still subject to things known as
“phishing attacks” or “social engineering” and also would remove
the instant gratification of the download.

Now, NIST launched the National Strategy for Trusted Identities
in Cyberspace (NSTIC) to improve authentication of identities, and
has a 10-year road map that may help the IRS to develop a more
cost-effective authentication strategy that works well.

I would like to draw attention to what is used in the financial
sector, which has been subject to widespread fraud by callers on
the phone who attempt to engage in identity theft. One novel ap-
proach already being used today is to identify repeat fraudsters by
the manner in which they speak and their cadence. So it makes it
harder for an adversary to impersonate 100,000 people at once.

Now, let me summarize and I will leave the rest for my written
testimony. There will always be fraud, but a reasonable goal is to
make it difficult for a single adversary to commit wide-scale auto-
mated fraud. Some recommendations include asking NIST to help
develop KBA security and performance standards so that Federal
agencies can more meaningfully debate acceptable residual risk to
avoid using Social Security numbers or financial records as secrets
for single-factor authentication and consider pairing KBA with a
second factor of authentication, such as Short Message Service
(SMS) messages or voice-based fraud detection.

Finally, encourage research collaboration between cybersecurity
experts and social and behavioral science to carry out human sub-
jects experiments that help to measure the risks and benefits of
knowledge-based authentication.

Thank you. I am happy to answer any questions you may have.
Thank you.

Chairman JOHNSON. Thank you, Dr. Fu.

Our next witness is Jeff Greene. Mr. Greene is the Director of
government affairs, North America, and senior policy counsel at
Symantec Corporation where he focuses on cybersecurity, the Inter-
net of Things, and privacy issues. Mr. Greene.
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TESTIMONY OF JEFFREY E. GREENE,! DIRECTOR, GOVERN-
MENT AFFAIRS, NORTH AMERICA, AND SENIOR POLICY
COUNSEL, SYMANTEC CORPORATION

Mr. GREENE. Chairman Johnson, Ranking Member Carper, Mem-
bers of the Committee, thank you for the opportunity to testify. I
am going to talk a little bit about the broader cyber threat environ-
ment to put this particular attack into context.

As the largest security software company in the world, our global
intelligence network is made up of millions of sensors, so we have
a pretty broad perspective on what is going on in the Internet
today and the Internet threat landscape.

Recent headlines about cyber attacks have focused a lot on data
breaches across the spectrum of industries. These compromises
have deep impacts on individuals who have their identities com-
promised and have to worry about it, companies that have their
systems penetrated, and also government worried about protecting
their citizens and also about how to catch the criminals.

The magnitude of the theft of personally identifiable information
(PII), is really unprecedented. Over the past 3 years, approximately
1 billion identities have been exposed, and those are just from the
breaches that we know about today.

The attackers run the gamut. They can include highly sophisti-
cated, highly organized criminal enterprises, individual cyber
criminals, so-called hactivists, or State-sponsored groups. Different
attacks range from distributed denial of service (DDoS), attacks to
highly targeted to widely distributed financial fraud schemes.

Now, a DDoS attack is an attempt to overwhelm a system with
data. Targeted attacks will typically try to trick someone into open-
ing either an infected file, go to a bad link, or something similar.
And, of course, there are scams and blackmail schemes trying to
gain money that are still out there.

Some of these will fill your screen with pop-ups telling you that
your computer is infected with a fake virus. Other of them will lock
your computer, purport to be from law enforcement, and assert
that you have some type of illegal content, asking for a fine to be
paid in order to regain your computer.

The most recent scheme, though, has gone from trickery to
straight-up blackmail. Your computer will be locked. You will get
a screen saying your hard drive is encrypted. Typically it will be,
and the only way you get access to your data is by paying a ran-
som.

We are also seeing increasingly complex and sophisticated efforts
by criminal syndicates to use personal information, some stolen,
some publicly available, to perpetrate a variety of different scams,
and that is what happened here with the IRS.

Critical infrastructure like the power grid, the water system, and
mass transit are also at risk. Last year, we issued a report about
an attack that we called “DragonFly” that was focused on the en-
ergy sector. It was not the first we have seen on the energy sector.
In fact, in 2012, cyber attackers mounted a campaign against the
Saudi Arabian national oil company and destroyed 30,000 com-

1The prepared statement of Mr. Greene appears in the Appendix on page 66.
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puters. They essentially wiped them and had them display an
image of a burning American flag.

Last year, the German Government disclosed that there was a
cyber attack on a steel plant that resulted in massive physical
damage. So we are seeing it across sectors.

Most of these attacks start with a common factor, a compromised
computer, and we frequently hear about advance persistent threats
(APTs). But the discussion of cyber attacks too often ignores the
psychology of the exploit. Most rely, as Dr. Fu said, on social engi-
neering, essentially trying to trick you into doing something that
you would never do if you were fully aware of the import of your
actions. In short, a successful attack is usually as much psychology
as it is technology.

Good security stops most of these attacks, which often seek to ex-
ploit older, known vulnerabilities. But many organizations and in-
dividuals do not have security in place or have not patched their
systems, and they remain vulnerable to existing problems.

Systems that use these knowledge-based authentication systems,
or KBA, are increasingly under attack, and we are seeing an uptick
of these second-generation compromises where attackers are using
this personal information previously stolen or publicly available,
harvesting it and using it to either access data or establish new ac-
counts for future fraud or direct theft.

To combat these threats, we work with government and industry
across the world. We have been involved in several major botnet
takedowns. These are networks of zombie computers that have led
to some prosecutions. And we also are part of what we call the
“Cyber Threat Alliance.” We joined with the Palo Alto Networks,
McAfee, Fortinet last year to co-found this. This is a group of
cybersecurity providers. We share advance cyber threat informa-
tion, at the same time protecting the privacy of our customers.

So what can all of us do at an individual level? Good protection
requires a plan. Strong security should include intrusion protec-
tion, reputation-based security, behavioral based blocking, data
encryption backup, and data loss prevention tools. That is organi-
zationally. While the criminals’ tactics are constantly evolving,
basic cyber hygiene is still the simplest and the most cost-effective
way to stop a lot of the attacks out there.

In fact, early this year, the Online Trust Alliance issued a report
that showed that 90 percent of the major breaches from last year
would have been prevented if businesses had implemented basic
cyber best practices.

With that, I appreciate the opportunity. I am happy to take any
questions you may have.

Chairman JOHNSON. Thank you, Mr. Greene.

I will start the questioning with Dr. Fu or Mr. Greene, whoever
can answer the question. Where does the IRS obtain the informa-
tion they use for the knowledge-based authentication? Where is all
the data coming from?

Dr. Fu. So I am not entirely familiar with where IRS obtains its
data. I am familiar with sister sites where they obtain their data.

Chairman JOHNSON. OK, go ahead. I just want to know where
most people obtain this, because this is all commercially available,
correct?
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Dr. Fu. Correct. The private sector offers services for this instant
KBA. For instance, one provider, Experian, is used by some Fed-
eral sites to do exactly the same kind of purpose as the Get Tran-
script, for instance, the Social Security Administration.

Chairman JOHNSON. And where does Experian get all the data
from?

Dr. Fu. I believe they obtain it from credit reports and other fi-
nancial data.

Chairman JOHNSON. Does anybody else want to add to that? Go
ahead, Mr. Greene

Mr. KASPER. On the IRS website, if you have an Equifax credit
freeze, they will not get asked the questions, which makes me sus-
pect it might come from Equifax for the IRS.

Chairman JOHNSON. OK. What I am trying to get at is where do
the data mining companies obtain the information from. Every
time you click on an app, agree to the privacy contracts, applica-
tions, the cookies? In other words, there is a constant flow of infor-
mation and personally identifiable information when we are all
using our iPhones and our mobile devices. Correct?

Mr. GREENE. Sure. The individual app will depend upon what is
in the end-user license agreement. There are data aggregators
whose business it is to aggregate data from whatever sources and
to sell it. And as Dr. Fu said, a lot of it is available from credit
reports and elsewhere. So the data aggregators put that together,
and they use that. And most, whether government or private com-
panies, that use KBA use one of the credit bureaus or some similar
type of data aggregator for their KBA services.

Chairman JOHNSON. What I would like to do, because I think,
Dr. Fu, you have been prepped for this, we have a chart! here of
four questions this was taken from the Healthcare.gov website in
terms of the authentication we are talking about here. Let us just
go through and can you describe for the audience and for the Mem-
bers here exactly how easy this is to defeat with very limited infor-
mation or knowledge? The first question is, “Please select the coun-
ty for the address you provided.”

Dr. Fu. Right. So I think some context is important. This is the
screen presented for the instant KBA. You get four questions about
your personal finances to answer, but before you get to this page,
you first have to enter your name, your Social Security number,
and your address. So the adversary who has already reached this
stage already has quite a bit of personal information.

So, for instance, if you already know the address of the taxpayer,
it is very easy to figure out where the taxpayer lives, in what coun-
ty

Chairman JOHNSON. So not a real challenge.
Second question: “According to our records, you previously lived
in Pickwick. Please choose the city from the following list where
the street is located.”

Dr. Fu. Yes, so in this particular case, you could rule out streets
that make no sense in the particular address of the taxpayer and
basically have a very good chance of getting the correct answer.

1The chart referenced by Senator Johnson appears in the Appendix on page 85.
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Chairman JOHNSON. No. 3: “Please select the city you previously
resided in.”

Dr. Fu. Right. So because these are culled from financial records
and if the adversary does have access to breach data, this will be
readily available.

Chairman JOHNSON. And, “According to our records, you grad-
uated from which of the following high schools?”

Dr. Fu. Right. So with Facebook accounts today, it is fairly triv-
ial to figure out a high school somebody goes to. Moreover, if one
of your friends posts something about you and you can figure out
their high school, there you have it as well.

Chairman JOHNSON. Again, when we go back to just these highly
publicized cyber attacks where all this PII has been mined, an ear-
lier witness—I cannot remember which one—said about a billion
individuals with their PII compromised, within the criminal net-
works, this is the kind of information that a criminal would have.
They would basically have all this information already, correct? Be-
cause it is the exact same information that these data mining com-
panies are already obtaining. So you have a perfect match of the
information that the data mining companies are using with the in-
formation that has been criminally obtained through these attacks.
Is that roughly correct?

Mr. GREENE. Roughly correct, yes. As more PII is stolen, the ef-
fectiveness of the KBA is going to go down, and you need to look
at other steps to—you can still use KBA as part of the security pro-
cedure, but there are new steps, there are additional steps you can
put in place to try to raise the level of security there. And Mr.
Kasper mentioned out-of-band of communication like mail. So you
go through these steps. You get to the end of it. Instead of saying,
OK, we now know you are Jeff Greene, it says we are going to send
a piece of mail to Jeff Greene’s address with a PIN number or some
identifying number, and that would make it much more difficult for
the criminals because that relies on the known address.

Chairman JOHNSON. So, again, the point of this is if a criminal
has all that personal information, they have all this information al-
ready, basically. So this is very easy for them to accomplish what
they did with the IRS. Correct?

Mr. GREENE. Yes——

Chairman JOHNSON. And, obviously, it is pretty simple, because
they attempted 200,000 accounts, and they got into 100,000.

Mr. GREENE. Correct, on an individual level, yes.

Chairman JOHNSON. Mr. Kasper, I would like to just have you
describe your frustration in trying to deal with the IRS once you
understood—which, by the way, your case was first published,
what, March 15?

Mr. KaspPER. Well, March 30. I think it was March 30.

Chairman JOHNSON. OK. But, again, it was somewhat publicized.
I know we have either from the testimony and discussions with the
IRS, they were fully aware of this, and yet they made a decision
to continue with this type of authentication.

Mr. KASPER. I remember Brian Krebs said that the U.S. Treas-
ury Inspector General for Tax Administration (TIGTA) web was a
frequent visitor to his site in his refers when he posted the article.
So I think TIGTA was aware.
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Chairman JOHNSON. So, again, just describe to us, kind of tell
your story in terms of when you found out about this, you started
contacting the IRS, how they responded.

Mr. KASPER. Yes, it was frustrating not being able to find out
who had stolen my information because I did not know how they
had gotten it. I did not know if there was a virus on my computer.
I did not know if someone had stolen something from my home. I
did not know how the information had gotten out there. And there
was nothing that I could do about it other than wait 6 months. I
went to my local IRS office. They said, “We cannot help you.” They
literally, could not give me any more information now that I had
reported it as fraud.

Chairman JOHNSON. Did they give you any reason why they
could not help you further?

Mr. KASPER. They said privacy rules. At every step of the case,
when I tried to get more information, they would say privacy rules
prevented them from doing that, when the person who they were
protecting had already taken advantage of my privacy.

Chairman JOHNSON. OK. Well, we will have the Commissioner
here in the next panel, so we will ask him exactly what those pri-
vacy rules are. Senator Carper.

Senator CARPER. Thanks, Mr. Chairman.

Mr. Kasper, you talked about what might not be helpful in deter-
ring similar attacks in the future, and I think you mentioned the
amount of resources that we, the Congress, provide to the IRS to
do the job. Would you just go back and sort of revisit what you said
to us?

Mr. KASPER. Yes, I was referring to how in Indiana they were
using analytics-based methods of detecting fraud and additional
verification, and basically had invested $8 million additionally into
trying to prevent this thing; whereas, at the IRS I understand they
have had like a 5-year hiring freeze, 20-percent budget cuts, so
thatdthey are not doing those types of things, as far as I under-
stand.

Senator CARPER. Commissioner Koskinen was before us today in
the Finance Committee this morning, and we talked a little bit
about this. We talked about cost-benefit payoffs, and he was talk-
ing about fairly senior-level IRS employees that are schooled in the
cyber world, cyber warfare, and that they are unable to retain a lot
of them. These people are highly in demand. And for a relatively
modest amount of money, we will say in the million dollars or two,
they were—instead of paying that money in order to attract and re-
tain the kind of talent that they needed, they incurred losses many
times that amount. How does that strike you?

Mr. KASPER. Yes, it seems like there could be a very big return
on investment for trying to prevent this fraud more, and especially
in the technology industry, there is a lot of competition for talent.
And going to work for the IRS is not on the top of people’s list
when they are looking at which high-tech company they want to go
work for, when you have the budget restrictions and just other fac-
tors with trying to get people to go and work there and help them
with this problem—although, they have a lot of people working on
it who are doing a lot of good things, but they are not able to keep
up with the cyber criminals.
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Senator CARPER. All right. When we had Commissioner Koskinen
before us this morning, I asked him, in terms of the way the IRS
is treating folks who are victimized, if you will, because of these
attacks, I asked him how the Golden Rule played into that in terms
of treating people, in this case those who were victimized. How do
we treat them in a way that is consistent with the Golden Rule,
treat other people the way we want to be treated? Would you just
maybe draw on your own experience and see if the way you were
treated was consistent with treating others the way we would want
to be treated?

Mr. KaspeEr. Well, I made the analogy to my contact with the
local police department, which was not even in the same State
where I lived, but the IRS has an identity theft hotline dedicated
for all the people who call, but all they do is sort of like empathize
with you, tell you, the different steps you can take to put a freeze
on your account. They cannot really do anything for you. So you
really cannot get any help directly from the IRS. They go off and
they investigate your case, which they tell you right off the bat
could take 6 months, and you really do not get any more informa-
tion than that once you report it. It either gets resolved or it does
not. They never tell you why. Wanting to know is a big part of the
problem. You want to know what happened, and you cannot find
out.

Senator CARPER. Let me ask Dr. Fu and Jeff Greene, and we will
come back to you, Mr. Kasper. But if you were in our shoes and
you were a member of the Homeland Security Committee inter-
ested and concerned about these issues, maybe you know people
who have been hacked, maybe you have been hacked yourself, give
us one or two things that you would do if you were in our shoes.
I think one of you maybe once worked over in the House and had
a chance to wrestle with these kinds of policy issue. So, Dr. Fu,
give us one or two things that we ought to be doing in response.

Dr. Fu. Well, from a policy point, actually I will refer to Mr.
Greene; he talked about the psychology of the exploit. And one of
the problems is on the science and engineering side there is very
little understanding about how to measure these kinds of authen-
tication systems, how well they work. There are quite a few nega-
tive results about how they do not work, but there is very little on
the instant KBA. So encouraging those in academia, for instance,
who work in cybersecurity to also work with those in the social and
behavioral sciences could be helpful in discovering what kinds of
authentications will work well for the entire U.S. population. That
is one example.

Senator CARPER. OK. Do you have another one?

Dr. Fu. Well, on the technological side, there are issue ap-
proaches like the two-factor authentication I mentioned. It is inter-
esting to note that IRS did use a second factor of e-mail confirma-
tion and, in fact, Google in a recent report published last week has
recommended that you do that. And so the IRS did follow that rec-
ommendation, yet the intruders did still circumvent it.

Senator CARPER. How do you suppose they did that?

Dr. Fu. I would imagine——

Senator CARPER. They work for Google?

Dr. Fu. No, I do not work for Google.
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Senator CARPER. No, I was saying that——

Dr. Fu. Oh, I am sorry. My understanding when you register on
the Get Transcript site is that you register an e-mail address, and
you have to wait to receive a confirmation before you can go to the
next step of filling out those four personal questions. So the adver-
sary had to set up presumably a large number of e-mail accounts
in order to receive that confirmation code to go to the next step.
However, had they instead also paired it with some kind of phone
number, it would increase the difficulty of having to compromise
multiple systems.

Senator CARPER. All right. Thanks.

Mr. Greene, let us just say you are back in your old job over in
the House and giving advice to guys and gals like us. What advice
would you have for us?

Mr. GREENE. I think on the technical side, Dr. Fu said about en-
couraging two-factor authentication and recognizing there is a dif-
ference between identity verification when you initially set up an
account. If you are sending the confirmation to the e-mail you
asked for when they set up the account, it is circular. So you are
still dealing with the same person, some type of out-of-band com-
munication, whether through the phone or through a letter. So that
is on the front end.

On the back end, once you have established the account, using
some kind of two-factor authentication to make sure that no one
has the stolen information the Chairman was talking about is im-
portant on the policy side. Research and development (R&D) and
technical experts, the Science, Technology, Engineering and Math
(STEM) training, I am sure you have heard that frequently we
need more STEM experts. Information-sharing legislation will help,
it will not be a panacea. We do encourage it. We just caution that
it is incremental steps to fighting this. Those are several of the
things that we would like to see. The government can set an exam-
ple. If we can improve the use of KBA through two-factor in the
government, I think the market and the private sector will follow.

Senator CARPER. All right. Thank you so much.

Chairman JOHNSON. Senator Ernst.

OPENING STATEMENT OF SENATOR ERNST

Senator ERNST. Thank you, Mr. Chairman, and thanks to our
panelists for being here today. This is a very timely issue. I am
glad we are able to discuss it right away, so I thank the Chairman
and the Ranking Member for calling this hearing.

I do have, as I am sure most folks do, very serious concerns
about the implications of this type of data getting out there and
how easily it seems to be obtained by these people hacking into dif-
ferent systems. So I look forward to learning more about it and
hearing your additional thoughts on it.

But what I would like to find out just from you, either Dr. Fu
or Mr. Greene, is: Are there readily available private sector solu-
tions for this that could be compared? The website you talk about
the KBA. Are there private sector firms that use this type of infor-
mation? And what is the best way to replace what we are doing
now with a better, more secure system?
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Mr. GREENE. So there are security measures, certainly, Senator,
you can put in place. Many of the KBA back ends are provided by
the private sector and, in fact, are used by the private sector. The
security that worked 3 to 5 years ago is not working as well today
because of the information that was stolen.

Through the initial log-in process, when you are setting up the
account, there are two ways I look at it. One is: How do you pre-
vent a fraudulent account from being set up? How do you stop it
before it happens? And that would be through some form of two-
factor authentication, improving KBA, and there are different ways
to do it, one of which we have talked about, the phone or a letter.

On the back end, to try to see who is doing this activity, there
are ways to basically take the data logs from the servers that are
logged in, perform analytics on them, and see if you are seeing a
pattern of activity that is indicative of some level of fraud.

Now, to some degree, for a few people, the horse is going to be
out of the barn at that point, because you may already have some
false log-ins. But you need to be looking at it from both ends, and
we are never going to be able to stop 100 percent of it. But as the
criminals get more sophisticated, the tools that worked well become
less effective. And I think that is where we are with KBA, and
there are ways to improve it going forward.

Senator ERNST. Dr. Fu.

Dr. Fu. Well, let us see. I think I have two different responses.
One is NIST, so NIST actually has proposed this 10-year road map
called the National Strategy for Trusted Identities in Cyberspace,
and, in fact, they already have given advice to IRS, and there is
a published report. And I think that the Federal systems will find
better authentication systems if they do engage with NIST and
take the advice of NIST’s independent, non-regulatory experts.
They have a wealth of information on the technologies, the risks,
the benefits.

There is also a number of companies working in the two-factor
authentication space. I do not know any that specifically work on,
for instance, protecting taxpayer information, but one company
local in Ann Arbor, Duo Security, for instance, uses a mobile phone
as a second factor. So when they attempt to have their customers
log in to some kind of service, not only do you need to have a pass-
word, but you need to have a mobile phone present, and the idea
is that it is more difficult for an intruder to physically steal your
mobile phone if they are somewhere in a foreign country.

There is also some interesting innovation by a company that I
believe had come out of Georgia Tech, PinDrop Security. They actu-
ally work for financial services companies. They listen to the audio
of the phone calls as people call in, and they are able to actually
identify the repeat offenders who are calling in pretending to be
other people based on the delay in the phone line from what coun-
try they are coming from, some interesting characteristics of the
copper wires. You could use some of these advanced technologies
not to eliminate but at least reduce the risk of fraudsters trying to
go from one fraudster doing 100,000 accounts to at least making it
more difficult to scale up to so many different accounts from one
adversary.



16

Senator ERNST. Thank you. And, Mr. Kasper, I am sorry you
have had to go through this experience, as so many others have.
You had indicated that the IRS thought the e-mail account—and
maybe I read this somewhere, that the e-mail account was sus-
picious. Was that from your testimony or was that somewhere else
that I read that?

Mr. KASPER. Yes, I do not remember the exact words that they
used, but when I was on the phone with them, they said, “Hmm,
yes, that does not seem right,” or something like that.

Senator ERNST. Yes, it makes me wonder, especially if these are
coming from foreign adversaries, that if they have a different e-
mail address that indicates it is coming from, originating from a
foreign nation, that that is something that could be flagged to re-
quire additional information. I do not know if that is something
else that could be considered.

Mr. KASPER. Yes, there are probably some analytics they could
do just on the domain name, because they highlighted that 200,000
had these suspicious domain names. But it is also very easy to get
a Hotmail or Yahoo e-mail account and automate that and have
some type of process for taking advantage of it.

So there are things that it seems like they were not doing with
monitoring those servers and transactions that they could have
been doing.

Senator ERNST. Well, thank you.

Mr. KASPER. Like the Internet Protocol (IP) addresses and all
that.

Senator ERNST. Exactly. And do any of you know, has the IRS
reached out to any private sector providers to try and correct the
system that they have now or done any sort of control measures?
Do any of you know?

[No response.]

OK. That is a question for our next panel. Well, I appreciate it
very much. I thank you for your time, and hopefully we can get to
the bottom of this and find better ways of utilizing our information
systems. Thank you.

OPENING STATEMENT OF SENATOR AYOTTE

Senator Ayotte [Presiding.] While the Chairman is voting, I am
going to sit here, but it is my turn to ask questions, so I actually
wanted to ask you, Mr. Kasper, you referenced the recent response
I got from the Commissioner of the IRS, and what actually prompt-
ed me to write this letter, similar to your experience, is that I have
had a number of constituents come to me and some really troubling
cases where they just were getting the runaround from the IRS,
that they could not actually get the fraudulent return so that they
could then pursue protecting themselves in the way that you did.
And so I was glad, obviously, to hear that the Commissioner is
now—they are going to change their policy, and I am going to have
some followup questions on how they intend to implement that
going forward in the next panel. But what I wanted to ask you
about was a couple of things.

First of all, you referenced a $50 fee. Who did you have to pay
the $50 to?
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Mr. KASPER. Well, the check was to the U.S. Treasury, but it was
IRS Form 4506, and I mailed it to Missouri or somewhere, or Kan-
sas City, and paid $50. It was an IRS fee to get that photocopy.

Senator AYOTTE. So you had to pay the $50 to get what you were
able to get about your return?

Mr. KASPER. To get a photocopy of the return which showed the
account number, I had to pay the $50.

Senator AYOTTE. And then, also, how were you originally notified
that you were a victim of identity theft?

Mr. KASPER. On February 6, I got the e-mail notice that my at-
tempt to file was rejected. So I got the rejection notice, and there
was a code in there and an explanation that it was a duplicate tax
identifier, which just a little time on Google I figured out that is
identity theft, so I need to call the identity theft hotline.

Senator AYOTTE. And when you called, how many different peo-
ple did you deal with?

Mr. KASPER. At least four or five. It was about 1 or 2 hours on
hold each time that I called.

Senator AYOTTE. So four or five different people and each time
1 or 2 hours on hold?

Mr. KASPER. That is correct.

Senator AYOTTE. And so did you have to retell your story each
time to each new individual?

Mr. KASPER. I believe so. I mean, like I said, they were very sym-
pathetic, but they really could not do much for me.

Senator AYOTTE. You really used your own thought process and
investigating your own case. I mean, you did a really good job in-
vestigating your own case.

Mr. KASPER. So far. It was really bothering me not knowing who
had gotten this information.

Senator AYOTTE. Right. But the IRS would not give any informa-
tion about what they were actually doing to pursue the case?

Mr. KASPER. Correct, other than that it seemed very unlikely
they were investigating it.

Senator AYOTTE. Did they tell you even that they had reported
it to law enforcement?

Mr. KASPER. No. They never told me they had reported it to law
enforcement or even to the bank. When I contacted the bank, the
bank specifically said 6 weeks later, “The IRS never contacted us
about this deposit.”

Senator AYOTTE. And, obviously, then they said that they did not
give you any followup of whether there was any kind of investiga-
tion conducted or any outcome of it?

Mr. KASPER. No, I got a letter saying they had received my fraud
affidavit, which was the one I got the same day the police were
interviewing the person. And then at the end, after the bank had
reported it to the IRS and then the case was resolved, the day after
I got the check, I got a letter saying, “Your identity theft case has
been confirmed,” the day after I got the check.

Senator AYOTTE. After you got the check?

Mr. KASPER. Yes.

Senator AYOTTE. And one of the things that, as I listen to what
you have to say, this is something I have been hearing time and
time again, and obviously I think why we are having this hearing
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and how important it is that we get to the bottom of not only pre-
venting these types of thefts, but also a better response to them
from the IRS. And what I wanted to followup with, Dr. Fu and Mr.
Greene, is on the issue of—you mentioned, Dr. Fu, one potential
third-party fraud prevention tool based on voice analysis, as I un-
derstand it. What other fraud prevention tools exist in the private
sector could the IRS harness potentially to help us address this?
And was this something you think that we should be pursuing as
we talk to the IRS about this issue? Because it seems to me that
there is already a lot being done in the private sector that could
be transported to the government sector as we look at this growing
challenge.

Dr. Fu. Well, I think one of the challenges for the Federal Gov-
ernment is that—especially the IRS, you cannot deny any par-
ticular customer, so you have a very diverse customer base com-
pared perhaps to the typical private sector enterprises. Now, there
are a number of fraud detection systems out there, but it would be
difficult to legislate technological solutions. But I think it would be
worth at least conducting studies to understand if some of these
approaches might work at all, a pilot program, for instance.

NIST in particular has quite a bit of expertise in carrying out
pilot programs and making strategic recommendations on authen-
tication in particular.

Senator AYOTTE. Do you have any thoughts on that?

Mr. GREENE. The IRS Commissioner, this morning when he
spoke, recognized that prior security measures become obsolete
pretty quickly, and it is the proverbial race. You are constantly
needing to improve, going beyond. KBA may have worked well in
the past. Going beyond that in the future to step it up, there are
ways. You can add the other factors. You can add the type of data
analytics that Mr. Kasper talked about. Putting some of that in
place can help you detect it a little sooner. Looking for patterns
with certain e-mails, if they are very similar—if an e-mail has a
string of letters or numbers and you keep seeing incremental in-
creases and you see a pattern like that, those are the types of tools
that you can put in place monitoring on the back end.

Senator AYOTTE. I thank you all. We are at the tail end of a vote
here, so I am going to adjourn this, and I believe Chairman John-
son will be back. But we will be right back in the Committee, and
we will take a recess, not adjournment. Sorry. Thank you.

[Recess.]

Chairman JOHNSON [Presiding.] We would like to call the hear-
ing back to order.

What we would like to do is just give the witnesses an oppor-
tunity, if there is something that you have not been asked, if there
is another comment or another piece of information you would like
to provide in testimony, why don’t you do that right now? Then we
will dismiss you and seat the next panel.

So we will start with you, Mr. Kasper.

Mr. KASPER. I just wanted to mention that I have been watching
a lot of the hearings on the subject, and John Valentine from the
State of Utah had testified previously that he had talked to some-
one at the IRS who told him they were seeing a pattern of previous
years’ tax information being used to submit fraudulent returns as
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early as last year, which, coincidentally, is the same time the Get
Transcript function was introduced.

Chairman JOHNSON. Who is Mr. Valentine?

Mr. KASPER. I do not remember the name of the agency, but it
is the agency that handles the State taxes for Utah. He had testi-
fied in the Senate Finance Committee about that issue and about
their lack of getting information from the IRS at that time.

Chairman JOHNSON. OK.

Mr. KASPER. Because they noticed a bunch of these suspicious re-
turns this year and reported them to the IRS that they had this
pattern. Data from last year was being used this year, and they re-
ported that to them early in February of this year that that was
going on.

Chairman JOHNSON. OK. Well, thank you, Mr. Kasper. Dr. Fu.

Dr. Fu. Yes, well, I would like to just comment that with regards
to the sample four questions to authenticate with this instant KBA,
I think it would be rather relatively easy to actually write a pro-
gram to rule all this out, and perhaps that is actually what was
done to accomplish this particular breach. And in computer secu-
rity, we often refer to these technologies as sort of “security the-
ater” where they can give a sort of happy, squishy feeling for the
consumer because you are doing some action to make you feel good,
but it is always hard to know whether it is actually improving your
security. And, in particular, with instant KBA there is very little
understanding right now about how to measure the quality of the
security of KBA, and I think we need improvements in that space
if we are going to continue to use it.

Chairman JOHNSON. Let me quickly ask you, because I actually
had a conversation with another Senator on the walk down, in
terms of what happened here, would there be computer programs
that are programmed to utilize all this personal information and do
this quickly? Or is this going to be a very manual process in terms
of logging on to Get Transcript and logging in the information? Do
you understand the question?

Dr. Fu. Are you asking me——

Chairman JOHNSON. Can this be——

Dr. Fu. The attacker, how automated it is?

Chairman JOHNSON. Yes.

Dr. Fu. I believe this can be fairly automated. In fact, when I
used to work in the industry, we would write scripts to automate
filling out web forms. So this is something you would almost be
taught as an undergraduate. So I would expect a sophisticated ad-
versary to be able to do it quite well.

Chairman JOHNSON. And then because the IRS was having that
second layer—I forget exactly what you called it, but they were
asking the hacker to enter:

Dr. Fu. An e-mail address.

Chairman JOHNSON. An e-mail address, and then that was re-
authenticated. Would they had to have separate e-mail addresses?
Would they had to have 200,000?

Dr. Fu. I do not know the answer to that. My guess would be
that—you would have to talk to the IRS, but I would imagine they
would be very easily able to audit if somebody reuses an e-mail ad-
dress. But as we know, it is fairly easy to create a new e-mail ad-
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dress, and I have to say so many of them are just gmail.com that
the domain is not always going to be too telling.

Chairman JOHNSON. OK. So they would not necessarily have to
be real e-mail accounts—or they would have to be real e-mail ac-
counts, so you would just be setting these things up by literally
hundreds of thousands if not millions to do this.

Dr. Fu. Correct.

Chairman JOHNSON. OK. Mr. Greene.

Mr. GREENE. Senator, your question about automating, I asked
that precise question of some of our experts who spend their days
analyzing attacks and malware. They did not have any specific
knowledge of this attack, but their response was this would be very
easy to automate soup to nuts.

Now, it still is a complex logistical effort. There was a big effort
involved, but the tack of writing the scripts was not—they expect
it was automated and do not believe that it was not the most high-
ly sophisticated scripting. I guess what I would add is this is not
the first successful compromise of KBA, but it has certainly re-
ceived the most publicity, and most people do not get into crime to
work hard. Copycats are pretty common. So I think we are likely
to see more KBA attacks both on the private sector entities that
use it and the government. Now is the time, I think, to look at your
organization, if you are using it, to make sure that you have some
type of second factor or are dialing up the sensitivity of your mon-
itors, of your sensing, to look for anomalous activity, because I sus-
pect that there are criminals out there right now looking at this
successful attack and saying, “How can I duplicate that somewhere
else?” They are going to reuse what they can.

Chairman JOHNSON. This really does answer the question why
are these cyber attackers accessing this PII from all these different
companies, accumulating it. This is the reason why, so they can
utilize it this way. Correct?

Mr. GREENE. Well, and the information itself has value. This is
an interesting attack, and this is different in kind than a lot of the
major breaches we have seen in the sense that—I view this as not
a breach, but 100,000 individual compromises. There are major
breaches that have led to the release of millions of identities. These
attackers stole money. In a lot of the breaches, they are stealing
identity information to sell it. But at the same time they stole the
money, they also acquired a lot of information. Mr. Kasper’s tax
records, his tax transcript has information that has—it is akin to
breaking—if I broke into your house to steal $1,000 and I saw a
valuable ring, I am going to grab the ring, too, and then try to sell
that. So they stole the money, but they now have more data that
they will sell to others to use. There are very active black markets
trading in this information.

Chairman JOHNSON. And, again, what is the use for that per-
sonal information then?

Mr. GREENE. It can be anything from future tax fraud to trying
to open credit cards. Health care records are now very valuable. We
have seen the value of them jump up dramatically. Some health
care records we have seen are worth 2 to 10 times as much as a
credit card nowadays.
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I joke that if, I carry a Fitbit that transmits my data of my steps.
That is not the Fitbit specifically, but there is a lot of data being
transmitted that is not particularly secure. But if there is a way
to monetize it, there is a criminal out there trying to figure out
how to do it.

Chairman JOHNSON. And, again, once you automate an attack
like this or a breach like this, you have already got the automated
program; you have the software. It is very easy to replicate it or
modify it for a new type of criminal scheme. Correct?

Mr. GREENE. Correct, to modify it, and most of the data that was
used for these 100,000 compromises was probably previously stolen
or just sucked off of a public website. It is a combination. We are
all putting information out there that we do not even know about.
Dr. Fu said our friends post stuff.

Chairman JOHNSON. So, again, with the software program, one
individual could have pulled this thing off.

Mr. GREENE. I think it would probably be a more sophisticated,
more organized effort than that, from soup to nuts, to go through
it. It might have been only one

Chairman JOHNSON. How many people?

Mr. GREENE. I would be happy to get back to you. I can check
with some of our experts to see what they would say.

Chairman JOHNSON. OK. Again, I am just trying to get, the scope
of this, the ease, how to replicate this. Is this a harbinger of things
to come? Is it just the tip of the iceberg? Again, we have a billion
people who have had their PII stolen, and this is what it is being
used for, among many other things.

Mr. GREENE. The experts in our response team thought that this
is most likely, again, from reading the outside reports, a criminal
organization. So this is—and they have business plans. They have
organizations set up to do all this, and they are looking, I am sure,
at their next target.

Chairman JOHNSON. OK. Again, I want to thank all three of you
for your thoughtful testimony, your thoughtful answers to our
questions, and we appreciate it. This will be very helpful in terms
of us building the record of exactly why this Congress really needs
to pass a bill that at least takes the first steps in providing, for ex-
ample, the information sharing or the threat signatures, these
types of attacks, so that when other people experience something
similar, we can maybe prevent some of these things.

So, again, thank you for your testimony, and have a good day.
And we will call the next panel.

[Pause.]

This is perfect. Welcome back.

Senator CARPER. Thank you.

Ch(iif@rman JOHNSON. I will have to be leaving here pretty quickly
myself.

Again, I would like to thank the Commissioner and Mr.
Millholland for coming to testify. It is the tradition of this Com-
mittee to swear our witnesses in, so if you would rise. I should be
able to have this thing memorized. That is OK. There we go.

Do you swear the testimony you will give before this Committee
will be the truth, the whole truth, and nothing but the truth, so
help you, God?
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Mr. KOSKINEN. Yes.

Mr. MILLHOLLAND. I do.

Chairman JOHNSON. Thank you. Please be seated. I really do
have that memorized, but I like to get it accurate.

Our first witness will be John Koskinen. Mr. Koskinen is the
48th Commissioner of the Internal Revenue Service, a position he
has held since his confirmation in December 2013. Previously,
Commissioner Koskinen served as the non-executive chairman of
Freddie Mac from 2008 to 2012. Mr. Commissioner.

TESTIMONY OF HON. JOHN A. KOSKINEN,! COMMISSIONER, IN-
TERNAL REVENUE SERVICE, U.S. DEPARTMENT OF THE
TREASURY; ACCOMPANIED BY TERENCE V. MILLHOLLAND,
CHIEF TECHNOLOGY OFFICER, INTERNAL REVENUE SERV-
ICE, U.S. DEPARTMENT OF THE TREASURY

Mr. KOSKINEN. Chairman dJohnson, Ranking Member Carper,
and Members of the Committee, thank you for the opportunity to
appear before you today to provide information on the recent unau-
thorized attempts to obtain taxpayer data through the IRS’s “Get
Transcript” online application.

Securing our systems and protecting taxpayers’ information is a
top priority of the IRS. Even with our constrained resources as a
result of repeatedly decreased funding over the past few years, we
continue to devote significant time and attention to the challenge.
At the same time, it is clear that criminals have been able to gath-
er increasing amounts of personal data as the result of data
breaches at sources outside the IRS, which makes protecting tax-
payers increasingly challenging and difficult.

The unauthorized attempts to access information using the Get
Transcript application were made on approximately 200,000 tax-
payer accounts from questionable e-mail domains, and the attempts
were complex and sophisticated in nature. These attempts were
made using taxpayers’ personal information already obtained from
sources outside the IRS.

It should be noted that the third parties who made these unau-
thorized attempts to obtain tax account information did not at-
tempt to gain access to the main IRS computer system that han-
dles tax filing submissions. The main IRS computer system re-
mains secure, as do other online IRS applications such as, “Where’s
My Refund?”

To access Get Transcript, taxpayers must go through a multistep
authentication process to prove their identity. They must first sub-
mit personal information, such as their Social Security number,
date of birth, tax filing status, and home address. The taxpayer
then receives an e-mail from the Get Transcript system containing
a confirmation code that they enter to access the application and
request a transcript.

Before the request is processed, the taxpayer must respond to
several out-of-wallet questions designed to elicit information that
only the taxpayer would normally know, such as the amount of
their monthly mortgage or car payment.

1The prepared statement of Mr. Koskinen appears in the Appendix on page 79.
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During the middle of May, our cybersecurity team noticed un-
usual activity on the Get Transcript application. At the time our
team thought this might be a “denial of service attack,” where
hackers try to disrupt a website’s normal functioning. They ulti-
mately uncovered questionable attempts to access the Get Tran-
script application.

Of the approximately 100,000 successful attempts to access the
application, only 13,000 possibly fraudulent returns were filed for
tax year 2014 for which the IRS issued refunds totaling about $39
million. We are still determining how many of these returns were
filed by the actual taxpayers and which were filed using stolen
identities.

For now, our biggest concern is for the affected taxpayers to
make sure they are protected against fraud in the future. We have
marked the accounts of the 200,000 taxpayers whose accounts were
attacked by outsiders to prevent someone else from filing a tax re-
turn in their names, both now and in 2016. Letters have already
gone out to the approximately 100,000 taxpayers whose tax infor-
mation was successfully obtained by unauthorized third parties.
We are offering credit monitoring at our expense to this group of
taxpayers. We are also giving them the opportunity to obtain an
identity protection personal identification number (IP PIN) as it is
known. This will further safeguard their IRS accounts.

We are also in the process of writing to the 100,000 taxpayers
whose accounts were not accessed to let them know that third par-
ties appear to have gained access from outside the IRS to personal
information such as their Social Security numbers. We want these
taxpayers as well to be able to take steps to safeguard that data.
The Get Transcript application has been taken down while we re-
view options to make it more secure without rendering it inacces-
sible to legitimate taxpayers.

The problem of criminals using stolen personal information to
impersonate taxpayers is not a new one. The problem of tax refund
fraud exploded from 2010 to 2012. Since then we have been making
steady progress both in terms of protecting against fraudulent re-
fund claims and prosecuting those who engage in this crime. Over
the past few years, almost 2,000 individuals were convicted in con-
nection with refund fraud connected with identity theft.

Additionally, as our processing filters have improved, we have
also been able to stop more suspicious returns at the door. This
past filing season our fraud filters stopped almost 3 million sus-
picious returns before processing, an increase of over 700,000 from
the year before. But the criminals continue to become more sophis-
ticated and creative. For that reason, we recently held a sit-down
meeting with the leaders of the tax software and payroll industries
and State tax administrators. We all agreed to build on our cooper-
ative efforts of the past and find new ways to leverage this public-
private partnership to help battle identity theft. We expect to an-
nounce more details shortly.

Congress plays an important role as well and can help by approv-
ing the President’s fiscal year 2016 budget request, which provides
for $101 million specifically devoted to identity theft and refund
fraud. A key legislative request, among others in the budget, is a
proposal to accelerate information return filing dates generally to
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January 31. This would assist the IRS in identifying fraudulent re-
turns and reduce refund fraud related to identity theft.

Ranking Member Carper, Members of the Committee, this con-
cludes my statement, and I would be happy to take your questions.

Senator CARPER [Presiding.] Mr. Commissioner, I do not want
you to assume that because all of my colleagues have left that we
are not interested in what you and Mr. Millholland have to say. We
are very much interested. We have a series of five or six votes in
a row, and we are voting about every 10 minutes, and we are try-
ing to keep this moving. This bipartisan cooperation, this is what
happens when you can collaborate. We will see if we can keep it
going, but thank you for bearing with us, and hopefully we will be
abl}e1 to sit back down and ask some questions when we are all to-
gether.

All right. Mr. Millholland, nice to see you. Thanks for joining us.
I have not seen Commissioner Koskinen since this morning. He tes-
tified before the Finance Committee.

Mr. KOSKINEN. I am fondly referring to this as a “double header.”

Senator CARPER. There you go. Day-night. What did Ernie Banks
used to say? Remember Ernie Banks, great shortstop for the Chi-
cago Cubs, on weekends when they played Sunday double headers,
he would say to his teammates before the game would start, he
would say, “Let us play two.”

Mr. KOsSkINEN. That is exactly where I picked it up.

Senator CARPER. Go ahead.

Mr. MILLHOLLAND. Sir, I do not have an opening statement.

Senator CARPER. All right. Mr. Commissioner—are you here to
correct his answers? Is that what your role is? OK. He is actually
pretty good, so you may not have much to do.

As we have discussed a time or two before, Congress has not
given the IRS the funding that you need to fulfill your missions,
have not done it for a while, and I think that is unfortunate be-
cause every additional dollar spent by the IRS, as we know, to en-
sure tax accuracy and improve program integrity brings in at least
$6, and I have heard even greater amounts than that. We had
some conversation today about what investments in compensation,
ways to attract and retain some of the senior-level, most difficult
to hire and find skill sets in cybersecurity, how those investments
pay way more than $6 for every dollar we invest.

But what has been the practical impact of the budget cuts on
your operations, such as staffing levels, investments in technology,
and your ability to engage in program oversight and integrity ac-
tivities, please?

Mr. KoskINEN. Well, I would stress that the particular challenge
we are faced with the Get Transcript application was not a result
of a budget issue.

Senator CARPER. I understand.

Mr. KOSKINEN. It is an authentication question that we need to
continue to deal with. Authentication is a challenge for us across
the entire spectrum.

The budget challenge is that this is really a shot across the bow.
As noted, this attack was sophisticated, complicated, run by appar-
ently organized crime syndicates who operate here and around the
world. And the challenge for us is not just the authentication for
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this application, which has now been taken down and which we
will improve. The challenge is the continual attempts and attacks
the agency is under with regard to its basic database. As noted, our
basic filing system was not affected by this attack, and it is secure.
But we run an antiquated system, and over the last several years,
the underfunding of the information technology (IT) investment has
meant that we have been able to replace a lot of antiquated sys-
tems less quickly, less rapidly as we would like. It leaves us more
vulnerable. We are running some applications that have been run-
ning for 50 years. We are running other applications that are no
longer supported by the software developers and manufacturers.

So we have a difficult challenge competing with organized crimi-
nals who have resources and have turned this into a business.
They have collected almost unbelievable amounts of personal infor-
mation from people here and around the world in massive data-
bases, and they have one commitment, which is to attack not just
the IRS but attack across the board other financial institutions and
individuals.

I referred to a website yesterday that has indications, reports of
25 data breaches and identity theft activities that took place in
May. We are one of the 25. There are 24 others that took place
around the world. So it gives you an idea of the magnitude of the
challenge we are facing. It continues to be one of our highest prior-
ities to make sure we do everything we can to protect taxpayers,
but that means we are going to have to continue to invest in the
system and in the people who run those systems to make sure they
are as secure as possible.

Senator CARPER. OK. Thank you. You spoke to us earlier before
the Finance Committee today about the streamlined critical pay
program. You may have alluded to that in your comments here be-
fore this Committee. But could you talk a little bit about why that
program is worthwhile and why investing in it can pay way more
dividends in terms of reducing the impact on the Treasury, adverse
impact on the Treasury?

Mr. KOSKINEN. When the restructuring act for the IRS was
passed in 1998, the agency was given the ability to hire up to 40
executives with streamlined critical pay.

Senator CARPER. Tell us what that means. I think I know.

Mr. KOSKINEN. Streamlined critical pay means much as if you
were in the private sector, you can find someone, as we did with
the head of our Information Technology, Mr. Millholland, you can
find them in the private sector, you can recruit them, select them,
offer them a job. They can take it immediately and begin to work
immediately. That is the streamlined part.

The critical pay part allows you to pay, if necessary, above the
Senior Executive Service (SES) level, although a number of people
that participated in that program did not get additional pay, but
that is the critical pay aspect of it. It has been used primarily for
information technology and other critical technological and intellec-
tual capacity. The Inspector General issued a report last December
in which he noted the program had been run appropriately over the
period of time.

Mr. Millholland was telling me recently that we had two senior
IT executives we wanted to hire, who were willing to come work
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for us, but were not willing to participate and wait for the several
months it takes to be approved for government employment as a
career employee, and also were not satisfied with the maximum
compensation we could offer absent the critical pay aspect.

So presently we have people across the IT spectrum who are on
critical pay. We have lost almost half of the people on critical pay
when I began a year and a half ago because their term ran out.
The three critical data, compliance data analytics people, including
our expert in authentication, left the agency at the end of last year
because his term ran out. We have not been able to replace him
appropriately.

We hope that we will be able to get the authorization to resume
the program which would allow us to recruit the kinds of people,
a handful of them, that we need at the top of IT, that we need at
the top of international tax administration.

Senator CARPER. Good. Thank you. I said this morning, Mr.
Millholland—I do not know if you were in the audience when the
Commissioner spoke before the Finance Committee, but I said in
my life sometimes people ask me why I have had some success,
modest as it is. And I always say because I picked the right par-
ents, and the other thing is because I have always surrounded my-
self with people smarter than me. And if you look at some of the
people that we are trying to attract and retain at IRS to help us
deal with these cyber issues, they could make a whole lot more
money in the private sector, as you know, and are, but the reason
why they are serving where they are is because they are doing
something for their country, and they feel a need to do that.

Mr. Millholland, just very briefly, there was some discussion ear-
lier, I think in the first panel, about two-factor methods, and I
think with respect to using stronger authentication technologies,
and they talked about, for example, two-factor methods like send-
ing a letter with a password or calling an individual’s phone with
a password. Facebook, Google, and Bank of America are just a few
of the major names.

How are you moving forward in using the so-called two-factor au-
thentication technology? And when will you have it fully imple-
mented, please? Just very briefly. Thank you.

Mr. MILLHOLLAND. Sure. I want to distinguish between inside
use and use of somebody connecting to the website. Inside use, we
already use two-factor authentication, with variations of those,
including personal identity verification (PIV) cards, for
example—that is, the Homeland Security Presidential Directive 12
(HSPD-12) cards. And there are a number of ways to implement
two-factor authentication.

For the external, we fundamentally have to decide are we going
to set up accounts for taxpayers so that they can file directly. If we
were to do that, and discussions have started with the Commis-
sioner and others about should the IRS deal directly with tax-
payers in the filing of their returns, we would want to set up ac-
counts like you would have with a financial institution. If we were
to do that, we would go with multifactor authentication; that is,
certainly an ID, a verification that the person is who they say they
are, with far more confidence than what we did with this particular
Get Transcript application, perhaps use of biometrics, perhaps use
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of something like Connect.gov, something else that gives us that
additional proof that the person is who they say they are.

Senator CARPER. OK. Thanks so much. My time has expired.
Senator Ayotte.

Senator AYOTTE. Thank you so much.

Senator CARPER. Thank you.

Senator AYOTTE. I want to thank both of you for being here.
Commissioner Koskinen, let me just thank you up front for your re-
sponse to my letter of May 28, and I think this is really important
that you are going to change the policy that you have in terms of
providing tax returns to those who find themselves to be victims
of identity theft. And what prompted me to write you that letter
is I am sure many of my colleagues could share similar stories, but
one was a woman, the Weeks family, and they learned last year,
when they went to file their tax return, a month after their 7-year-
old daughter had been killed in a car crash that, in fact, someone
had claimed their deceased child as a dependent. In fact, what the
IRS told Mrs. Weeks was that their deceased child’s Social Security
number had been used three times, and then she had a really hard
time getting any more information. She could not get any informa-
tion from the IRS, and, similarly, in terms of who used it, what
happened, even getting copies of the returns and trying to under-
stand what happened.

Another family I had, after having surgery and complications
that prevented one of the members of the family from returning to
work for 3 months, she filed their tax returns, this family did as
soon as they could, and they really needed the return because they
were in jeopardy of losing their home. And what they found out
when they filed their return, the wife discovered that someone had
already filed a tax return with using her Social Security number,
and she was told that it would take her 4 to 6 months to process
any kind of refund because of this identity theft. And they became
delinquent on their home and faced foreclosure, and this was one
where my staff was able to intervene and help them in time to save
their home.

And I wanted to use these real stories because your response to
me is very important. What we heard earlier today from Mr. Mi-
chael Kasper—and perhaps you had a chance to hear what he had
to say as a victim of identity theft—who testified before this Com-
mittee is that the process of not being able to get a return or infor-
mation, it makes these victims—obviously puts them in a worse po-
sition, because Mr. Kasper went through a long process, finally had
to pay $50 and got information that allowed him to go to the bank
and to try to protect himself and actually resulted in finding out
who did this.

So what I wanted to understand is with this new procedure, how
long do you think it will take to put this in place? And will all vic-
tims of tax-related identity fraud be able to request copies of their
fraudulent returns? And can you give me a sense—I have constitu-
ents coming to my office. Do you have a sense of how big this prob-
lem would be in New Hampshire and across the country? And
those are some of the first questions I have.

Mr. KoskINEN. First of all, I appreciated your letter, and I was
delighted that we were able to review the situation and remedy it.
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We hope to in a very short period of time have the new process up
where we can redact any information that might look like it would
be a violation of the so-called 6103 and give taxpayers access to the
false return so they can get an idea of exactly what it looked like
and what they have to deal with, and we should be able, as I say,
to have that system up and running within a matter of no more
than 3 weeks, to be able to do that.

As I have said in other contexts, the access to Get Transcript is
really just another form manifestation of identity theft. These are
criminals who already knew and had enough information to file a
false return. What they were trying to do was get more information
so they could file a better false return. As noted, the reason we
have stopped 3 million returns, suspicious returns at the door is
because we keep improving the sophistication of our filters which
detect anomalies. So if you can eliminate the anomalies, you are
better off.

But we continue to try to do whatever we can to help taxpayers.
For instance, as I said, the notification to the 104,000 who had
data access, those letters are out. They should have those already
in the next few days. But we need to, as quickly as we can, provide
support to taxpayers. When the problem exploded 4 or 5 years ago,
it would take us up to a year to be able to straighten out a tax-
payer’s account. We now have it down to an average of 120 days.
Our goal really is to get it even shorter than that as we go.

It is a problem. We have IP PINs in the hands of about a million
and a half taxpayers who have had fraudulent, false returns filed.
They are spread across the country, and, again, it is an ongoing
challenge for us. One of the issues we need to continue to do as
much as we can is develop filters at the back end to stop returns,
but increasingly do authentication of the front end, and that is why
we have this partnership with the private sector and the States.
When I pulled them together 3 months ago, H&R Block into it and
others, I said, “The purpose of this meeting is not for me to tell you
what to do. The purpose of this meeting is start a discussion where
we can work together, the private sector, the States, and the IRS,
to figure out how jointly we can do a better job of protecting tax-
payers.” Because as you know with your cases, there is nothing
more traumatic to an individual than to feel that their data has
been violated, has been stolen. And it is not only the difficulty of
getting a refund—70 percent of people who file with us get re-
funds—that you may need immediately, but it is that lack of cer-
tainty of where else is this information available.

Senator AYOTTE. Right, and that is why I think it is important
that the taxpayer be given as much information as possible to pro-
tect their own financial interests. And one of the things we heard
from Mr. Kasper, who was here, but it is also a similar experience
that I have heard a lot about—in fact, Nina Olson, the Taxpayer
Advocate, noted in her annual report that victims often must “navi-
gate a labyrinth of IRS operations” and recount their experience
time and time again to different employees. And so Mr. Kasper’s
experience was four to five different people, waiting an hour or two
on the phone for each. Has thought been given to assigning one
person when someone becomes an identity theft victim to that indi-
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Vfi‘dual rather than, calling back up again and being put back sort
of in

Mr. KOSKINEN. It is a problem that we have been focused on.
When we started, ID theft was spread around various parts of the
agency. We have now consolidated all ID theft issues, particularly
for taxpayers, into one location so that they will actually be able
to go one place and tell their story once. The Taxpayer Advocate,
whom I work with closely and I have great admiration for, and I
have a disagreement about whether there should be a single indi-
vidual, because the problem with a single individual as opposed to
a single entity is that if you call, they could be on vacation, they
could be at lunch, they could be somewhere else. Most call centers,
if you call any commercial enterprise and then call back, you do not
get a name to talk to. What you do get when you call back is they
know what your call is about. They have a record of what you said.
And that is the system that we are building. So that a taxpayer
can call a special number for ID theft. They do not have to battle
through the lack of service we are able to provide generally. And
when they call the second time, if they have to, they will not have
to repeat the story. The record of what their situation is will be
readily available to the next available operator for them. And I
think our experience is and the private sector experience is that is
a more efficient way to provide the service to taxpayers rather than
for them to have to depend upon the location of a given individual.

But the point that the Taxpayer Advocate raised initially was ex-
tremely right, that we cannot have taxpayers have to themselves
navigate the various aspects of the IRS operations, and we are
working to, in fact, as I say, consolidate that to give taxpayers one-
stop shopping, as it were.

Senator AYOTTE. Thank you. I know my time has expired, and
I will stick around for another round when we get through our
votes. But thank you.

Chairman JOHNSON [Presiding.] Thank you, Senator Ayotte.

Mr. Commissioner, we had Mr. Michael Kasper, and in his clos-
ing comments, he talked about a gentleman named John Valen-
tine—I believe he must be working for the Utah Department of
Revenue—that apparently contacted the IRS in February of this
year, talking about seeing returns with prior years’ information,
very close, basically looked like fraudulent returns. Were you
aware of that? Or were you, Mr. Millholland?

Mr. KOSKINEN. We were aware, obviously, of the difficulties with
filings that basically took place in a number of States, including
Utah and Wisconsin and others, in January, had a symptom identi-
fied with them, and that is that they had access to the prior year’s
returns, and those returns primarily were filed only at the State
not at the Federal level. But it was out of that concern that I
pulled together what is called the “Security Summit” in March to
pull everybody together to say, OK, what is going on and, most im-
portantly, what can we do together that we cannot do separately.

So we were aware of that situation, and we have been working
with the States and with the private sector since then.

Chairman JOHNSON. You were aware of Mr. Kasper’s situation
then? I guess Krebs on Security had a blog posting on March 30.

Mr. KOSKINEN. Yes.
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Chairman JOHNSON. You were aware of that personally as well
as the IRS was.

Mr. KOSKINEN. Yes, we were. And, in fact, as we have been
tracking back through everything, I am not allowed to talk about
particular taxpayers, but as a general matter, let me just say that
we took all of that information into consideration and were in the
process in April of beginning to take a look at adjustments, made
some adjustments already during the filing season to issues around
Get Transcript, and, in fact, were developing and are developing
with the States a protocol that will, in fact, improve the security
significantly as we go forward. But we will not put the site back
up until we are confident with its security.

Chairman JOHNSON. But you were aware at the end of March,
but you decided not to make any changes at that point in time.

Mr. KOSKINEN. I know we made some changes, which I would be
happy to talk to you about more privately, but we did not change
the fundamental security aspect of Get Transcript. Our plan was
to take a look at that and roll it out toward the middle or the end
of June.

Chairman JOHNSON. You were made aware of the actual breach
of a couple hundred thousand—well, 100,000, but an attempt on
200,000 different accounts on about May 18th. Is that correct?

Mr. KOSKINEN. Yes, it would have been about May 18, and it was
mid-May when we thought it was a denial of service, and then on
Thursday—someplace around here I know where that date is. I can
tell you for sure.

Chairman JOHNSON. OK. But then about 2 weeks later, you de-
cided to shut down

Mr. KOSKINEN. Actually, we knew there was a denial of service
attack on May 14th—or we suspected that. We then knew and I
was advised by Thursday, May 21, that, in fact, there had been—
less than a week ago, 10 days ago, I was advised that there had
been a breach. We continued to investigate that. We had already
notified Homeland Security and other security people, as well as
the Inspector General. And then the following Tuesday, it was the
Memorial Day weekend, as we got more details and knew what we
were dealing with, we made an announcement to the public and
started mailing out letters.

Chairman JOHNSON. OK. And you shut down the site then with
how many——

Mr. KOSKINEN. We shut down the site probably on Tuesday or
Wednesday——

Mr. MILLHOLLAND. It was Thursday morning.

Mr. KOSKINEN. I guess the Thursday morning before the meeting
with me they had shut down the site.

o Chairman JOHNSON. So within a week or so, something like that.

K.

Mr. KOSKINEN. From the time there was an indication of a prob-
lem until the time—which was originally thought to be a security
problem, until the site was taken down was a week.

Chairman JOHNSON. OK. Mr. Kasper was talking about his frus-
tration that he had contacted the IRS and could not get any infor-
mation on this, that it would take about 6 months. And there are
always privacy concerns. That was the reason why the IRS could
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not give him more information. Can you talk about, why would it
take 6 months? What are those privacy laws you are dealing with
that you could not communicate with the taxpayer whose identity
had been stolen through an IRS system? Why the time lag? What
are those privacy laws that prevent the IRS from

Mr. KOSKINEN. Privacy laws that we are concerned about—and
as Senator Ayotte raised issues with us, Section 6103 says we can-
not reveal to anyone any taxpayer information. We cannot share it
even with other government agencies unless there is a statutory
exception that allows us to do that.

So the challenge we had when taxpayer information—fraudulent
returns were filed, first you have to determine who is the fraudster
and who is the legitimate taxpayer. Second, there was a concern
that if we issued a copy even of a fraudulent return, it could have
other taxpayer information that had been stolen in that return,
and technically it is a criminal violation for us to reveal that.

I do not know why it took anybody 6 months. It should never
take you 6 months to get through the system. But basically what
we have set up is a situation where we can simply redact any
third-party information in a return and give the taxpayer a copy
o}f; the fraudulent return so they will know exactly what was in
there.

Chairman JOHNSON. And how long a time do you think that proc-
ess should take then?

Mr. KOSKINEN. That process, we have a special hotline for iden-
tity theft, and if you get a notice that you have been returned,
there is no reason you should not be able to get a copy of that re-
turn promptly.

Chairman JOHNSON. Promptly means?

Mr. KOSKINEN. Promptly within—if you call us, I do not know
why you could not have that return within a week.

Chairman JOHNSON. OK. In Wisconsin the Guenterbergs had
their identities stolen quite a few years ago. Again, the IRS could
not—even though they knew they were fraudulent returns, they
understood there was identity theft, they were prevented, again,
under apparently the same privacy statute, from contacting the
Guenterbergs, and as a result, they continued to have their identity
being stolen and victims of that.

I have introduced a piece of legislation. It is called “The Social
Security Identity Defense Act of 2015,” to allow you to provide that
information of identity theft. Is that a piece of legislation you will
support?

Mr. KOSKINEN. We would be delighted to be able to. Our biggest
problem, for instance, with law enforcement is when there has been
identity theft, we cannot give the law enforcement authorities that
information without the approval of the taxpayer involved. So to
the extent that for law enforcement purposes, for protection against
identity theft, we are allowed to provide information to either law
enforcement authorities or others who need to know to prevent fur-
ther identity theft, that would be helpful.

Chairman JOHNSON. Mr. Millholland, I am actually surprised
that having noticed, found out about this breach on May 18, you
already know that there have been 13,000 fraudulent returns filed
from those same breached accounts and $39 million of tax refunds
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have been sent to those criminals. How did the IRS get that infor-
mation so quickly?

Mr. MILLHOLLAND. Part of our analysis was to go in and look at
every one of these attempts and see what they were doing and
such. And, thus, the mapping process, the data analysis process of
taking each one of these e-mails, tracking down what domains
those e-mails were going to, determining how many Social Security
numbers had different e-mail addresses, all that then were worked
so we could block those particular Social Security numbers from
getting any more information. But it also allowed us then to go
dive into the IRS master file and associated systems to say, all
right, how many of these people actually filed returns? How many
of them did not file returns? The Commissioner provided some
numbers on that. That has led us down to this approximate 13,000
that may or may not be fraudulent. We are not sure yet.

Chairman JOHNSON. As long as we are talking about those e-
mails, so you have that two-step authentication that required the
criminals to get another—a signal from or a text or an e-mail to
that account. Did those have to be separate e-mail accounts?

Again, the 100,000 accounts that were successfully breached,
that was a two-step process. Did those have to be separate e-mail
accounts? Were they separate e-mail accounts?

Mr. MILLHOLLAND. They did not have to be. It was one of the de-
sign flaws.

Chairman JOHNSON. OK. So that is a design flaw.

Mr. MILLHOLLAND. Absolutely.

Chairman JOHNSON. OK.

Mr. KOSKINEN. But part of our problem is because we do not
communicate with taxpayers yet electronically, so we never send e-
mails back or forth because we have no security for them. If we
could as part of our development and refinement of our systems be
able to communicate electronically, it would accomplish a lot of
goals, one of which would be the two-factor authentication then
would be much more significant. Financial institutions and others,
when you want to change your password, they send you a key to
your e-mail address because they know it is your e-mail address.

Chairman JOHNSON. That is a relatively significant flaw and a
pretty easy fix that, each e-mail, in terms of this authentication,
has to be a unique e-mail. Correct?

Mr. MILLHOLLAND. That would be going forward, is absolutely
correct.

Chairman JOHNSON. OK. So that is a corrective item that needs
to be done almost immediately.

Mr. Millholland, knowing that this authentication process is
being used by Healthcare.gov, the Social Security Administration,
and other agencies in the Federal Government, have any of those
agencies or departments been in contact with you to discuss what
happened at the IRS? And are they considering shutting down
their sites?

Mr. MILLHOLLAND. I cannot speak to whether they are shutting
down or not, but we have had conversations, just most recently this
last Friday, with the Social Security Administration on what do
they do to authenticate. So that kind of conversation is going on
there.
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In addition, we have had, although it has been a bit of time, with
the VA, again, how do they authenticate. So I will call it “best prac-
tices” amongst government is much better known.

Chairman JOHNSON. So Healthcare.gov, CMS, the U.S. Depart-
ment of Health and Human Services (HHS) has not been in contact
with you in terms of their authentication and their concern about
similar type of breach of their system?

Mr. MILLHOLLAND. Not with me. Perhaps with other parts of the
IRS, but not with me.

Chairman JOHNSON. OK. I would like to find out whether they
have. I think that is pretty serious.

[Pause.]

I do know that, Mr. Commissioner, you did mention budget cuts
as one of the potential problems, but this really had nothing to do
with budget cuts. Correct?

Mr. KOSKINEN. In my testimony, as I have said, this issue was
not a budget issue. I have tried to make that clear all along. I do
not want anybody to think—while we have significant budget chal-
lenges, I do not want anybody to think that every problem we have
is a budget problem. There are issues and challenges we have that
are management questions. There are other issues. Our problem
here for the budget is not fixing the authentication on this side.
Our challenge for the budget is, in fact, upgrading and protecting
our entire system, which is at this point secure, but under con-
tinual attack.

Chairman JOHNSON. Mr. Millholland, this knowledge-based au-
thentication, you are using an outside vendor to provide you this
type of information. Correct? That was from Healthcare.gov, but
yours is very similar. Correct?

Mr. MILLHOLLAND. We use a third-party source for information
beyond the type of questions that—if someone called, they are
asked a series of questions. Then we go to these out-of-wallet ques-
tions to a credit scoring agency.

Chairman JOHNSON. Again, that taxpayer personally identifiable
information, that is not held within the IRS anywhere. Correct?
That is all held by an outside vendor?

Mr. MILLHOLLAND. That is correct.

Mr. KOSKINEN. That is correct.

Chairman JOHNSON. Is there any personal information that the
IRS stores that is not obtained by the IRS directly from the tax-
payer? Do you go to any outside vendor anywhere in the IRS and
then store it within the IRS’ system?

Mr. MILLHOLLAND. I do not believe so, but possibly Criminal In-
vestigation (CI), maybe.

Mr. KOsSkINEN. That is a good catch. As a general matter, we
have no personal information from people that they have not pro-
vided us. The Criminal Investigation Division does in its investiga-
tions pursuing criminal cases accumulate data and information
that they go after. If we do an audit of someone, an examination
where we are actually examining their records, we may accumulate
information about demonstrating whether they are following the
tax laws. But even that is not in a database that the IRS is keep-
ing on individuals. The only data we have in our major database
is the information that comes from filing of taxes. And that is lot.
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Chairman JOHNSON. Again, that is simply on a case-by-case
basis, that information .

Mr. KOSKINEN. That is right. Both the investigations and the ex-
amination are just on case-by-case pursuit of particular issues.

Chairman JOHNSON. Is the IRS in any kind of analytics utilizing
information from credit card companies, Mr. Millholland or Mr.
Commissioner?

Mr. KOSKINEN. Yes. Under a statute provided by Congress, as in-
dividuals we all at the end of the year get a credit card summary
of your expenses. We get on what is called the 1099-K, we get that
information for all merchants. So for the first time in history, we
have third-party information about what small and medium-sized,
even larger businesses are doing as far as credit card receipts. So
that comes in. Then we have to decide what to make of it because
all it tells us is what the credit card receipts are.

Now, the really out of it small businesses are filing returns with
less revenues than their credit card receipts, so those are sort of
low-hanging fruit. But beyond that, we do not know what their ex-
penses are. More importantly, we do not know what their cash re-
ceipts are. So that data needs to be analyzed. We need to try to
figure out what do we know as a result of that data. How can we
begin to model what an average business in a certain industry in
a certain area ought to look like based on the data we are getting
out of those credit cards? And we think the biggest part of the tax
gap is an estimated $135 billion of underreporting by small and
medium-sized, some large businesses, and this is the first time we
have ever had third-party information. So there is a significant
amount of data analytics around that information.

Chairman JOHNSON. Are you getting individual transaction infor-
mation? Or are you just getting a summary of-

Mr. KOSKINEN. We are getting summary data. It is obviously vo-
luminous. It is as a result of a year’s transactions. We do not know
what an individual bought, whether they bought, had their car
washed or had it serviced or whatever else. What we are getting
is, in fact, the receipts, this many credit cards, this many dollars
in funding provided to that organization.

Chairman JOHNSON. So is this kind of akin to a 1099 then? You
are using this—so you can trace the fact that if it is a small busi-
ness who is obviously receiving revenue through credit cards, you
are matching what that business has reported for income versus
the——

Mr. KOSKINEN. The summary amount—exactly.

Chairman JOHNSON. So that is what this is being used for.

Mr. KOSKINEN. Yes, exactly.

Chairman JOHNSON. OK. Mr. Millholland, I see that you used to
be chief technology officer at Visa International. Is there any gov-
ernment agency taking a look at individual transactions from the
credit card companies that you are aware of?

Mr. MILLHOLLAND. Not that I am aware of, no.

Chairman JOHNSON. Because we do hear that the CFPB, is look-
ing at individual transactions and trying to come up with, for some
purpose.

Mr. MILLHOLLAND. Again, not to my knowledge, sir.
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Chairman JOHNSON. OK. Senator Carper, do you have further
questions? Thank you.

Senator CARPER. Mr. Millholland, do you feel up to one more? All
right. We want to get our money’s worth out of you today. Here is
the chance to do it.

Again, thank you both for being here and for your hard work. We
are lucky to have you serve our country. We are grateful.

It seems that there are some valuable lessons to be learned from
this incident. We have talked about some of them this afternoon,
and we certainly talked about them this morning before the Fi-
nance Committee with the Commissioner. But I would just ask you,
Mr. Millholland, what are your plans for ensuring that breaches
like this do not happen again or at least we reduce significantly the
likelihood that they will happen again? And have you updated your
security procedures in fraud prevention methods to account for this
particular attack?

Mr. MILLHOLLAND. I call it a work in progress at the current
point in time. As I say, the Commissioner pointed out the time-
frames. It has only been a week since we shut the site down. We
are completing our data analysis of what happened and when did
it happen. Did the problem extend beyond this group of 200,000?
So we can get basically all the facts and data in one place.

In addition, there are investigations outside of the IRS going on
that we have to, let us just say, maintain the environment for.

But beyond that is then what could we have done differently?
This particular application was designed the way that the phone
system was designed; that is, we make a phone call. We designed
it very much that same way in the sense of provide an easy way
for the taxpayer to get a copy of their information. We extended it
because it was electronic to these out-of-wallet questions as such.
The debate inside was how many of those should we have. What
degree of confidence would we have if, instead of asking 4 or 5, we
asked 15 or 16?7 Each one of those questions that you ask can in-
crease the confidence level that it really is the person who you
think it is. I think if you ask 16, you are in the 99-percent range
of confidence. But that is then a burden on the taxpayer and such.
So the decision point inside is how easy do you make it versus the
risk that you are wrong kind of thing.

The one aspect I would say that in hindsight I think we should
have looked at a little bit better was the method of this particular
attack. We sort of, as I say, built it the way the phone system was
built, whereas if you want to get someone’s tax return, you would
call up and fake it and hopefully you would get through. An indi-
vidual would do it. That is the mind-set we had with the electronic
version. It would only be one person attempting to get it instead
of what happened was, appears to be an organized criminal activ-
ity. That in hindsight one we had to—we should have thought bet-
ter about. But, again, it is a hindsight question.

In addition, one could argue should we have put other authen-
tication factors in like some other method that would provide the
way we set up an e-mail account, for example, is to write a letter
to the taxpayer instead to say, “This is your code for your e-mail
address.” That, of course, adds time and burden to people who
want their transcripts very fast.
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But it is those kind of debates that we had inside. A risk decision
was made back in 2013 about the level of risk we were willing to
take, and as I say, for a lot of people it has been very successful.
I believe the Commissioner remarked it was some 23 million people
who got their transcripts successfully. But then, again, we had this
incident, and that is the dilemma.

Senator CARPER [Presiding.] All right. Thanks.

And the question I asked of the Commissioner this morning, he
used the term “IP PIN,” and I asked him just to drill down and
explain to our Committee this morning what was the relevance of
that and why was that important. Would you just tell us what you
think? And we will compare answers. Go ahead, Mr. Millholland.

Mr. KOSKINEN. No pressure. [Laughter.]

Mr. MILLHOLLAND. The use of an IP PIN is an additional flag
that we can provide to those who have demonstrated an ID theft
issue. In that case, then, within the—I will just say the master file
of the IRS, their account, their return, all the information about
them has that flag on it to say this person had a theft and, there-
fore, needs to be treated differently. We would then look for returns
that come in allegedly from that person that do not have that IP
PIN with them.

This, of course, necessitates a lot more work from the point of
view of, well, what do you do when the person loses the PIN? And
then you have to have another validation procedure on top of the
one you had to give them still another PIN. Thus, again, it com-
plicates life, so to speak, but this is all part of the Digital Age
where one has to think through all of those use cases. What will
you do about it if something goes wrong? And then how do you pro-
vision it in a way that for the taxpayer is relatively easy but yet
still maintains the security that you want to have around such a
request?

Senator CARPER. OK. Good. Let me ask, Commissioner one last
question, and it is kind of a wrap-up question for me, and you an-
swered this this morning and this afternoon as well. I am going to
ask you to do it again, and just tell us what can Congress, particu-
larly this Committee, do to help prevent future breaches like the
one we are talking about, both at the IRS but also at other organi-
zations.

Repetition is good.

Mr. KOSKINEN. We need third-party information, particularly W—
2s, earlier. We need to get them when the employees get them in
January so we can match the taxpayer’s return with third-party in-
formation.

We need legislation that allows us to mask or put hashtags, as
they are called, on those W—2s and then limit the number of people
who can prepare those by an appropriate competitive process, be-
cause criminals now are so creative, they are creating false cor-
porations, false W—2s, and then filing false

Senator CARPER. These guys are not stupid.

Mr. KOSKINEN. No. They have made enough money and have
enough money that they are a multi-billion-dollar operation out
there with an unbelievable amount of information on individuals
across the world. So if we could get the W—2s earlier, if we could
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make sure the W—2s were accurate, if we could increase the pen-
alties for identity theft and refund fraud——

Senator CARPER. By what magnitude? Any idea?

Mr. KOSKINEN. We have proposals in there to, not make it unrea-
sonable, but make it unreasonable enough that it increases the
penalties significantly. Those are in our proposals for this year for
legislation that would be very helpful. And then ultimately, as we
talked about earlier, reauthorizing streamlined critical pay. We al-
ways had it for 40. We never used it for more than 34. It would
allow us to continue to recruit and retain directly the smartest,
best people we can like Mr. Millholland.

Senator CARPER. So that you can continue to surround yourself,
as I do, with people smarter than you?

Mr. KOSKINEN. Smarter than you are, yes.

Senator CARPER. There we go. All right. That is good. Senator
Ayotte.

Senator AYOTTE. Thank you very much, Senator Carper.

I just wanted to followup, actually. I know that you were just dis-
cussing the IP PIN program, and I believe you also testified that
over a million taxpayers already, as I understand it, are in this
program. But I also, in looking at the TIGTA report, said that
there is still a big gap in terms of at least for 2013 what we could
see that when TIGTA had looked at it, there were still over a half
million eligible taxpayers, looking at processing year 2013, that the
IRS did not give the IP PIN to.

So can you help me understand, are you sort of overwhelmed at
this point that everyone who wants one cannot have one? Or is
there a reason for that?

Mr. KOSKINEN. No; there was a reason. At that point, those were
returns a little like the 200,000 we have today—the 100,000 that
did not have any access to their accounts, so they have not been
victims of identity theft from the standpoint of the IRS. So we have
indicators on a number of accounts where there is an indication
that there may be an issue, and the IG raised in that report that
we should for those—actually a total of about 1,700,000 people had
some, sometimes minor, sometimes more significant, indications.

We have historically been careful about the IP PINs. As Mr.
Millholland said earlier, when we issue them, if you lose it, then
we have to go through validating you again, and it is a burden on
the taxpayers. But we took the IG’s recommendation to heart, as
we often do, generally do with the IG recommendations, and this
before this filing season we offered, besides mailing out a million
and a half PINs to people who had them before and got them
again, we offered the 1.7 million the opportunity to get a PIN.

We also have a pilot program that ran this year for the second
year, in Florida, Georgia, and the District, which are the three
major kind of hotbeds historically of ID theft, and offered taxpayers
there, even if they did not have an indicator of tax identity theft,
to apply for an IP PIN if they would like. And it is a pilot to see
what the burden is on the taxpayers, what the burden is on the
IRS, and how effective that can be.

Senator AYOTTE. Well, that was going to be my follow-up ques-
tion. Is this something that we can offer opt-in for everyone?



38

Because I think there are definitely some of my constituents that
would choose to opt in on this.

Mr. KOSKINEN. The reason we ran this pilot was to see how it
would work if we offered people the PINs. One of the things we are
looking at right now—if you get an IP PIN, the requirement is you
have to get a new one every year, and you have to file forever with
your IP PIN. One of the things we are looking at now as a result
of evaluating the process is could we allow people after 3 or 4
years, if they wanted to, to drop their IP PIN and go back to their
Social Security number if they feel that by this time it is all right?

The other thing is, can we give the IP PIN and have it last for
more than a year? In other words, could we give it to you for 3
years so that we and the taxpayer do not have the burden of send-
ing them back and forth? We started initially that way just to try
to get control of them.

So as we get that refined, then we will take a look at is there
a way we could offer more people IP PINs. As you can imagine,
though, if we had 100 million people with IP PINs out there and
they start losing them, which people inevitably do, we then sud-
denly have a major influx of calls and revalidations that go on that
would be almost impossible for us in our present resource-con-
strained situation to handle.

But we are kind of gradually working into it because, for some-
one who has an IP PIN, it is added security. That is why the
104,000 who had data illegally obtained are being offered the op-
portunity to get an IP PIN if they would like.

Senator AYOTTE. And as I understand it, you cannot e-file with
an IP PIN, too, so——

Mr. KOSKINEN. Pardon?

Senator AYOTTE. You cannot e-file when you have an IP PIN. Is
that true?

Mr. KOSKINEN. No; you can. I e-filed this year. I actually live in
the District of Columbia and thought, well, as the Commissioner,
I ought to try the pilot program.

Senator AYOTTE. So you can do it with

Mr. KOSKINEN. Yes. You can file. Our joint return with IP PINs
for the two of us went through.

Senator AYOTTE. So one of the things I wanted to understand,
too, is do you feel you have the legal authority today to contract
with any fraud prevention tools that you might think are effective
for the agency? Or is that authority that you need from us? Obvi-
ously, I know the resources need to be there, but

Mr. KoOSKINEN. Right. I have not been made aware of any legal
restrictions on our ability to actually take advantage of external
things. In fact, already, as Mr. Millholland said, for the out-of-wal-
let authentication, those questions come from a third party that we
selected by route of a competitive contract. So at this point, nobody
has told me that we are hamstrung in any way that way, and, in
fact, we have spent a lot of time over the last 4 or 5 years in con-
sultation with financial institutions and others about what their
authentication is. And as I say, we just spent the last 3 months
with States and with the private sector tax preparers and software
developers sharing information about existing authentication re-
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gimes and what we can do among the three of us to deal with it
better.

One of the things we can do, we are thinking about—that I have
always been intrigued by is we could charge you $1 for your tran-
script, and then you would pay for it with a credit card, and that
would be a multifactor verification because you would have to have
the credit card handy. Now, of course, there is enough data out
there, some criminals have your credit cards as well, but they
would not necessarily know which one to use and which one was
available. So there are different elements of that that we are look-
ing into.

Senator AYOTTE. You think about the challenges that people are
facing. Right now, on the refund issue, do you screen refunds for
last known bank accounts or mailing addresses which are con-
sistent with past returns before checks are mailed out?

Mr. KosSKINEN. We have a whole series of filters in our system
that we generally do not talk a lot about for obvious reasons.

Senator AYOTTE. Sure.

Mr. KOSKINEN. One thing we have looked at, you have to under-
stand with addresses, is we are little less mobile than we used to
be. It used to be 20 percent of people moved every year. And, in
fact, therefore, if we never got anybody moving with new addresses,
we would be suspicious.

Senator AYOTTE. Well, and also if you have a multiple refund sit-
uation, it strikes me as being able to look at, where has there been
some consistency on mailing address or bank accounts, because the
multiple refund issue has to obviously raise a big flag.

Mr. KOSKINEN. And we cut that. It took us a little while to catch
up with that, but this year, for instance, we would only send three
refunds to a bank account. Beyond that, if whoever was collecting
them, preparers or otherwise, we mailed the checks.

Senator AYOTTE. So one other thing that I wanted to ask about
was what you tell victims, because it strikes me what we heard
from Mr. Kasper who was here, but also have heard this from other
of my constituents, that the IRS did not tell Mr. Kasper whether
his case would be investigated, whether law enforcement would be
notified, or whether there was any action taken on his case. So if
I am a victim and I am trying to contact the IRS, what is the IRS
taking in terms of telling me?

And then for this category of people that you have some kind of
red flag, where there may be an indicator, are you affirmatively no-
tifying anyone that we are seeing something on our end that
should cause you to examine your financial records?

Mr. KOSKINEN. We are. That is one of the reasons we are writing
letters to the 100,000 that did not lose any information, because we
know that there are indications that criminals have at least some
of their personal——

Senator AYOTTE. And if they do not use it now, they could use
it in the future.

Mr. KOSKINEN. They could use it in the future. So we think it
is important for that second group of 100,000 to get a notice from
us to give them an opportunity to protect their data and their iden-
tity to the extent they can. And we have marked their accounts so
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that someone cannot file a fraudulent return on their behalf as we
go forward.

But it is important for us—we have a whole series of people who
have been delighted with their care. The people who handle dealing
with ID theft victims, our call center people, are dedicated to help-
ing them. They go out of their way to try to be as helpful as they
can. There have been, and particularly early on when we were
overwhelmed, 4 of 5 years ago, even up to maybe 3 years ago, peo-
ple just did not have a lot of time. But we have tried to refine both
single point of contact internally but try to make sure that we re-
spond quickly, that refunds are issued, and that cases are resolved
inside of 120 days, because while people sometimes have a hard
time understanding it, we spend a lot of time trying to help tax-
payers across the board figure out what they owe, how to pay it.
And so anything we can do, particularly for taxpayers in this situa-
tion, to help them, we are going to.

We cannot tell them, because we do not know, whether anyone
is going to actually be charged for that case. It is turned over to
our criminal investigators. They do not prosecute. They then turn
cases over

Senator AYOTTE. Well, and I know my time is up, but one thing
I wanted to understand fully is if you turn it over to your crimi-
nal—I was a prosecutor before this, so if someone came in to report
a crime—and this is a crime, clearly.

Mr. KOSKINEN. Yes.

Senator AYOTTE. We could not tell them all the information on
the ongoing investigation, but we could tell them that, yes, this is
going to be referred to law enforcement, and here is the law en-
forcement agency that is going to be handling that. I have not got-
ten that sense that that is happening with the IRS, and is it or
isn’t it being—I know you have your own investigators, but does it
end there, or does it get referred to—for example, Mr. Kasper was
able to go to a local police agency.

Mr. KoOSKINEN. Well, one of the things that we advise people,
both on the website and when they call, is they should actually go
immediately and report the case to their local law enforcement au-
thorities, and they should report it to the Federal Trade Commis-
sion as well, as well as to us, and we report it—and TIGTA keeps
track of all this. So we are delighted to have as many law enforce-
ment or other people involved as possible.

So the taxpayers who are victims of identity theft, one of the
pieces of information they should be getting is that they should
themselves feel comfortable directly going and, in fact, should go—
and, in fact, for authentication sometimes we need an affidavit that
they have gone—to local law enforcement.

Senator AYOTTE. Well, this is obviously a really important issue.
I want to thank the Chairman and Ranking Member for holding
this hearing. I have a number of questions I am going to submit
for the record, because this issue is one I hope obviously the Com-
mittee works on with you to get this right for taxpayers. So thank
you both for being here.

Chairman JOHNSON [Presiding.] Thank you, Senator Ayotte.

I just have a couple closing questions, and then we will give you
an opportunity to make some final comments.
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Mr. Millholland, when you were setting this thing up, consid-
ering it in 2013 before you set it up in 2014, did you ever review
and take a look at utilizing for that second step using a phone
number or some identifier from an actual tax return?

Mr. MILLHOLLAND. There were a number of options we consid-
ered as we were looking at how do you know this is the person, if
you like. Some of that information was considered. I cannot remem-
ber all the factors, so to speak, but we really came down to say let
us use this out-of-wallet approach with a third party. That seemed
to be where the energy was, and it was like more believable and
such that these credit scoring agencies would have a lot more infor-
mation about the individual than we would. And, thus, that is
what we basically focused on.

Chairman JOHNSON. We did have Dr. Fu go through that list of
questions and just pretty well show how incredibly easy it is to
have that information, particularly in light of the fact that we
know we have a billion people whose identities have been com-
promised and all that information with Social Security numbers is
readily available. I mean, did you factor that in?

Mr. MILLHOLLAND. It was factored in in the following way: Yes,
the ease of use of the system for the taxpayer versus our confidence
level at least equivalent to the phone, if somebody had called in,
that this is the person who they say it would be. I previously re-
marked that, of course, in hindsight we had not thought about the
mass attack like this. We thought of individuals coming in to try
to fake it, but not the mass. And, frankly speaking, that is one of
the mistakes we made in this.

Chairman JOHNSON. I appreciate the fact that the IRS has taken
the decision to shut this site down because of the danger, the risk
to taxpayers of losing even more information. Are you surprised
that none of the other government agencies that are using this
have not made that same decision?

Mr. MILLHOLLAND. I really cannot comment on how they balance
their risks. The whole cyberspace, so to speak, with these kind of
applications, you always are making tradeoffs of risks, how risky
is it versus the benefit you are getting from it. As I say, 23 million
taxpayers got their transcripts successfully. That is a tremendous
saving in productivity for them and, of course, a cost savings for
the IRS.

Chairman JOHNSON. Yes, but the IRS has made a decision be-
cause of the risk to taxpayers. What about the Social Security Ad-
ministration? What about CMS with Healthcare.gov? OK, I can un-
derstand decisions being made and thinking this will be secure
enough. Now we know it is not secure enough. It is highly vulner-
able. And I guess I will ask you, Mr. Commissioner, are you sur-
prised that—have you been contacted by any of these other Secre-
taries or department heads or agency heads in terms of the deci-
sion you made? And are they mulling the same decision?

Mr. KoSKINEN. We have had enough visibility with this issue
that I would assume that everybody is, but I have not been con-
tacted. And as Mr. Millholland said, they are all dealing with a
whole set of unique circumstances and challenges in their agencies,
and I am confident they will continue to make the right decisions.
And if they need information from us, we obviously communicate
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and provide security information across the government. So at this
point, I do not know what they are doing, and there is no way I
can second-guess what they should be doing or what they have
been doing.

Chairman JOHNSON. So you have not been contacted by Sylvia
Burwell or none of the other agencies that are using this have con-
tacted you directly to just talk about your experience, asking you
the questions I am asking, and talk about the decision you made?

Mr. KOSKINEN. None of them have, and none of them at the tech-
nical level either.

Chairman JOHNSON. OK. Well, if they are watching here, I would
highly recommend that they get in touch with both of you gen-
tleman and start thinking long and hard about whether or not they
ought to be taking their websites down or changing this very quick-
ly.

Mr. Millholland, how quickly would you be able to set up a new
authentication system with multiple steps that would be more se-
cure?

Mr. MILLHOLLAND. The question literally comes down to how
should we extend the multifactor approach into this application
and what level of confidence do we want to have that the person
is who they say they are. This will range from work that we al-
ready have initiated. As I say, we are still doing the analysis of
what happened and such. We have to settle these 13,000 taxpayers
right now, but then present the options and debate it inside.

But I suspect that we will be bringing the decision to the Com-
missioner before the end of June of here are the investments we
think we now want to make in hardening this, and then that will
go through a process of decisionmaking. It probably will involve
externals.

Chairman JOHNSON. How many months do you think it will take
you to actually implement increased security and be up and run-
ning again? Do you have any kind of outside estimate? I am not
going to hold you to it. I mean, is this months or is this going to
be dragging to 2016?

Mr. MILLHOLLAND. The way I would answer it is to provide a
reasonable level that the people are who they say they are. Reason-
able is in the eye of the beholder, actually, in this beholder, that
we think this person is who they say they are with this level of
confidence. Here is what it will take to do that. It may involve
things like, hey, if you are asking for a transcript, maybe we ought
to have you use your credit card, another form of authentication,
charge you $1 or whatever, so that at least we now have that addi-
tional piece of information about you. All those things can be done,
I will say, in a straightforward way. Certainly we will do this be-
fore the next filing season.

Chairman JOHNSON. Through a third-party vendor, will you be
able to access a beefed-up security system other than this? Or is
this going to be something that you are going to have to use a
third-party vendor and implement something within your own soft-
ware system?

Mr. MILLHOLLAND. My leaning right now today is beef up the use
of the tools that are already available from the out-of-wallet pro-
vider. There are a number of technology things we can do, like, for
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example, the IP address of the person that made the request. Are
they now switching devices when they make a second request—
that kind of information is known—and a number of other, I will
just say, technology approaches that are available from that third
party.

In addition, there are the other choices we have from a tech-
nology view. What kind of blocks do we want to put on this? As
I said earlier, you only get one e-mail address with one Social Secu-
rity number, if you like. That has consequences. As I say, well, sup-
pose a person wants to change the address, how easy do we make
that? And all those what-ifs unfortunately, Mr. Chairman, in-
creases costs and the complexity of the solution we want to put out.

In any case, I think we will be able to make significant hard-
ening of this particular application certainly before the next filing
season.

Chairman JOHNSON. So were those capabilities to harden this se-
curity available from the third-party vendor when you were going
through this in 2013? Are these new capabilities? Or was it pri-
marily just a cost decision that it will harden our capability but it
is going to cost too much?

Mr. MILLHOLLAND. I frankly do not remember all the technology
capabilities that this particular third party had at the time. I do
know that when we made considerations of the tradeoffs, the trade-
offs were keeping it easy like it was on the telephone versus adding
this additional layer of questions and complexity. And that was a
frank and vigorous exchange of views inside the agency about how
we ought to do that.

Chairman JOHNSON. What is the cost of this outside vendor for
this application?

Mr. MILLHOLLAND. I think it was around 10 cents per trans-
action to get per question. I am not 100 percent positive about that.

Chairman JOHNSON. It is a per question cost.

Mr. MILLHOLLAND. Right.

Chairman JOHNSON. So that thing right there costs 40 cents, and
if you have 23 million accessing this

Mr. MILLHOLLAND. It is clearly one of these things that is nego-
tiable with the particular suppliers. You could say a bundle of
questions could be X amount. All those go into the contract negotia-
tions and such.

First is the cost of, well, suppose you just kept it the normal way
and let us say we mailed you your tax return. That is 40 or 50
cents to do that. So all those go into those tradeoff decisions of ben-
efit versus the risks, and that is going to be one of the things we
have to weigh as we decide how hardened do we want this.

Chairman JOHNSON. Mr. Kasper in his testimony said that when
he contacted the IRS and talked about the fact that somebody had
already filed a tax return on that, the IRS did react by saying that
there was something suspicious about the address being used by
the criminal. Do you know what that was?

Mr. MILLHOLLAND. In Mr. Kasper’s case, no, I do not.

Chairman JOHNSON. Those addresses used, were those easily
identifiable as Russian, or were they addresses in the United
States but somehow you were able

Mr. MILLHOLLAND. They were—go ahead.
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Mr. KOSKINEN. I am going to say the IG has asked us not to
speculate in public about where the domains were set up. There
were domains that were set up for this purpose relatively recently,
and \(zive would be delighted to give you that information off the
record.

Chairman JOHNSON. OK. That is really all the questions I have.
I am happy to give you gentlemen the opportunity to make a final
comment before we close the hearing.

Mr. KOSKINEN. I appreciate that, Mr. Chairman. First, as I said
to start my testimony, this is a serious issue. We take it seriously.
Protecting taxpayers and their information is a high priority for us,
in many ways the highest priority.

This is, as I said, in many ways a shot across the bow. The issue
we are dealing with here, critical to the taxpayers whose accounts
were accessed, is about a Web access, a Web program we have that
does not have anything to do with our system. But as I say, we in-
creasingly over the last 3 or 4 years have seen that more and more
of the identity theft we are seeing, more and more of the attacks
we are seeing are coming from organized crime and syndicates
around the world. So it is, as I fondly say, no longer bean bag. We
are actually in the middle of a war with very sophisticated, well-
funded, intelligent enemies.

And so the challenge for us all—and it is not just a problem for
the IRS, not just a problem for government agencies. It is obviously
a problem for everyone in the financial services industry, everyone
who has data, financial or otherwise, on people, to try to figure out
how to battle this most effectively.

So to some extent, it is a question of funding for how do we make
sure our system is secure across the board as we go. But it is not
just a question of money. It is also a question of just a continual
attempt to assess where you are and where you are going. So we
should always assume that we have to get better, which means as
we get better over time, we will always be better than we were in
the past.

The system of out-of-wallet authentication, already 22 percent of
taxpayers cannot answer their own questions. In some cases it
means that the criminals are better able at answering the ques-
tions in some cases than the taxpayers. So to Mr. Millholland’s
point, you are always doing that balancing act: Do you make it in-
accessible to taxpayers and increase the burden, and at what cost?
Clearly, I think that with all of the breaches that have gone on,
as I noted, I think—it is hard to remember what I have noted here
and earlier today. The IRS was one breach out of 25 in the month
of May across the world. So, clearly, we are dealing with unknown
volumes of information out there that dwarf anything we could
imagine.

So we are going to continue now, I think, to have to assume that
we are at risk. It is what we assume in our normal day with our
security for the overall cybersecurity issue of our system, is to as-
sume that we are at risk. So even as we harden this program and
put it back up—and we will not put it back up until we feel com-
fortable with it, even then we will run on the assumption that we
are at risk. And we need to do that, and I think that is the only
way we are going to be able to continue to make progress.
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But it is not a simple problem. It is a complex one that is going
to take the best efforts of everyone, and that is why we are de-
lighted to have what I think is going to turn out to be a very suc-
cessful partnership as a result of the Security Summit we put to-
gether with the private sector, because we all agreed we can do a
lot more together working with various levels and layers of authen-
tication and protection than any group, whether it is the private
sector or the States or the IRS, by themselves can do, and that is
what we are committed to doing going forward.

Chairman JOHNSON. Thank you, Mr. Commissioner. Mr.
Millholland.

Mr. MILLHOLLAND. I have no closing remarks.

Chairman JOHNSON. OK.

Mr. MILLHOLLAND. Thank you, though.

Chairman JOHNSON. I would like to ask consent to enter into the
record two articles,! Krebs on Security and Nextgov, “Other Agen-
cies Use Same Log-on Procedures As Exploited IRS Site.” Without
objection, so ordered.

I want to thank both of you for your thoughtful testimony and
your answers to our questions.

Mr. Commissioner, I would ask that you take a serious look at
the Social Security Identity Defense Act of 2015. I think it really
would be a very helpful piece of legislation to allow, actually re-
quire the IRS, when you are made aware of the fact that identity
theft has occurred, to notify the taxpayer as well as Federal au-
thorities so they can track down the criminal, and we can, end
those types of activities. So if you could look at that, I would appre-
ciate you working with our staff, and hopefully you can be sup-
portive of that.

With that, the hearing record will remain open for 15 days until
June 17 at 5 p.m. for the submission of statements and questions
for the record.

This hearing is adjourned.

[Whereupon, at 4:28 p.m., the Committee was adjourned.]

1The articles referenced by Senator Johnson appears in the Appendix on page 86.






APPENDIX

Opening Statement of Chairman Ron Johnson
“The IRS Data Breach: Steps to Protect Americans’ Personal Information”
June 2, 2015

As prepared for delivery:
Good afternoon and welcome.

Last week, the IRS announced that, from February through mid-May this year, criminals
accessed the past tax returns of 100,000 Americans using IRS' own website, and attempted
to access the tax information of many more.

Using stolen information on taxpayers and public data sources, criminals created
fraudulent accounts on IRS.gov in the names of real taxpayers. This allowed the criminals
to obtain those taxpayers’ previous tax returns directly from the IRS, including data such as
adjusted gross income (AGI) that criminals can use to submit fraudulent returns to the

IRS. In short, IRS.gov provided criminals with the information they needed to successfully
defraud taxpayers.

These criminals’ ability to defraud the American taxpayer was made possible, in part, by
the JRS’ decision to ignore the advice of a cybersecurity expert earlier this year. In late
March, prominent cybersecurity journalist Brian Krebs published an article highlighting
weaknesses in the way the IRS verified users’ identities on its website. The article noted
that IRS.gov relied on knowledge-based questions to authenticate users that can be
answered using information easily obtained online — questions like, “When did you
purchase your home?” or “When did you purchase your car?”

Although the IRS was made aware of the weaknesses in its authentication practices as early
as March, according to Commissioner Koskinen the IRS made a conscious decision to not
make any changes to its authentication practices. It was not until after IRS employees
discovered the breach in late May that the IRS disabled the “Get Transcript” functionality of
its website — nearly two months after these concerns were first brought to light. Professor
Kevin Fu from the University of Michigan and Mr. Jeffrey Greene from cybersecurity firm
Symantec, who have joined us here today, will speak to the weaknesses of knowledge-
based authentication and will discuss alternatives that would provide more security.

The case of one victim of this data breach at the IRS, Michael Kasper, was highlighted in the
article brought to the IRS’ attention in March. Mr. Kasper is here with us today as well. Mr.
Kasper attempted to file his tax return online in February, only to discover that criminals
had already filed it for him. He soon learned that the thieves had also created an account in
his name at IRS.gov, apparently to obtain his past tax information in order to make their
fraudulent return look legitimate. In his testimony, Mr. Kasper will expand on the details of
this difficult experience, and how he was forced to track down the criminals who
impersonated him without the help of the IRS.

(47)
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According to the IRS, about 13,000 questionable tax returns have already been filed in the
names of victims of this breach. Through these likely fraudulent returns, the IRS has
transferred up to $39 million to criminals. Further, the cost to taxpayers may rise as
criminals file fraudulent returns in the names of other victims.

Unfortunately, the damage to taxpayers doesn’t stop there. Although the IRS will provide
taxpayer-financed credit monitoring to the 100,000 victims, many forms of identity theft —
such as fraudulent applications for government benefits — do not appear on credit
reports. As a result, credit monitoring will not detect that form of fraud and the ultimate
cost of this breach is likely much higher.

The privacy implications of this breach are profound. In this time of vigorous debate about
the privacy implications of the NSA’s collection of telephone metadata — phone numbers
and times and dates of calls — the IRS is conducting data-mining on Americans and has
allowed foreign organized crime syndicates to access the financial histories of more than
100,000 Americans.

Just as concerning is the fact that other government websites, such as Healthcare.gov,
suffer from the very same authentication weaknesses. This is an issue I intend to look at
deeply in the coming weeks. Federal agencies must do a better job safeguarding the
massive amount of data they collect from the American people.

IRS Commissioner John Koskinen and IRS Chief Technology Officer Terence V. Milholland
will also testify today, and we appreciate their appearance. We look forward to their
explanations of the timeline and decision-making process they followed in setting up and
securing IRS data on millions of Americans.

##t#
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Statement of Ranking Member Thomas R. Carper
“The IRS Data Breach: Steps to Protect Americans’ Personal Information”
June 2, 2015

As prepared for delivery:

Nearly every day, we learn of another major cyber attack or data breach on an American
company or organization. In many ways, we are dealing with an epidemic of online theft and
fraud. That epidemic is growing at an alarming rate and continues to victimize and frustrate more
and more of us.

Over the past several months, for example, we witnessed several companies in the healthcare
sector suffer major data breaches. And, of course, we know that our government networks are
under constant attack in cyberspace.

These attacks are growing ever more sophisticated, too. That’s happening at least in part because
our defenses are also getting better. Still, we must do more to stay ahead of those that would do
us harm. And, we must learn from those instances when criminals have been successful in
getting past the protections we put into place and create havoc.

Today, we will take a closer look at the recent cyber attack on the Internal Revenue Service
(IRS). We will examine what went wrong, how the IRS is trying to repair the damage, and what
we can do to reduce the likelihood to make sure that something like this doesn’t happen again,
either at the IRS or elsewhere.

From what we know so far, the attack on the IRS appears to have been an especially
sophisticated one. We also know that the IRS had defenses and fraud prevention measures in
place at the time of the attack. Yet despite the precautions that were taken, skilled criminals were
able to use innovative tactics to trick the IRS system into releasing past tax returns.

Given the vast amounts of sensitive information the IRS possesses, it is critical that the agency
continues to do more to protect the American taxpayer. In fact, all agencies need to step up their
efforts and improve their cybersecurity posture. The wake-up call has been ringing for years
now. We need an all-hands-on deck effort in responding to it.

As we know, cybersecurity is a shared responsibility. Those of us here in Congress have an
obligation to ensure that agencies have the funding, the tools and the authority they need to
adequately protect their systems from attack. Unfortunately, Congress has significantly reduced
IRS funding in recent years, and we’ve done so while also tasking the agency with far greater
responsibilities. In fact, the IRS is operating at its owest level of funding since Fiscal Year 2008.
These cuts have had real consequences for the agency and American taxpayers.

I look forward to hearing from the Commissioner today about what he needs to better protect his
agency from fraud and cyber attacks. Here in the Committee, we’ve been working hard to
address our country’s cybersecurity challenges. Our efforts led last year to the enactment of four
key pieces of cybersecurity legislation. One of these bills updated the Federal Information
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Security Management Act or ‘FISMA” to better protect federal agencies from cyber attacks.
Another codified the DHS cyber operations center. The two others strengthened the cyber
workforce at the Department of Homeland Security.

This year, I introduced an information sharing bill and have been working closely on this issue
with our colleagues on the Senate Intelligence Committee. | have also been working closely with
Senator Blunt on data breach legislation that will create a national standard for how we protect
data and consumers. It is my hope that we can come together as a Congress to pass these two
important pieces of legislation and provide our agencies with the resources they need to tackle
the nation’s growing cyber threat. With that, [ would like to thank all of our witnesses for joining
us here today. We look forward to your testimony.

i
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Statement of Mike Kasper
June 2, 2015
Dear Members of the Committee:

On Friday, February 6, | filed my taxes by using the desktop version of Turbo Tax like | do every year.
However, later that evening | got an email notice from Turbo Tax that the IRS had rejected my return
because a federal tax return had aiready been filed by someone else using my social security number.

On Monday morning, February 9, | called the IRS identity theft hotline who confirmed my identity with
tax related questions and then told me a direct deposit was being made for a tax refund filed with my
social security number on that same day, into a bank account different than any that | had used before.
Obviously, | knew and they agreed this was fraud, but they said it was too late to stop the deposit now.
in addition, since | was alerting them this transaction was fraudulent, their privacy rules prevented them
from giving me any more information, such as the routing number and account number of that deposit.

When | asked why, they all but admitted it was to protect the privacy of the criminal, not because they
were going to investigate it right away. If | had played dumb and just asked what account my deposit
was going into they probably would have told me. Yet because | was straightforward and told them it
was fraud, they would not tell me, even in person at the IRS office. They were clear, my case would not
be investigated further until a fraud affidavit and accompanying documentation were processed by mail.
They said if | had filed a day earlier and called on Friday, they could have just stopped the deposit, but
because it was being paid they could not tell me more, or call the bank, until it was fully investigated.

The most interesting thing to me about this rule is that the IRS itself refuses to ook at the bank account
data until it is fully investigated. Banks are required by law to report suspicious refund deposits, but the
IRS does not even bother to contact banks to let them know a refund deposit was reported fraudulent,
at least in the case of individual taxpayers who call, confirm their identity and report fraud, just like | did.
The IRS told me it can take six months to investigate. Meanwhile, an unknown criminal has all my data.

Frustrated by not knowing who stole my identity, | then tried to get a transcript of the fraudulent return
online using the Get Transcript function on IRS.gov on the same day, February 9, but | soon learned that
someone else had already registered their email address for my social security number. When I called
IRS eServices to fix this, and spent another hour on hold, they explained they could not tell me what the
email address was either, due to privacy regulations, but something about the email address led them to
believe that is was not me and it seemed suspicious. They said they could not change the email address,
all they could do is ban access to eServices for my SSN. It was unclear if they would investigate further.

Regardless, | was able to successfully ask the IRS for a copy of the fraudulent tax transcript sent by mail,
which | got a few weeks later. It did not show the deposit account number, but showed whoever filed it
had access to my 2013 tax return, because the amounts were very similar and they knew a lot about me.
Eventually, by looking around the IRS website, | discovered that | could submit Form 4506 and pay $50
for a photo copy of the fraudulent return, which | did. Just $50 and they would ignore the privacy rules.

On March 17, 1 obtained the photo copy of the frauduient return in the mail which showed the bank
account information and | saw the fraudulent return was submitted January 31, 2015, with a corrected
W-2 that had increased the withholding by exactly $6,000 to increase their total refund due to $8,936.
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On March 18, | contacted First National Bank of Pennsylvania whose routing number was listed, and
reached their head of account security who cailled back and confirmed a direct deposit by the IRS for
$8,936.00 was made on February 9, 2015 into someone else’s checking account, but specifying my name
and my social security number in the meta data with the deposit. She told me that she could also see
that transactions were made at one or more branches in the city of Willlamsport, PA to withdraw those
funds and a substantial portion of the money was gone. She also told me that no one from the IRS had
contacted her bank to raise any questions about that deposit, despite my fraud report filed February 9.
She said she was required to report it to the IRS herself now, and would cooperate with local police too.

At this point, | finally had some progress, a chance to find my ID thief. So I called the Williamsport police
and spoke to the Lieutenant who heard my story and sympathized with the lack of any investigation by

the IRS. He asked me to write out my story in an email to his Captain, which | sent to them on March 19,
About two hours later, | received a call from an investigator who had been assigned to work on my case.
He followed up March 20 with the bank, then interviewed the person who held the account and told me
the bank’s fraud department was investigating it now too, and had asked the woman to return the cash.

It seemed like my case was basically solved. However, it turned out to be more complex. At least if you
believe the story that the account holder is tefling. According to her, she herself had been conned. She
said she responded to a Craigslist ad about a money making opportunity. Money was deposited into her
account, and she sent money to individuals in Nigeria through Western Union, keeping some as a profit,
and apparently never suspecting that she might be doing something illegal. I'd like to believe her story,
but wouldn’t someone who could puli this off also have an explanation ready? Apparently she received
the refund for someone from South Dakota as well and | believe that a warrant is out for her arrest now.
Regardiess, | believe that being able to get a copy of the return for $50 and contacting the bank did help
to resolve my case. Just over 90 days after | filed, | got my full tax refund check in the mail on May 12.
Several days later, | received a letter from the IRS stating that my identity theft case was confirmed and
that I would receive an identity PIN at the end of the year to use when filing my taxes next year in 2016.

The GAO found millions of peopie experience stolen 1D refund fraud and $5.8 billion is lost each year. By
contrast 5,000 banks are robbed and $6,000 lost on average. This fraud equals 1 million bank robberies.
if the IRS cannot handle all of this fraud, redact any unrelated third party SSNs and mail taxpayers copies
of returns to pursue it themselves with local law enforcement or banks, like | did successfully in my case.
USPS is the preferred means of communication for the IRS so they need to use it more to help taxpayers.

Last but not least, why does the IRS rely on a few multiple choice questions to safeguard tax transcripts?
E-filing PINs are even easier to get. 1t is so simple to file a false tax return for a refund it is actually giving
criminals an incentive to attempt more data breaches, since they can trade SSNs for cash from the IRS. |
understand putting government services online provides significant cost savings, but it needs to be done
securely to avoid actually costing more to reverse all the damage done by criminals committing 1D theft.
Computer security requires a more advanced approach today than it did five years ago. it is no longer

enough to put up strong filters and firewalls and depend on them holding. You have to assume criminals
will find a way around them and actively monitor all systems like the immune system does in our bodies.
'm not an expert on fraud, but 1 believe a lot more can be done to protect taxpayers and to prevent this.

Sincerely yours,

Mike Kasper
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1 Introduction

Good afternoon, Chairman Johnson, Ranking Member Carper, and distinguished members of the
Committee. | am testifying before you today on the use of instant “secret questions” in knowledge-
based authentication (KBA) related to the recent IRS breach. | will explain the key properties of
instant KBA to give you a better understanding of current challenges and vulnerabilities. [ will close
with recommendations on what can be done in the future to avoid similar, large-scale breaches.

My name is Dr. Kevin Fu. | represent the cybersecurity research community. Cybersecurity re-
searchers innovate technologies and principles to improve cybersecurity as well as break security
systems to understand their weaknesses and limitations. | am Associate Professor of Computer
Science & Engineering at the University of Michigan where 1 teach and carry out research on
how to improve the trustworthiness of computer systems. My educational qualifications include a
Ph.D., master’s degree, and bachelor's degree from M.I.T's Department of Electrical Engineering
and Computer Science. We teach programming to over 1,300 undergraduates each year, and we
teach a rigorous course in computer security to 440 undergraduates each year.

| am speaking today as an individual. All opinions, findings, and conclusions are my own and

do not necessarily reflect the views of any of my past or present sponsors or employers.

2 Authentication

Authentication is the process of verifying a claimed identity. For instance, the IRS web site at-
tempted to verify the claimed identity of a user before disclosing transcripts of tax returns. There

are three basic means to authenticate an identity:

« Inheritance-based: Something you are (e.g., biometrics, fingerprints, iris scans, signatures)
o Ownership-based: Something you have {e.g., ID cards, mobile phones, tokens)

« Knowledge-based: Something you know (e.g., secret questions, passwords, PINs)

Let me focus on “secret questions,” which is a form of knowledge-based authentication (KBA).
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3 Knowledge-Based Authentication (KBA) with Secret Questions

There are two popuiar ways of using secret questions to authenticate a user: static and instant.
The recent IRS “get transcript” breach involved an attack on the instant KBA. To better understand

instant KBA, let me first conirast it with static KBA.

Static KBA. Users will recognize that many financial web sites and cloud services ask for an-
swers to "secret questions” during the initial creation of an account. The secret questions serve
as a backup mechanism fo reset lost or forgotten passwords. Static KBA would not be appropriate
for establishing initial trust in an identity. IRS did not use static KBA, and that is an appropriate

design choice for their situation. Common static KBA questions include:

» Where were you born?
e What is your favorite food?
« What is your favorite sports team?

+ Where did you meet your spouse?

Instant KBA. Instant KBA (also known as dynamic KBA) also uses secret questions to authen-
ticate a user. However, in instant KBA, the user does not file answers to secret questions be-
forehand. Instead, the web site presents personal questions with answers readily available or
purchasable from credit reports and other financial sources. Thus, the site can verify that the user
knows certain knowledge that is more difficult to obtain than publicly available data. The IRS “get
transcript” service used instant KBA questions to authenticate tax payers downloading transcripts
of their tax returns. The questions and answers were provided by a third party from the private

sector.
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To verify your identity, please select your previous address:
A. 52 Church St

B. 1600 Pennsylvania Ave

C. Gettysburg

D. None of the above

Figure 1. An illustrative example of a hypothetical instant KBA question drawn from financial
records to establish faith that a user is who they claim to be.

4 Anatomy of Instant KBA at IRS Get Transcript and SSA mySSA

My understanding is that multiple federal sites make use of private sector services for instant
KBA secret questions to verify the authenticity of a claimed tax payer identity. For instance, the
mySSA site’ advertises that it uses Experian to verify claimed identities with four secret questions.

| believe that IRS used a similar service.

"https.//secure.ssa.gov/
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Figure 2:. A screenshot of sample: instant KBA secret questions at the IRS. “get:transcript
web site “after having entered personal data and completed an: email:confirmation check
from. hitp/ipcfinancialaidtv.com/cats/general.information#playlist-8075%3Avideo:video-5. It is
believed that hackers answered these secret questions cotrectly by using personal data taken
from any of the many breachesin the private sector.



58
5 KBA: Strengths and Limitations

No one system is perfect. Instant KBA does improve the security of identity verification by mak-
ing it more difficult for an adversary to compromise a system, but sophisticated adversaries can
nonetheless circumvent the protections at unprecedented scale, as demonstrated by the recent
breach of 100,000 tax payer records at IRS. The root cause is that our supposedly indepen-
dent systems are highly dependent on each other, and a seemingly unrelated compromise at one
provider (e.g., Anthem, Target) can affect the security at a different service provider (IRS).

The main strength of instant KBA is ease of use. Most legitimate tax payers will be able
to authenticate by answering multiple-choice questions about their personal, financial, and tax
history. However, a major limitation is that the security of the system rests on assumption that the
adversary does not have access to this information.

Instant KBA is designed under the threat model where an adversary may have stolen a tax
payer’s wallet. Using only the stolen wallet, it would be difficult for a criminal to answer four instant
KBA questions successfully. Unfortunately, this threat model is no longer realistic as countless

databases of such personal information have been compromised.

Opting out. Tax payers get no chance to opt out of the risks of instant KBA. As NIST explains
in a fechnical report, “Instant KBA is not acceptable when transactions resuit in the release of

sensitive or private information related to an individual.” NIST researchers further explain:

“In an Instant KBA authentication system, no matter how carefully the verifier treats
the private personal authentication information, unless that information is known only
to the verifier, the authentication system is somewhat at the mercy of third parties who
may also have this information {and from whom the verifiers may have obtained it). But
the user is initially not even a knowing party to the system, has given no consent, and
has no obligation to treat every bit of perscnal private information that might be used in
such a system as a secret, nor does the user know what personal private information
may be used for authentication. It is inappropriate to involuntary expose the privacy

of unknowing citizens to the risks of an instant KBA authentication scheme, unless the

6
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risks for any individual citizen is very close to zero, however much an adversary may
desire the information about that particular user. The (involuntary) users whose infor-
mation is to be accessed, whether movie stars, public figures, or average citizens, may
be expressly targeted by capable, experienced, resourceful attackers such as inves-
tigative reporters, private investigators, or personal enemies, who may be motivated
to do a great deal of research to learn more about their target. Viewed from that per-
spective, instant KBA, with its vulnerability to off-line research, is more than a little

alarming.”

A principle espoused by the security research community is that if a user does not know some-
thing is a secret, then it's not a good secret for authentication because the user is easily tricked into
divulging such information. Static and instant KBA therefore can violate this principle of security.
In the 1990s, cybersecurity researchers initially believed that secret questions would be more se-
cure than passwords. However, subsequent research in social and behavioral studies have shown

severe weaknesses in authentication based solely on secret questions.

Lack of instant audibility. When | log into my Apple iTunes account from a new device, Apple
sends me an email warning because Apple aiready knows how to reach me. When | make a
credit card purchase, | receive a text message warning from my bank because my bank already
knows how to reach me. With instant KBA, a service provider like IRS has no effective way to
quickly inform a tax payer that their data or account was accessed because IRS does not already
know how to reach the tax payer electronically. Worse, it is difficult for a tax payer to repudiate a

fraudulent transaction.

Static KBA as a single factor is unreliable and insecure. Researchers at Google analyzed
hundreds of millions of static KBA questions and have come to the conclusion that secret questions

have poor reliability and poor security.? For this reason, Google services prefer to pair KBA ques-

2Qecrets, Lies, and Account Recovery: Lessons from the Use of Personal Knowledge Questions at
Google” by Bonneau et al in Proceedings of the 24th International Conference on the World Wide
Web, May 2015, hitps://cdn.elie.net/publications/secrets-lies-and-account-recovery-lessons-from-the-use-of-personal-
knowledge-questions-at-google.pdf
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tions with second factors such as email or SMS messages to mobile phones. Note that the IRS
did use email as a second factor; thus the adversary appears to have circumvented what Google
recommends as a second factor. Their research paper lists a number of technical alternatives to

personal knowledge questions in Section 6.2.

Static KBA questions are predictable. In 2009, researchers from Microsoft and Carnegie Mel-
lon University (CMU) conducted a human subjects study of guessability of secret questions from
static KBA. The study found that some secret questions had a 15% chance of guessability within
five tries without knowing anything about the victim. In fact, the research foreshadowed the IRS
breach with their warning that, “While most well publicized attacks on personal questions have
been targeted at individuals, our results show that large scale attacks are also possible® The
authors recommend eliminating questions that are statistically guessable more than 10% of the

time, and flagging questions that exceed a certain threshold of popularity.

6 Aiternative Approaches

Let me highlight a few approaches that might improve the effectiveness of the authentication sys-

tems at IRS and other federal agencies.

Second-Factor Authentication (2FA). Use of a second factor can make it more difficult for an
adversary to impersonate a tax payer online by slowing down or deterring attacks. A second factor
should come from the “something you have” or “something you are” categories to be a genuine
and independent second factor to “something you know." A popular second factor is a mobile
phone. For example, DuoSecurity.com provides a suite of 2FA tools to combat credential theft and
breaches. Federal service providers such as IRS could send a text message to a mobile phone
to make it more difficult for a single adversary to impersonate 100,000 tax payers. However, no

system is fool proof. It merely reduces risk. The threat landscape can change quickly.

3is No Secret. Measuring the Security and Reliability of Authentication via "Secret’ Questions” by Schechter et al.
in IEEE Symposium on Security and Privacy, May 2009, httpi/research.microsoft.com/pubs/79594/oakiand09.pdf
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Notification warnings. One could imagine the IRS notifying a tax payer when someone at-
tempts to access tax transcripts electronically. For instance, IRS could use contact information in
tax returns to reach out o the tax payer or accountant to warn of the attempted download before
aliowing the download. But such systems are subject to phishing attacks, and would remove the

instant gratification of quickly downloading tax returns.

NSTIC. The National Institute of Standards and Technology (NIST) launched the National Strat-
egy for Trusted identities in Cyberspace (NSTIC) for a ten-year goal of improving authentication of
identities. The NSTIC roadmap set guiding principles for federal agencies to improve authentica-
tion by partnering with industry service providers. NIST published a report on its NSTIC interac-
tions with IRS.*

In April 2015, NIST researchers involved with the NSTIC explained that, "While KBA is widely
used today, there is no performance standard for KBA solutions—something that many of the

NSTIC pilots have flagged as a significant challenge.”

Voice-Based Fraud Detection. The financial sector has been subject to widespread fraud by
callers who attempt to engage in identity theft. One novel approach is to analyze the subtle cues
in the audio conversation to identify known fraudsters. For instance, one might be asked to re-
spond to instant KBA by phone rather than by typing. The subtle cadence and mannerisms of
the speaker as well as the fundamental characteristics of the phone line makes it harder for an
adversary to impersonate 100,000 people at once. The machine learning and security analytics
are sufficiently effective that service providers can identify when a single fraudster calls back at-
tempting to impersonate yet another consumer. This research was published in 2010, and later
commercialized as a company called PinDrop.® Thers is also other research on speaker identifi-

cation that may help with fraud detection.

“http://www.nist.gov/director/planning/upload/report 3-2.pdf

Shitp://nstic.blogs.govdelivery.com/2015/04/09/a-retrospective-look-advancing-standards-for-strong-identity-and-
authentication-in-the-identity-ecosystem/

8pinDrOp: Using Single-Ended Audio Features To Determine Cali Provenance” by Balasubramaniyan et al. in ACM
CCS, 2010, http//iwww.cc.gatech.edu/ traynor/papers/traynor-ces10.pdf and hitp://www.pindropsecurity.com/
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7 Summary and Recommendations

The IRS used instant knowledge-based authentication in an attempt to verify identities seeking

transcripts of tax returns. Unfortunately, the threat landscape is changing quickly as attackers

adapt to newly fortified defenses. There will always be fraud, but a reasonable goal is to make

it difficult for a single adversary to commit wide-scale, automated fraud. A major challenge in

identity theft prevention is maintaining low false-positives (that would deny legitimate requests)

and low false-negatives (that would allow identity theft) while serving the technologically diverse,

tax paying U.S. population.

Technical recommendations include:

Develop KBA performance standards and security metrics so that service providers such as

IRS can more meaningfully decide acceptable risk of different kinds of KBA questions.

Stop using SSNs or financial records as secrets for single-factor authentication because
personal data are widely available in underground markets of stolen databases. Such data

is effective only against unsophisticated adversaries.

Consider enhancing KBA with a second factor of authentication from the "what you are” and

“what you have” categories such as SMS messages or voice-based fraud detection.

Leverage the existing cybersecurity expertise within the NIST's National Cybersecurity Cen-
ter of Excellence (CCoE), National Strategy for Trusted ldentities in Cyberspace (NSTIC),
and Information Security and Privacy Advisory Board (ISPAB).

Encourage research collaboration between cybersecurity experts and social and behavioral
science to carry out human subjects experiments that measure the risks and benefits of

knowledge-based authentication.
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We are likely to see more compromises of this nature because of systems depend on each
other in subtle ways. What is most interesting is the advanced nature of the threat in the case of the
IRS breach. Most cybersecurity research on the limits of secret questions does not consider the
case when the adversary has a copy of the answers. Knowledge-based authentication systems are
otten built to protect against simple guessing attacks, but are not able to withstand an adversary
with a complete cheat sheet of all the answers.

Let me end with an anecdote of an acquaintance affected by identity theft of their tax records
in a previous incident. In April, an orthodontist received a notice via his CPA that someone had
filed a fraudulent tax refund. To reclaim his identity, he had to fill out rather tedious affidavits. He
now worries about the process he will have to follow for potentially the rest of his life to simply file
a tax return. The identity theft protection does not make up for this orthodontist's significant time
lost. Worse, his four-year-old ¢hild who was on one of the compromised tax returns may have to
cope with the consequences of identity theft for the next hundred years of tax returns.

Thank you. | am happy to answer any questions you may have.

11
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Please tell us about yourself
We collect and evaluate this information as a security measure to ensure that only you are able to access
your personal information. We will not store your answers.

Why are these questions important?

You may have opened a mortgage loan in or around February 2013. Please select the lender to
whom you currently make your mortgage payments. If you do not have a mortgage, select
‘NONE OF THE ABOVE/DOES NOT APPLY".

You may have opened an auto loan or auto lease in or around August 2013. Please select the
lender for this account. if you do not have such an auto loan, select 'NONE OF THE
ABOVE/DOES NOT APPLY".

You may have opened a student loan in or around March 2004, Please select the lender that you
have previously or you are currently making payments to. if you have not received student loans
with any of these lenders now or in the past, please select 'NONE OF THE ABOVE/DOES NOT
APPLY".

According to our records, you graduated from which of the following High Schools?

Figure 3: A screenshot of sample instant KBA secret questions at the MySSA web site after having
entered basic information such as a tax payer name, SSN, birthdate, and address. For each of
the four questions, the user would select one of four multiple choices, often including an option of
“None of the Above.”
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Why are these questions important?
Any time you deal with us, we must verify your identity. We have to make sure that only you
can get your personal information.

If you visit a Social Security office, we check your photo |D and ask you questions.

We must be extra careful to protect your identity online. We are using an external
authentication service provider, Experian, to help us verify your identity. We will not share
your Soclal Security number with Experian.

These questions are designed so that only you should know the answer. If someone stole
your wallet, he or she should not be able to answer these questions.

if you prefer not to answer these questions, you can verify your identity by visiting your local
Social Security office.

Close

Figure 4: A screenshot of the MySSA web site that accurately explains their threat model. Unfor-
tunately, the threats are changing quickly.
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Chairman Johnson, Ranking Member Carper, my name is Jeff Greene, and 1 am the Director of
Government Affairs for North America and Senior Policy Counsel at Symantec, where | focus on
cybersecurity, the Internet of Things, and privacy issues. Prior to joining Symantec, | was Senior Counsel
with the U.S. Senate Homeland Security and Governmental Affairs Committee, where 1 focused on
cybersecurity and Homeland Defense issues. 1 have also worked on the Committee on Homeland
Security in the House of Representatives as a subcommittee staff director and as counsel to the Senate’s
Special Investigation into Hurricane Katrina. | recently served as the staff co-chair of the “Internet of
Things” research subcommittee of the President's National Security Telecommunications Advisory
Committee, and am a Senior Fellow at The George Washington University Center for Cyber & Homeland
Security and a Senior Advisor at the Truman National Security Project. | also co-chair the Homeland
Security Committee of the American Bar Association’s Section of Science & Technology Law.

Symantec protects much of the world’s information, and is a global leader in security, backup and
availability solutions. We are the largest security software company in the world, with 33 years of
experience developing Internet security technology and helping consumers, businesses and
governments secure and manage their information and identities. Our products and services protect
people’s information and their privacy across platforms — from the smallest mobile device, to the
enterprise data center, to cloud-based systems. We have established some of the most comprehensive
sources of internet threat data in the world through our Global Intelligence Network, which is comprised
of millions of attack sensors recording thousands of events per second, and we maintain 10 Security
Response Centers around the globe. In addition, every day we process billions of e-mail messages and
web requests across our 14 global data centers. All of these resources allow us to capture worldwide
security data that give our analysts a unigue view of the entire Internet threat landscape.

The hearing today not only is timely — given the recent high profile data breaches and other cyber
attacks ~ but also is a critically important discussion that will help focus attention on what government,
businesses, and individuals can do to protect themselves from similar attacks. in my testimony today, |
will discuss:

e The current cyber threat landscape;

» Some common types of attacks;

* How breaches are happening, including the methods criminals are using to steal data; and
e Security measures to protect data and prevent breaches.

The Current Cyber Threat Landscape

Many of the recent headlines about cyber attacks have focused on data breaches across the spectrum of
industries. Breaches impact individuals whose identities have been stolen, the organizations that were
compromised, and governments that are seeking ways to set data breach policies and to apprehend the
perpetrators. Some of the organizations that suffered significant breaches over the past few years
include Anthem Inc., the Internal Revenue Service, the State of South Carolina, Target, Neiman Marcus,
Michael’s, Home Depot, and Sony, just to name a few.

The recent theft of personally identifiable information (Pi1) is unprecedented — over just the past three
years alone, the number of identities exposed through breaches approached one billion. And this is just
from known breaches, as many go unreported or undetected. Recent data breaches have touched all
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parts of society and across the globe, from governments and businesses to celebrities and individuals’
households.

While many assume that breaches are the result of sophisticated malware or a well-resourced state
actor, the reality is much more troubling, According to a recent report from the Online Trust Alliance,
90 percent of last year’s breaches could have been prevented if organizations implemented basic
cybersecurity best practices." Moreover, some breaches are actually second generation activity —
criminals leverage previously stolen personal information to compromise an individual’s account.

Statistics from our 2015 Internet Security Threat Report demonstrate that the cyber threats we are
facing on a day-to-day basis are growing. More than 348 million identities were exposed in 2014, a
number that seems extraordinary until one considers that 550 million identities were exposed in 2013.
Over the past two years, twelve breaches exposed more than 10 million identities each — and this does
not include some of the major breaches we have heard about in 2015. These breaches expose Pl such
as names, birth dates, and government 1D numbers. Some breaches also exposed other highly sensitive
data, such as medical records or financial information.

While the focus on data breaches and the identities put at risk is certainly warranted, we also must not
lose sight of the other types of cyber attacks that are equally concerning and can have damaging
consequences. There are a wide set of tools available to the cyber attacker, and the incidents we see
today range from basic confidence schemes to massive denial of service attacks to sophisticated (and
potentially destructive} intrusions into critical infrastructure systems. The economic impact can be
immediate with the theft of money, or more long term and structural, such as through the theft of
intellectual property. It can ruin a company or individual’s reputation or finances, and it can impact
citizens’ trust in the internet and their government.

The attackers run the gamut and include highly organized criminal enterprises, disgruntled employees,
individual cybercriminals, so-called “hacktivists,” and state-sponsored groups. The motivations vary —
the criminals generally are looking for some type of financial gain, the hacktivists are seeking to promote
or advance some cause, and the state actors can be engaged in espionage {traditional spycraft or
economic) or infiltrating critical infrastructure systems. These lines, however, are not set in stone, as
criminals and even state actors might pose as hacktivists, and criminals often offer their skills to the
highest bidder. Attribution has always been difficult in cyberspace, and is further complicated by the
ability of cyber actors to mask their motives and objectives through misdirection and obfuscation.

Common Types of Attacks

Distributed Denial of Service ("DDoS”}

Distributed denial-of-service (DDoS) attacks attempt to deny service to legitimate users by
overwhelming the target with activity. The most common method is to flood a server with network
traffic from multiple sources {hence “distributed”}). These attacks are often conducted through

1 https://www.otalliance.org/news-events/press-releases/ota-determines-over-g0-data-breaches-2014-could-
have-been-prevented
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“botnets” —armies of compromised computers that are made up of victim machines that stretch across
the globe and are controlled by “bot herders” or “bot masters.”*

DDoS attacks have grown larger year over year and in 2014 some attacks reached 400 gigabits per
second, a previously unimaginable volume of data. This is roughly equivalent to blasting a network
every second with the data stored on more than 10 DVDs. in the past few years we have seen attacks
go from the equivalent of a garden hose to a fire hose to the outflow pipes of the Hoover dam. Even the
most prepared networks can buckle under that volume of data the first time it is directed at them,
which is why even some of our biggest financial institutions initially suffered outages when they were
victims of a DDoS campaign. In addition to increasing in volume, the attacks are getting more
sophisticated and varying the methods used, which makes them harder to mitigate. In 2014, attackers
used new techniques to amplify the strength of an attack which made it easier for even the “average”
attack to reach levels of volume that were unthinkable just years before.?

According to a survey by Neustar, 60 percent of companies were impacted by a DDoS attack in 2013 and
87 percent were hit more than once.* The most affected sectors were the gaming, media, and software
industries. The purpose of most attacks is to disrupt, not to destroy. Cybercriminals can rent DDoS
attack services on the black market for as little as $5, allowing them to conduct a short, minutes-long
DDoS attack against any chosen target {fig. 1).° If successful, even such a short attack is enough to
garner attention — or to distract an organization’s security team, as another recent use of DDoS attacks
has been to provide cover for other, more sophisticated attacks. Organized crime groups have been
known to launch DDoS attacks against banks to divert the attention and resources of the bank’s security
team while the main attack is launched, which can include draining customer accounts or stealing credit
card information.

DDOS SERVICE

- Webaites
mw«ukmmmwom::mmosm\ce

[oifcEs
< Game Server. 25 every 30 mirutes.
- Home Comecliorr  15$ each 24h/ 25 every 2h
£ Websie 25 every 30 mirutes.

Fig. 1. Example of a DDoS service for hire -
this one is directed at online gamers.

? “Bots and Botnets — A Growing Threat,” Symantec, http://us.norton.com/botnet/

2 Symantec, “Security Response: The Continued Rise of DDoS Attacks,” October 21, 2014, Pg. 25.

* Neustar, “2014, The Danger Deepens: Neustar Annual DDoS Attacks and Impact Report,” June 2014, Pg. 3.
® Symantec, “Security Response: The Continued Rise of DDoS Attacks,” October 21, 2014, Pg. 12.
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Targeted Attacks

Targeted attacks are another tool in the cybercriminal’s tool box, and the attached graphic illustrates
some common attack methods as well as the economics of cybercrime (see Path of A Cybercriminal,
attached on page 12). Some attacks are directed at a company’s servers and systems, where attackers
search for unpatched vulnerabilities on websites or undefended connections to the internet. But most
rely on social engineering, tricking people into clicking on a link, opening a file, or taking some other
action that will allow an attacker to compromise their device. They can be targeted at almost any level,
even at an entire sector of the economy or a group of similar organizations or companies. They also can
target a particular company or a unit within the company (e.g., research and development or finance) or
even a specific person.

Most of the data breaches and other attacks that have been in the news were the result of a targeted
attack, but the goal of the attacker can vary greatly. One constant is that after attackers select a target
they will set out to gain access to the systems they want to compromise and once inside there are few
limits on what they can do if the system is not well-protected. The malware used today is largely
commoditized, and while we still see some that is custom-crafted, most of the attacks rely on attack kits
that are sold on the cyber black market. But even these commodity attack kits are highly sophisticated
and are designed to avoid detection - some even come with guarantees from the criminal seller that
they will not be stopped by common security measures. This makes it all the more important — but also
more challenging — to stay ahead of them.

Scams, Blackmail, and other Cyber Theft

Like most crime, cyber attacks are often financially motivated, and some of the most common (and most
successful) involve getting victims to pay out money, whether through trickery or direct threats. One
early and widely successful attack of this type was known as “scareware” (fig. 2). Scareware is a form of
malware that will open a window on your device that claims your system is infected, and offer to “clean”
it for a fee. Some forms of scareware open pop-ups falsely claiming to be from major security
companies {including Symantec), and if a user clicks in the window they are taken to a fake website that
can look very much like that of the real company. Of course, in most cases the only infection on your
computer is the scareware itself. Victims who fall for the scam are lucky if they only lose the $20 or $30
“cost” for the fake software, but most are out much more as they typically provide credit card
information to pay the scammer in the mistaken belief they are purchasing legitimate security software.
Not only did they authorize a payment to the scammer, but they also provided financial information that
could then be sold on the criminal underground. And by allowing the scammer to install the supposed
cleaning software on their device, they give the criminal the ability to install additional malware and
potentially steal more financial information or turn their system into a zombie soldier in a botnet.



71

Fig. 2. An exumplé of Scareware. The pop-ups procloim that the
victim’s computer is inifected, and often cannot be closed.

First widely seen in 2007, scareware began to diminish in 2011 after users became alerted to'the scéms
and'they became much less effective. Nevertheless, criminals have made millions from this type of
scam.

Once scareware began to be less effective, criminals turned to “ransomware,” which has grown :
significantly since 2012. Ransomware is another type of deception where the malware locks the victimfs
device and displays a screen that purports to be from a law enforcement entity localto the user. The
lock screen states that there is illegal content on the computer — everything from pirated movies to child
pornography = and instructs the victim fo pay a “fine” for their “crime” (fig. 3). The criminals claim that
the victim's device wili be unlocked once the “fine” is paid, but in'reality the device frequently remains
locked. Both of these types of attacks can be removed from your computer and we offer instr‘u‘ction‘s‘
and free tools-on our Norton.com website to assist victims in doing so. Unfortunately, some of the more
sophisticated variants can require some expertise to remediate.
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Fig. 3. This ransomware torgeted victims in Canada;victims in other
countries would see logos of law enforcement local to them._It used
built-in webcams to toke a victim’s picture to further frighten them.
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Criminals have now moved beyond even ransomware and are using a more insidious.-and harmful form
of malware known as “ransomerypt.” ‘While scareware and ransomware are more classic confidence
schemes, ransomcrypt is straight-up blackmail: -pay a‘ransom or your computer will be-erased {fig. 4).
And unlike scareware and ransomware, there is-often no easy way to get rid of it — the criminals use
high-grade encryption technology to scramble the victim’s computer, and only they have the key to
unlock it. Unless the system is backed up, the victim faces the difficult choice of paying the criminals or
losing all the data, and earlier this year a-police department in Maine paid a ransom inorder to regain’
control of its data.’ The police chief said “{w]e needed our programs to get back online.””
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Fig. 4. This is a screenshot of Cryptolocker, a sophistibafed piece
of ransomcrypt that was disrupted in summer 2014 by an
international takedown effort, in which Symantec partitipated.

This is'not meant to suggest that the criminals are unstoppable; in fact, in June 2014 we were part of a
tearn that helped take down Cryptolocker, a prevalent form of ransomcrypt. Symanteciassisted the FBI
and‘séveral other international law enforcement agencies to mount a major operation durin‘g which
authorities seized a large portion of the infrastructure that had been used by the cybercriminals; ‘Asa
result of Symantec's research into the threat, we were able to provide technical insights-into their
operation and impact. Since the operation, the Cryptolocker infection rate has dropped to near

zero. But other forms are still out there, and the fight goes on.

Threats to Critical Infrastructure

Critical infrastructure such as the power grid, water systems, and mass transit are also at risk. As more
of these devices become connected and are controlled remotely, attackers have more opportunities to
try to exploit them. In June 2014, we notified and provided detailed Indicators of Compromise (loC) to
more than 40 national computer security incident response teams around the world about a new threat

& Stephanie Mlot, "Maine Police Pay Ransomware Demand in Bitcoin," PCmag, April 14, 2015,
http://www.pcmag.com/article2/0,2817,2481356,00.as
7
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we named DragonFiy. & This was an -ongoing cyber espionage campaign against a range of targets, . -
mainly in the energy sector, which gave attackers control over computers that they could have used to
damage or destroy critical machinery and disrupt energy supplies in affected countries. Among the
targets of Dragonfly were energy grid operators, electricity generation firms, petroleum pipeline
operators, and industrial equipment providers — the majority.of which were located in the U.S:; Spain, -
France, Italy, Germany, Turkey, and Poland. Quick and detailed notification was critical in mitigating the
threat.

This was not the first campaign targeted at the energy sector. In 2012, cyber attackers mounteda. -
campaign against Saudi Arabia’s national oil firm Saudi Aramco, which destroyed approximatein0,000
computers and took its network off line for days. The infected computers were rendered unusable and
displayed the image of a burning American flag. Though operations were not impacted; there was
speculation in the press that oil production was the ultimate target.. Shortly after the Saudi Aramco
attack, a Qatari producer of liquefied natural gas, RasGas, suffered a similar attack which damaged its
networks and took down its website.. Other sectors have seen attacks too. In the manufacturing sector,
late last year the German Government disclosed that a cyber attack on a steel plant had resuited'in the
failure of multiple components and, according to one report, “massive physical damage.”

Inthe U.S. we have yet to see major destructive attacks on critical infrastructure. However, there have
been widespread reports that foreign actors have sought to gain a foothold on the networks'of U.S.
critical infrastructure providers."® And we have seen the actual compromise of one ‘wafer‘treatmeht -
facility in-South Houston, Texas {fig. 5), though the attacker did not alter any controls-or settings and
claimed to be trying to bring attention to the vulnerabilities that exist in critical infrastructure. This.
particular facility was not following security best practices and was still using default passwords that -
were widely known. There are undoubtedly many other critical systems that are similarly exposed.

Fig. 5. Screenshot a hacker posted of the graphical user interface of
the South Houston Waste Water Treatment Plant. He accessed this
through use of an unchanged default user name and password.

8 Symantec, “Security Response: Drogonfly: Western Energy Companies under Sabotage,” June 30, 2014.
http://www.symantec.com/connect/blogs/dragonfly-western-energy-companies-under-sabotage-threat

° SANS Industrial Control Systems {ICS), “German Steel Mill Cyber Attack,” December 30,2014, Pg.1.
10
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Methods Attackers Use to Compromise Systems - Inside the Attacker’s Tool Kit

All of the attacks outlined above started with a common factor — a compromised device. From this one
computer, attackers often are able to move within a system until they achieve their ultimate goal. But
the threshold question is how do they get that foothold — how do they make that initial compromise
that allows them to infiltrate a system?

We frequently hear about the sophistication of various attackers and about “Advance Persistent
Threats” or “APTs,” but the discussion of cyber attacks — and of cyber defense — often ignores the
psychology of the exploit. Most attacks rely on social engineering — in the simplest of terms, trying to
trick people into doing something that they would never do if fully cognizant of their actions. For this
reason, we often say that the most successful attacks are as much psychology as they are technology.

Spear phishing, or customized, targeted emails containing malware, is the most common form of attack.
Attackers harvest publicly available information and use it to craft an email designed to dupe a specific
victim or group of victims. The goal is to get victims to open a document or click on a link to a website
that will then try to infect their computers. While good security will stop most of these attacks — which
often seek to exploit older, known vuinerabilities — many organizations and individuals do not have
up-to-date security or properly patched operating systems or software, And many of these attacks are
extremely well-crafted; in the case of one major attack, the spear phishing email was so convincing that
even though the victim’s system automatically routed it to junk mail, he retrieved it and opened it — and
exposed his company to a major breach.

Social media is an increasingly valuable tool for cyber criminals in two different ways. First, itis
particularly effective in direct attacks, as people tend to trust finks and postings that appear to come
from a friend’s social media feed and rarely stop to wonder if that feed may have been compromised or
spoofed. Thus, attackers target social media accounts and then use them to “like” or otherwise
promote a posting that contains a malicious link. But social media is also widely used to conduct
reconnaissance for spear phishing or other highly targeted attacks as it often provides just the kind of
personal details that a skilled attacker can use to get a victim to let his or her guard down. The old cliché
is true when it comes to cyber attacks: we have to get it right 100 percent of the time while the attacker
only has to do so once.

Beginning in 2012, we saw the rapid growth of a new type of targeted web-based attack, known as a
“watering hole” attack. Like the lion in the wild who stalks a watering hole for unsuspecting prey,
cybercriminals have become adept at lying in wait on legitimate websites and using them to try to infect
visitors” computers. They do so by compromising legitimate websites that their victims are likely to visit
and modifying them so that they will surreptitiously try to infect visitors. For example, one attacker
targeted mobile application developers by compromising a site that was popular with them. in another
case, we saw employees from 500 different companies in the same industry visit one compromised site
in just 24 hours, each running the risk of infection.” Cybercriminals gained control of these websites
through many of the same tactics described above — spear phishing and other social engineering attacks
on the site managers, developers, or owners. Many of these websites were compromised through
known attack vectors, meaning that good security practices could have prevented them from being
compromised.

! Symantec, “Internet Security Threat Report, Volume XVill,” Aprit 16, 2013, Pg. 21.
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We are also seeing an increasing number of “second generation” compromises — where attackers use
personal information that was previously stolen or harvested off the internet to access data or even
establish new online accounts. Twenty or more years ago criminals would use stolen social security
numbers or other information to open fraudulent credit cards; today that same information can be used
to verify — fraudulently — a person’s identity to access information held by companies or governments.
As the personal information of more people is stolen and sometimes coupled with other information
posted on social media or elsewhere, systerns that use Knowledge Based Authentication (KBA} are
increasingly under attack. This is particularly true with static KBA — which uses fixed guestions and
information provided by a user, and is often drawn from a set of queries that have become weli-known
to attackers.

Dynamic KBA, which connects some identifying information with data drawn from a wider data-set that
is not supplied by a user, provides a higher level of security. However, it is still most effective when
paired with additional authentication, which can include behavioral analytics or additional factors such
as a text message, a smart card, biometrics, or a token or mobile application with a changing numeric
password. To make it even more secure, some systems require an out-of-band communication such as
a phone call or even standard mail before allowing an account to be opened. Of course, additional
security measures can also slow the verification process, which can frustrate users.

The information that is stolen through these types of attacks can be used for immediate gain, though it
is often used in more sophisticated criminal scams such as tax fraud. But the lesson is plain: no matter
how innocuous a piece of data may seem to you, criminals are constantly devising new ways to
monetize it once it is stolen.

Security Measures

Cybersecurity is about managing risk, whether at the individual or the organizational level. Assessing
one’s risk and developing a plan is essential. For the individual, the Federal Trade Commission’s website
is an excellent starting point for doing 50."* The website provides educational resources for how to
better protect your identity and privacy online as well as helpful tools to help you report and recover if
your personal information is ever stolen. Similarly, we offer many tools and reference materials on our
Norton.com website.

For organizations of any size, the National Institute of Standards and Technology’s Cyber Security
Framework?, developed by industry and government in 2014 and in which Symantec was an active
contributor, provides a solid structure for risk management. it lays out five core cybersecurity functions
(identify, Protect, Detect, Respond and Recover) that all organizations can use to plan for managing
cyber events and protecting against data breaches, as well as useful references to international
standards. As detailed below, good security starts with the basics and includes measures specific to
one's needs.

e Basic Security Steps

Poor basic computer hygiene practices are a major cause of breaches. While good practices will stop
most attacks — which often exploit known vulnerabilities — too many organizations do not keep their

» http://www.consumer.ftc.gov/topics/privacy-identity
i http://www.nist.gov/cyberframework/



76

systems updated. Indeed, security starts with the basics. Though criminals’ tactics are continually
evolving, good cyber hygiene is still the simplest and most cost-effective first step. Strong passwords
remain the foundation of good security — on home and work devices, email, social media accounts, or
whatever you use to communicate (or really anything you log into). And these passwords must be
different, because using a single password means that a breach of one account exposes all of your
accounts. Using two factor authentication significantly increases the security of a login.

Patch management is also vital. Individuals and organizations should not delay instailing patches, or
software or hardware updates, because the same patch that closes a vulnerability can be a roadmap for
a criminal to exploit and compromise any unpatched devices, The reality is that a large percentage of
computers around the world, including some in large organizations, do not get patched regularly, and
cybercriminals count on this. While so-called “zero day exploits” — previously unknown critical
vulnerabilities — get the most press, it is older, unpatched vuinerabilities that cause most systems to get
compromised.

Additionally, we all need to exercise caution on social media. Cybercriminals target the places where we
“live and play” onling in order to get at sensitive personal data, and are increasingly using social media
to launch attacks. ttis particularly effective in direct attacks, as people tend to trust things that appear
to come from a friend’s social media feed. But social media is also widely used to conduct
reconnaissance for spear phishing or other targeted attacks. Exercising some care in how we use social
media can make the attacker’s job harder.

»  Modern Security Software

Poor or insufficiently deployed security can also lead to a breach, and a modern security suite that is
being fully utilized is also essential. While most people still commonly refer to security software as
“anti-virus” or AV, advanced security protection is much more than that. In the past, the same piece of
malware would be delivered to thousands or even millions of computers. Today, cybercriminals can
take the same malware and create uniimited unigue variants that can slip past basic AV software. If all
your security software does is check for signatures {or digital fingerprints) of known malware, you are by
definition not protected against even moderately sophisticated attacks. Put differently, a check-the-box
security program that only includes installation of basic AV software may give you piece of mind — but
that is about all it will give you.

Modern security software does much more than look for known malware: it monitors your system,
watching for unusual internet traffic, activity, or system processes that could be indicative of malicious
activity. At Symantec we also use what we call Insight and SONAR, which are reputation-based and
behavior-based heuristic security technologies. Insight is a reputation-based technology that uses our
Globaf Intelligence Network to put files in context, using their age, frequency, location and other
characteristics to expose emerging threats that might otherwise be missed. if a computer is trying to
execute a file that we have never seen anywhere in the world and that comes from an unknown source,
there is a high probability that it is malicious — and Insight will either warn the user or block it. SONAR is
behavior-based protection that uses proactive local monitoring to identify and block suspicious
processes on computers.,

10
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s Tailoring Security to the Device

Security should also be specific to the device being protected. For example, modern Point of Sale {PoS})
systems, which were linked to a number of major data breaches, are at their core just computers
running mainstream operating systems. Because a user on such a device typically does not browse the
web, send emails, or open shared drives, the functionally of the machine and the files that actually need
to be on it are limited. This allows businesses to reduce the attack surface by locking down the system
and using application controf tools, as well as controlling which devices and applications are allowed to
access the network, Doing so can render many strains of malware useless because they would not be
allowed to run on the devices. In addition, payment card system infrastructure is highly complex and
threats can be introduced at any number of points within the system. Last year we released a report,
Attacks on Point of Sale Systems, that provides an overview of the methods that attackers may use to
gain entry into a system.™ It also describes the steps that retailers and other organizations can use to
protect PoS systems and mitigate the risk of an attack.

»  Encrypting and Monitoring Data

Encryption alsc is key to protecting your most valuable data. Even the best security will not stop a
determined attacker, and encrypting your sensitive data provides defense in breadth, or across many
platforms. Encryption ensures that any data stolen will be useless to virtually all cybercriminals. The
bottom line in computer security is no different from physical security — nothing is perfect. We can
make it hard, indeed very hard, for an attacker, but if well-resourced and persistent criminals want to
compromise a particular company or site, with time they are probably going to find a way to do it. Good
security means not just doing the utmost to keep them out, but also to recognize that you must take
steps to limit any damage they can do should they get in. Data loss prevention (DLP) tools are also
important in keeping your most valuable data safe on your system. The latest DLP technology allows the
user to monitor, protect and manage confidential data wherever it is stored and used —across
endpoints, mobile devices, networks, and storage systems. It can help stop the theft of sensitive data by
alerting the system manager before the data is exfiltrated.

Conclusion

Citizens are increasingly aware of the cyber risk and the need to take precautions to secure their data
and protect their privacy. While we cannot prevent every cyber attack or every data breach, applying
cybersecurity best practices and using risk management principles to protect data appropriately can
significantly reduce the attack surface and the impacts we see today. Every time someone patches their
a computer or mobile device, changes a password, or utilizes a modern security suite, he or she is
making it more difficult for cybercriminals to operate. Like any other illicit activity, cybercrime will never
be completely eliminated, but it can be fought. For example, the criminals did not stop using the
scareware described above because they wanted to — they quit when it stopped working. At Symantec,
we are committed to improving online security and we look forward to continuing to work with
government and industry on ways to do so. Thank you again for the opportunity to testify, and t will be
happy to answer any questions you may have.

“ Speciol Report on Attacks on Point of Sule Systems, Symantec Security Response (February 2014},
http://www.symantec.com/content/en/us/enterprise/media/security_response/whitepapers/attacks_on_point_of sale_syste
ms.pdf
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WRITTEN TESTIMONY OF
JOHN A. KOSKINEN
COMMISSIONER
INTERNAL REVENUE SERVICE
BEFORE THE
SENATE COMMITTEE ON HOMELAND SECURITY & GOVERNMENTAL
AFFAIRS
ON UNAUTHORIZED ATTEMPTS TO ACCESS TAXPAYER DATA
JUNE 2, 2015

Chairman Johnson, Ranking Member Carper and Members of the Committee,
thank you for the opportunity to appear before you today to provide information
on the recent unauthorized attempts to obtain taxpayer data through the IRS’s
“Get Transcript” online application.

While we are continuing our in-depth analysis of what happened, the analysis
thus far has found that the unauthorized attempts to request information from the
Get Transcript application were complex and sophisticated in nature. These
attempts were made using taxpayers’ personal information already obtained from
sources outside the IRS — meaning the parties making the attempts had enough
information to clear the Get Transcript application’s multi-step authentication
process.

For now, our biggest concern is for the affected taxpayers, to make sure they are
protected against fraud in the future. We recognize the severity of the situation
for these taxpayers, and we are doing everything we can to help them.

Securing our systems and protecting taxpayers’ information is a top priority for
the IRS. Even with our constrained resources as a result of cuts to our budget
totaling $1.2 billion since 2010, we continue to devote significant time and
attention to this challenge. At the same time, it is clear that criminals have been
able to gather increasing amounts of personal data as the result of data breaches
at sources outside the IRS, which makes protecting taxpayers increasingly
challenging and difficult.

The problem of personal data being stolen from sources outside the IRS to
perpetrate tax refund fraud exploded from 2010 to 2012, and for a time
overwhelmed law enforcement and the IRS. Since then, we have been making
steady progress, both in terms of protecting against fraudulent refund claims and
prosecuting those who engage in this crime. Over the past few years, almost
2,000 individuals were convicted in connection with refund fraud related to
identity theft. The average prison sentence for identity theft-related tax refund
fraud grew to 43 months in Fiscal Year (FY) 2014 from 38 months in FY 2013,
with the longest sentence being 27 years.
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Additionally, as our processing filters have improved, we have also been able to
stop more suspicious returns at the door, rather than accepting them for
processing. This past filing season, our fraud filters stopped aimost 3 million
fraudulent returns before processing them, an increase of over 700,000 from the
year before. But, even though we have been effective at stopping individuals
perpetrating these crimes, we find that we are dealing more and more with
organized crime syndicates here and around the world.

At the same time, over the last several years, the IRS has been working to meet
taxpayers' increasing demand for self-service and electronic service options by
providing them with more web-based tools, to make their interactions with us
simpler and easier. As part of that effort, we launched the Get Transcript online
application in January 2014. Get Transcript allows taxpayers to view and print a
copy of their prior-year tax information, also known as a transcript, in a matter of
minutes. Prior to the introduction of this online tool, taxpayers had to wait five to
seven days after placing an order by phone or by mail to receive a paper
transcript by mail. Taxpayers use tax transcript information for a variety of
financial activities, such as verifying income when applying for a mortgage or
student loan.

To access Get Transcript, taxpayers must go through a multi-step authentication
process to prove their identity, consistent with many organizations in the financial
services industry. They must first submit personal information such as their
Social Security number (SSN), date of birth, tax filing status, and home address,
as well as an email address. The taxpayer then receives an email from the Get
Transcript system containing a confirmation code that they enter to access the
application and request a transcript. Before the request is processed, the
taxpayer must respond to several “out-of-wallet” questions — a customer
authentication method that is standard within the financial services industry. The
questions are designed to elicit information that only the taxpayer would normally
know, such as the amount of their monthly mortgage or car payment.

During the 2015 filing season, taxpayers used the Get Transcript application to
successfully obtain approximately 23 million copies of their recently filed tax
information. If this application had not existed and these taxpayers had to cali or
write us to order a transcript, it would have stretched our limited resources even
further. That is important to note, given our limitations during the past filing
season. We would have been much less efficient in providing taxpayer service,
not to mention the additional burden placed on taxpayers.

During the middle of May, our cybersecurity team noticed unusual activity on the
Get Transcript application. At the time, our team thought this might be a “denial
of service” attack, where hackers try to disrupt a website’s normal functioning.
QOur teams worked aggressively to look deeper into the situation during the
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following days, and ultimately uncovered questionable attempts to access the
Get Transcript application.

As a result, the IRS shut down the Get Transcript application on May 21. The
application will remain disabled until the IRS makes modifications and further
strengthens security for the application. It should be noted that the third parties
who made these unauthorized attempts to obtain tax account information did not
attempt to gain access to the main IRS computer system that handles tax filing
submissions. The main IRS computer system remains secure, as do other online
IRS applications such as “Where’s My Refund?” Unlike Get Transcript, the other
online applications do not allow taxpayers to access their personal tax data.

As they continued to investigate, our team determined that a total of
approximately 200,000 suspicious attempts to gain access to taxpayer
information on the Get Transcript application had been made between mid-
February and mid-May. About 100,000 of the attempts were unsuccessful, with
the parties making these attempts unable to work their way through the
protections in place.

But we know that the other 100,000 or so attempts to request information from
the Get Transcript application between mid-February and mid-May were
successful. We are analyzing what, if anything, was done with the personal
information of these taxpayers obtained using the Get Transcript application, and
have discovered the following:

e About 35,000 taxpayers had already filed their 2014 income tax returns
before the unauthorized attempts at access. This means that these
taxpayers’ 2014 returns and refund claims were not affected by this
fraudulent activity, because any fraudulent return subsequently filed in
their names would be automatically rejected by our systems;

« For another 33,000, there is no record of any return having been filed in
2015. This could be the case for a number of reasons. For example, the
SSNs associated with these individuals may belong to those who have no
obligation to file, such as children, or anyone below the tax filing threshold,

« Unsuccessful attempts were made to file approximately 23,500 returns.
These 23,500 returns were flagged by our fraud filters and stopped by our
processing systems before refunds were issued; and

« Since this activity occurred, about 13,000 suspect returns were filed for tax
year 2014 for which the IRS issued refunds. Refunds issued for these
13,000 suspect returns totaled about $39 million, and the average refund
was approximately $3,000 per return. We are still determining how many
of these returns were filed by the actual taxpayers and which were filed
using stolen identities. We will work with any of these affected taxpayers
who had fraudulent returns filed in their name.
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As | mentioned at the outset, our analysis thus far has found that the
unauthorized attempts to access information using the Get Transcript application
were complex and sophisticated in nature. These attempts were made using
personal information already obtained from sources outside the IRS — meaning
the parties making the attempts had enough information to clear the Get
Transcript application’s multi-step authentication process, including answers to
the out-of-wallet questions.

We believe it is possible that some of the attempts to access tax transcripts were
made with an eye toward using the information to file fraudulent tax returns next
year. For example, any prior-year return information criminals obtain would help
them more easily craft seemingly authentic returns, making it more difficult for
our filters to detect the fraudulent nature of the returns.

As noted above, since we have already disabled Get Transcript, our biggest
concern right now is for the affected taxpayers, to make sure they are protected
against fraud in the future. We recognize the severity of the situation for these
taxpayers, and have taken a number of immediate steps to assist the affected
taxpayers in protecting their data against fraud that might be perpetrated against
them. First, we have placed an identifier on the accounts of the roughly 200,000
affected taxpayers on our core tax account system to prevent someone else from
filing a tax return in their name — both now and in future years.

Second, we are in the process of writing to all 200,000 taxpayers to let them
know that third parties appear to have gained access from outside the IRS to
personal information such as their SSNs, in an attempt to obtain their tax
information from the IRS. Although half of this group did not actually have their
transcript accessed because those who were trying to gain this information failed
the authentication tests, the IRS believes it is important to make these taxpayers
aware that someone else has their personal data. We want them to be able to
take steps to safeguard their data.

Letters have already been sent to all of the approximately 100,000 taxpayers
whose tax information was successfully obtained by unauthorized third parties.
We are offering credit monitoring, at our expense, to this group of taxpayers. We
strongly encourage people who receive this letter to take advantage of this offer.
We are also giving them the opportunity to provide us with the authentication
documentation necessary to obtain an ldentity Protection Personal Identification
Number (IP PIN). This will further safeguard their IRS accounts and help them
avoid any problems filing returns in future years.

As further analysis is done, we may uncover evidence that personal information
of others, such as spouses and dependents of the taxpayers already identified,
was also compromised, and we will take similar steps to protect those
individuals.



83

More broadly, the IRS continues to work to help taxpayers who have been
victims of identity theft. For example, for the 2015 filing season, the IRS has
issued IP PINs to 1.5 million taxpayers previously identified by the IRS as victims
of identity theft. Also during this period, the IRS notified another 1.7 million
taxpayers that they were eligible to visit IRS.gov and opt in to the 1P PIN
program. Meanwhile, taxpayers living in Florida, Georgia and Washington, D.C. —
three areas where there have been particularly high concentrations of identity-
theft related refund fraud — are eligible to participate in a pilot where they can
receive an IP PIN upon request, regardless of whether the IRS has identified
them as a victim of identity theft.

In terms of our investigative work on identity theft, it is important to note that our
Criminal Investigation (Cl) division has seen an increase in identity theft crime
being perpetrated by organized crime syndicates. The IRS is working closely with
law enforcement agencies in the U.S. and around the world to prosecute these
criminals and protect taxpayers. But the fact remains that these cyber criminals
are increasingly sophisticated enemies, with access to substantial volumes of
data on millions of people.

For that reason, we recently held a sit-down meeting with the leaders of the tax
software and payroll industries and state tax administrators, and agreed to build
on our cooperative efforts of the past and find new ways to leverage this public-
private partnership to help battle identity theft. The working groups that were
formed out of this meeting have continued to meet, and later this month we
expect to announce an agreement on short-term solutions to help better protect
personal information in the upcoming tax filing season, and to continue to work
on longer-term efforts to protect the integrity of the nation’s tax system.

One of the three working groups formed out of this meeting focuses on
authentication. As criminals obtain more personal information, authentication
protocols need to become more sophisticated, moving beyond information that
used to be known only to individuals but now, in many cases, is readily available
to criminal organizations from various sources. We must balance the strongest
possible authentication processes with the ability of taxpayers to legitimately
access their data and use IRS services online. The challenge will always be to
keep up with, if not get ahead of, our enemies in this area.

Congress has an important role to play here. Congress can help by approving
the President's FY 2016 Budget request, which includes $101 million specifically
devoted to identity theft and refund fraud, plus $188 million for critical information
technology infrastructure. Along with providing adequate funding, lawmakers can
help the IRS in the fight against refund fraud and identity theft by passing several
important legislative proposals in the President’s FY 2016 Budget proposal. A
key item on this list is a proposal to accelerate information return filing dates.
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Under current law, most information returns, including Forms 1099 and 1098,
must be filed with the IRS by February 28 of the year following the year for which
the information is being reported, while Form W-2 must be filed with the Social
Security Administration (SSA) by the last day of February. The due date for filing
information returns with the IRS or SSA is generally extended until March 31 if
the returns are filed electronically. The Budget proposal would require these
information returns to be filed when copies of this information are provided to the
taxpayers, generally by January 31 of the year following the year for which the
information is being reported, which would assist the IRS in identifying fraudulent
returns and reduce refund fraud related to identity theft.

There are a number of other legislative proposals in the Administration's FY 2016
Budget that would also assist the IRS in its efforts to combat identity theft,
including: giving Treasury and the IRS authority to require or permit employers to
mask a portion of an employee’s SSN on W-2s, which would make it more
difficult for identity thieves to steal SSNs; adding tax-related offenses to the list of
crimes in the Aggravated ldentity Theft Statute, which would subject criminals
convicted of tax-related identity theft crimes to longer sentences than those that
apply under current law; and adding a $5,000 civil penalty to the Internal
Revenue Code for tax-related identity theft cases, to provide an additional
enforcement tool that could be used in conjunction with criminal prosecutions.

Chairman Johnson, Ranking Member Carper and Members of the Committee,
thank you again for the opportunity to provide information on the recent
unauthorized attempts to obtain taxpayer data through the IRS’ Get Transcript
online application. This concludes my statement, and | would be happy to take
your questions.
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Healthcare.gov Authentication Questions

Answer these questions so we can verify your
identity.

1. Please select the county for the address you provided.
MONTGOMERY
DISTRICT OF COLUMBIA
FAIRFAX
PRINCE GEORGE
NONE OF THE ABOVE/DOES NOT APPLY

2. According to our records, you previously lived on (PICKWICK). Please choose
the city from the following list where this street is located.

FILLMORE

DELANO

CAMARILLO

PORT HUENEME

NONE OF THE ABOVE/DOES NOT APPLY

3. Please select the city that you have previously resided in.
LITTLEVILLE
FAIRFIELD
WASHINGTON
FALKVILLE
NONE OF THE ABOVE/DOES NOT APPLY

4. According to our records, you graduated from which of the following High
Schools?

GERTZ-RESSLER ACADEMY HIGH SCHOOL
DAVENPORT HIGH SCHOOL

SQUTH SIDE HIGH SCHOOL

NAWA ACADEMY

NONE OF THE ABOVE/DOES NOT APPLY
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Sign Up atiirs.gov Before Crooks Do It For You

If you're aii American and haven’t yet created an account at irs.gov; you may want to take care of that before tax fraudsters create an
ateounl in your name and steal your personal and tax data in the process.

Retently, KrebsOnSeeurity hedrd from Michael Kasper, a.35-year-old reader who tried to obtain' a copy of his most recent fax transctipt with
the Tnternal Revenue Service (IRS). Kasper said he sought the transcriptafter tiying to file his taxds through thie desktop version of’
TurboTax, and being informed by. TurboTax that the IRS had rejected the request because his return-had already been filed.

Kasper said he phoned the IRS s identity theft hotline (800-908-4490) and was told a direct deposit was being made that very.same day. for his
tax refind = a request made with his Social Security number and address but to be deposited.into a bank account that he didn’{ recognize.

“Since I was alerting them that this transaction was fraudulent, their pnvacy rules prevented them from telling me any more tnformation, such
a§ the routing: numbcr and.account number of that deposit,” Kasper said, “They basically adniitted this was to protect the privacy of the
criminal, not because they were omng ta mvest!gate nght away. In fact, they were very clear that the matter would-not be investigated fuither
until a fraud affidavit and panying d were p d by mail.”

Inthe fal{o\\mg weeks Kasper contacted the IRS, who told him they had no new information on his case. When he tried to get'a teaiscript of
the fraudulent return using the “Get Transcript” funcuon on IRS gov,

hie leapned that someone had already regisiered through the IRS’s site using his Social Security number R
and aniunknovn email uddress. He learned that

“When Tealled the TRS to fix this, and spent another Hour on hold, they explained they could not tell me someong hud

what the email address was due to privacy regulations,” Kasper recatled. “They also said they could not already registered

change the email addiéss, -all they could do was ban access to eServices for my account, which they did. It thi o 3
rough the IRS's

was somnéthing at least.” L Pt
site‘using his Social

EORM 2306 i . Security rumber:
Undeterred, Kasper researched further and discovered that he could still obtain a copy of the fraudulent and ait um‘c:ww‘n‘
return by filling out the IRS Form 4306 (PDF) and paying & $50 processing fee. Several days later, the IRS email address.

mailed Kasper a phiotocopy of the fraudulent return'filed in his name — complete with the bank rowting ard
account nuniber that received the $8,936 phony refund filed in his name

“That’s right; $50 just for the nght to see my owa tetuin,” Kasper said. “And once again the right hand does not know what the fefy hand is:
doing, becauise it cost me just $50 o get them to ignore their own privacy rules. The most inte this riafe s that ihc
IRS also refuses to look at the account data itself untif 1t15 fully investigated. Banks are required by law tu report suspiciousrefund deposits,
but the IRS does not even bother to-contact banks to let them know a refund deposit was reported fraudulent, at least in the-case of md;vxdua}‘
taxpayers who call, contirm their identity and report it, just Hike I did.”

Kasper said the transcript indicates the fraudsters filed his refund request using the RS wels ted e-file webgile for those with'- -
incomes over $60,000. It also showed the routing number for First National Bank of Pcnnsylvama and the thecking accotnt numberof the.
individual who got the deposit plus the date that they filed: January 31, 2015

s : o . The transcript suggesls that the fraudsters who c}am'xed his refund had done so by copymg al I of the'data
Kasper said he from his previous year’s W2, and by i € previous year's slightly Kasper $aid he can’t
o : prove it, but he believes the scammers obtained thal W2 dater directly fron the iRS itself. after creating an
cantmpm _(’Ue it, but account at the IRS portal in his name (but using a difterent email address)and requesting his transcnpt
he believes the

scammers obtained

“The person who submitted it somehow accessed my tax return frotn the previous year 2013 tworderto hst
my employer and salary from that year, 2013, thert use it on'the 2014 teturs, instead,” Kasper said. “In

that W2 data addition, they also submitted a corrected W-2 that incréased the withholding amount by exactly $6,000 to
directly from the increase their total refund due to $8,936.”

IRS itself, after MONEY MULING
creating an aecount
at the IRS portal in

On Wednesday, March 18, 2015, Kasper tontacted First National Bank of Pennsylvania whose routing
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his name (but using number was listed in the phony tax refund request, and reached their head of account seeurity. That person
lifferent e .1' confirmed a direct deposit by the IRS for $8,936.00 was made on February 9, 2015 into an individual
adifferent emai checking account specifying Kasper's full name and SSN in the metadata with the deposit
address) and
T'(’(]ll(fgfilltl his “Shc told me that she could also see transactions were made at one or more branches in the city of )
} - v N Williamsport, PA to disburse or withdraw those funds and that several purchases were made by debit card
transcripl. in the city of Williamsport as well, so that at this point a substantial portion of the funds were gone,”
Kasper said. “She further told me that no one from the [RS had contacted her bank to raise any questions
about this account, despite my fraud report filed February 9, 2015

The head of aceount security at the bank stated that she would be glad to cooperate with the Witliamsport Police if they provided the required
tegal request to allow her 1o release the name, address. and account details. The bank officer otfered Kasper her office phone number and cell
phone to share with the cops. The First National employee also mentioned that the suspect tived in the city of Williamsport, PA, and that this
dividual seemed to still be using the account.

Kasper said the local police in his New York hometown hadn’t bothered to respond to his request for assistance, but that the lieutenant at the
Williamsport police department who heard his story took pity on him and asked him to write an email about the incident to his captain, which
Kasper said he sent later that morning

Just two hours later, he received a call from an investigator who had been assigned to the case. The detective then interviewed the individua)
who held the account the same day and told Kasper that the bank’s fraud department was investigating and had asked the person to return the
cash

“My tax refund fraud case had gone from stuck in the mud to an open case. almost overnight.” Kasper sad. “Or at Jeast it seemed to be that
simple. It turned out to be much more complex.”

For starters. the woman who owned the bank account that received his phony refund — a student at a focal Pennsylvania university — said she
got the transfer after responding 1o a Craigslist ad for a moneymaking opportunity

Kasper said the detective learned that money was deposited inte her account. and that she sent the money out to locations in Nigeria via
Western Unton wire transter. keeping some as a profit, and apparently never suspecting that she might be doing something illegal

“She has so far provided a significant amount of information, and I'm inclined to believe her story,” Kasper said. “Who would be crazy enough
to deposit a traudutent tax refund in their own checking account, as opposed to an untraceable debit card they could get at a convenience store
At the same time, wouldn't somebody who could pulf this off also have an explanation like this ready?”

The woman in question, whose name is being withheld from this story, dectined multiple requests to speak with KrebsOnSecurity, threatening
ta file harassment claims if I didn’t stop trying to contact her. Nevertheless, she appears to have been an unwitting — if not unwitling —
money mule in a scam that seeks to recruit the unwary for moneymaking schemes

The IRS’s process for verifving people requesting transeripts ts vulnerable to exploitation by fraudsters because it relies on static identifiers
and so-catfed “knowledge-based uuthentication” (KBA) — i.e. challenge questions that can be easily defeated with information widely
available for sale in the eybercrime underground and/or with a small amount of searching online.

To obtain a copy of your most recent tax transcript, the IRS requires the following information: The applicant’s name, date of birth, Social
Security number and filing status. After that data is successfully supphed, the IRS uses a service from credit bureau Equifax that asks four
KBA questions. Anyone who succeeds in supplying the correct answers can see the applicant’s full tax transcript, including prior W2s, current
W2s and more or less everything one would need to fraudulently file for a tax refund.

The KBA questions — which involve muitiple choice, “out of wallet™ questions such as previous address, loan amounts and dates — can be
successfully enumerated with random guessing. But in practice it is far easier, said Nicholas Weaver, a researcher at the International
Computer Science Institute (ICS1) and at the University of Califoruia, Berkeley.

“Tdid it twice, and the first time it was related to my current address, one old address question, and one “which credit card did vou get’
question,” Weaver said. “The second time it was two questions related 1o my current address, and two related to a car foan I paid off in 2007

The second time round. Weaver said a few minutes on Zillow com gave him all the answers he needed for the KBA questions. Spokeo solved
the “old address” questions for him with 100% accuracy

“Zillow with my address answered all four of them, if you just assume ‘moved when I bought the house’,” he said. “In fact, 1 NEEDED to use
Zillow the second time around, because damned if T remember when my house was built. Se with Zillow and Spokeo data, it isn’t even 1 in
256, it's 1in 4 the first time around and 1 in 16 the second, and you don’t need o guess blind either with a bit more Google searching.”

if any readers here doubt how easy it is to buy personal data on just about anyone. check out the story 1 wiute in December 2014, wherein [
was able to find the name, address, Sacial Security number, previous address and phone number on all current members of the U.S. Senate
Commerce Committee. This information is no longer secret {nor are the answers to KBA-based questions), and we are all made vulnerable to
identity thefl as long as institutions continue to rely on static information as authenticators. See my_recent sty on Apple Pay for another
reminder of this fact

Unfortunately, the IRS is not the only government ageney whose reliance on static identifiers actually makes them complicit in facilitating
identity theft against Americans The same process described to obtain a tax transcript at irs.gov works to obtain a free credit report from
annualcreditreport.com, a Web site mandated by Congress. In addition, Americans who have not already created an account at the Secial
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Security Administration under their Social Security number are vulnerable to crooks hijacking S8A benefits now or in the future. For more
on how crooks are siphoning Social Security benefits via government sites, check out thig story

Kasper said he’s grateful for the police report he was able to obtain from the the Pennsylvania authorities because it allows him to get a freeze
on his credit file without paying the customary $5 fee in New York to place and thaw a freeze

Credit freczes prevent would-be creditors from approving new lines of credit in your name — and indeed from even being able to view or
“pull” your credit file — but a freeze will not necessarily block fraudsters from filing phony tax returns in your name

Unless, of course, the scammers in question are counting on obtaining your tax transcripts through the IRS’s own Web site. According to the
IRS, people with a credit freeze on their file must lift the freeze (with Equifax, at feast) before the agency is able to continue with the KBA
questions as part of its verification process

Update, 10:46 p.m., ET: The link included in the first paragraph of this story divecting readers to create an account with the IRS is currently
returning the message: “We are currently experiencing technical issues and unable to process new registrations.”

Tags: Haitax, s, KBA. Wy return fraud, Zallow
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Nextgov

Other Agencies Use Same Log-on
Procedures as Exploited IRS Site

By Aliya Sternstein
May 27, 2015

Login procedures exploited by crooks to steal tens of millions of dollars from the Internal Revenue
Service are also used by HealthCare.gov, the Social Security Administration, and the U.S. Citizenship
and Immigration Services to help administer benefits.

And that’s raising questions about once tried-and-true identity-protection measures.

First, let’s explain how the IRS caper played out, according to the tax agency's disclosure Tuesday. ID
thieves used previously stolen Social Security numbers and other, likely public, personal information
Get Transcript" service.

v«

on 100,000 taxpayers to access the IRS

The transeripts displayed for the criminals each victim's previous tax filings. Data from the filings was
then used to submit roughly 15,000 fraudulent applications for tax refunds totaling under $50 million,
IRS officials said.

Now, here's the problem with IRS' layered security, according to experts: "Get Transcript” relies on an
ID-verification process that requires entering a Social Security number, date of birth and street
address, as well as answering “challenge questions,” such as, “Which of the following streets have you
lived on?” The former can be bought on the underground “Dark Web.” The latter often can be found on
free or fee-based databases and social media sites.

What was once private information is now available for public consumption on the World Wide Web.

The Q&A procedure is known as "knowledge-based authentication,” or KBA. Crooks with purloined
credentials and the right knowledge faked out the IRS and could likewise skirt access controls on other
government benefits sites that depend on Q&As, some security researchers say.

It's unclear what other ID checks, if any, are used by HealthCare.gov and USCIS in addition to Q&A
method. Officials at those agencies were not immediately able to comment.

A difficulty with KBA is that the quality of the challenge questions varies wildly.

"There are no standards today that allow the effectiveness of different KBA solutions to be measured
against each other — and without it, it’s hard for KBA customers to know exactly what kind of quality
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they are buying," said Jeremy Grant, the recently departed senior executive adviser for identity
management at the National Institute of Standards and Technology.

"KBA is not perfect, but, to date, it's been the best the market has had to offer when it comes to remote
identity proofing — meaning solutions that give people the ability to prove their identity without the
hassle of having to show up in person someplace,” said Grant, who stepped down one month ago.

This sort of authentication is used on HealthCare.gov, mySSA and USCIS.gov to file for health
insurance subsidies, access one's Social Security history and legal immigrant status, respectively.

A criminal can buy user IDs, passwords and KBA answers on the underground black market, said
Chenxi Wang, a vice president at security firm CipherCloud. The puzzle pieces needed to put together a
personality "are often available as a bundle,” she said.

IRS officials said that’s likely what happened with the “Get Transcript” breach. The tax refund crooks
already had taken, from "non-IRS sources,” the Social Security numbers, dates of birth and street
addresses necessary to access the online feature. The bad guys also exploited "an outside source” to
gain enough information to answer "several personal verification questions that typically are only
known by the taxpayer.”

Over the past few years, there have been many data breaches that compromised individuals’ Social
Security numbers and other personal details. They include attacks on, among other organizations,
hospitals nationwide, several health care insurers, Lexis Nexis and Sony.

A safer mechanism for taxpayer registration would have been a two-step sign-on process that also
required, for instance, a one-time pass code sent to the user's smartphone, many analysts said.
Two-factor authentication "is more secure than KBA, but is also more cumbersome a user experience,”
Wang said.

On Thursday, Social Security officials said KBA questions are utilized in conjunction with personal
records to confirm users are who they claim to be, but the agency also offers people optional two-factor
authentication,

“We use knowledge-based questions as another layer of protection and work regularly with an external
service provider to enhance our approach for using these types of out-of-wallet questions,” Social
Security spokeswoman Nicole Tiggemann said. “We work hard to ensure our online services are safe
and the public’s privacy is protected.”

The IRS had the opportunity to switch to a more secure authentication arrangement but decided
against it. A 2013 study that IRS officials helped author with NIST illustrated that using outside,
governmentwide ID-check services, like those offered by Verizon or Symantec, could have saved them
up to $305 million a year compared with the cost of maintaining their own in-house ID-proofing
system.

The governmentwide ID companies also use KBA, but those providers must undergo a stringent
certification process before they can sell to agencies.



91

"Even without considering any reduction in fraud from improved authentication of taxpayers, the
adoption of improved online identity management would result in a net benefit of $74 million to $305
million annually, relative to continuing current operations,” NIST National Strategy for Trusted
Identities in Cyberspace officials gaid in July 2013.

The savings would come "primarily from eliminating the need for the IRS to pay to identity proof all
users individually. Under an NSTIC-aligned authentication system, the IRS could instead accept
third-party trusted credentials already strengthened by identity proofing. These third parties would be
able to spread out the identity proofing costs across many relying parties at which the credential would
be accepted.”

The IRS decided not to make this ID security change.

Alternatively, the study recommended expanding the number of challenge questions and requiring
every taxpayer to have a PIN number.

(Image via wkipo3amike/ Shutterstock.com)

By Aliya Sternstein
May 27, 2015

http:/Awww.nextgov.com/cybersecurity/2015/05/how-breach-government-benefits-site/ 113869/
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Senator Ayotte QFRs June 2, 2015 Hearing Senate HSGAC
The IRS Data Breach: Steps to Protect Americans’ Personal Information

Question #1:

If a tax-fraud victim calls the IRS o report that a fraudulent return has been filed in
his/her name, is the IRS able to stop fraudulent refunds by either cancelling a paper
check or informing a recipient bank for fraudulent direct deposit refunds?

If not, what authority would the IRS need to be able to stop fraudulent refunds that are
in process?

Would the Social Security Identity Defense Act of 2015 (S. 1323), which | cosponsored
with Senators Johnson and Warner, provide you with sufficient authority to do so?

Would authority to stop fraudulent refunds that are in process be beneficial to the IRS?
Response:

Most often, by the time the taxpayer warns the IRS they did not file the return in
question, the refund has already been issued and the funds withdrawn from the
account. If, however, the refund has not been issued, then the IRS can stop the refund
from being released.

During criminal investigations, we coordinate efforts for revenue recovery from financial
institutions directly or through the Bureau of Fiscal Services (BFS). Through the
External Leads Program, we currently work with nearly 500 financial institutions that
voluntarily provide IRS information regarding questionable refunds that the financial
institution has received either from a direct deposit refund or a Treasury check being
deposited. The IRS reviews the lead information and works with the financial institution
to return the available funds.

There are currently no regulations that mandate a financial institution provide IRS leads
or questionable refunds. We work with internal and external groups such as the
Electronic Payments Association (NACHA), Network Branded Pre-paid Card
Association (NBPCA), American Coalition for Taxpayer Rights (ACTR), and Financial
Services Roundtable (FSR BITS) to conduct outreach to increase participation in the
External Leads Program and share strategies for revenue protection.

As mentioned above, it is largely a matter of timing (not a lack of authority) that hinders
our efforts to stop some refunds. However, we look forward to working with you to
address any issues of authority in this area.

Question #2:

Since taxpayers are able to request their tax transcripts by filing Form 4508, has the
IRS considered creating an opt-out mechanism for taxpayers that wish to not participate
in the “Get Transcript” application?
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While taxpayers would have to sacrifice the convenience of using the “Get Transcript’
application, some taxpayers may forego the convenience to keep their personal
information offfine and to reduce potential access points to that information.

Response:

Although the “Get Transcript” application is shut down while the IRS works to strengthen
the system, taxpayers have the option of contacting the IRS if they have concerns about
their online account and can request that it be disabled (after completing the identity
proofing process). In addition, we are developing automated disable and enable
capabilities for all taxpayers. This will allow the taxpayer to disable or enable all online
activity for their SSN after completing the identity proofing process.

Question #3:

| understand that there is a $50 charge to obtain tax transcripts using Form 4506.
Would it be possible to waive this fee for tax fraud victims?

Response:

There is no cost to obtain a tax return transcript. Transcripts can be ordered using Get
Transcript by Mail on IRS.gov; by calling the toll-free line, 1-800-908-9946; or by
completing, and mailing or faxing Form 4506-T, Request for Transcript of Tax Return, or
Form 4506-EZ, Short Form Request for individual Tax Return Transcript.

The $50 fee is only required for requests to receive an exact photocopy of a tax return,
with all attachments, using Form 4506, Request for Copy of Tax Return.

In most cases, the free transcript is all a taxpayer will need. For instance, taxpayers
would request this transcript to verify income and marital status to a lender for student
loans or a mortgage. Taxpayers would request an exact photocopy of a tax return from
the IRS in limited circumstance, for instance if the taxpayer did not retain a copy of the
return they filed.

Question #4:

How is the IRS going to create a secure, trusted ecosystem that protects all taxpayers,
including the most vulnerable such as the poor, elderly, and the non-taxed (minors)
when we know that those individuals are not included in the data the IRS obtains from
the credit bureaus?

Response:

The IRS is working to protect the data of all taxpayers, including those with little to no

credit history. One of the ways the IRS protects this data is through authentication and

identity verification policies across channels (e.g., phone, correspondence, online via e-
2
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Authentication, in-person) using internal IRS and third party data. Credit reporting
questions include both credit and non-credit related questions so that individuals with
limited credit histories may be able to pass our e-Authentication identity verification.

For taxpayers with no credit history, the IRS provides multiple channels for obtaining
services such as tax transcripts, which do not rely on data from credit bureaus.
Taxpayers can have a transcript mailed to their address of record by using Get
Transcript by Mail on IRS.gov; by calling the toll-free line, 1-800-908-9946; or by
completing, and mailing or faxing Form 4508-T, Request for Transcript of Tax Return, or
Form 4506-EZ, Short Form Request for Individual Tax Return Transcript.

The IRS is considering additional enhancements to the e-authentication eco-system.
These include increasing the level of assurance on all on-line services. Additionally, IRS
is reviewing e-authentication options which will strengthen our systems while allowing
wider use by more demographic groups, including individuals with limited credit history.

The IRS continually analyzes and implements technology solutions to improve
authentication and the early identification of potentially fraudulent returns. As criminals
obtain more personal information, authentication protocols need to become more
sophisticated, moving beyond information that used to be known only to individuals and
credit bureaus but now, in many cases, is readily available to criminal organizations
from various sources. We must balance the ability of taxpayers to legitimately access
their data and use IRS services online with the strongest possible authentication
processes.

Realizing that the IRS is only one stakeholder in the battle against identity theft, we
organized a Security Summit that was held in March 2015 with state tax administrators,
tax software leaders, and payroll processing agents. During the Summit, we identified
numerous new data elements that can be shared at the time of filing to help
authenticate a taxpayer and detect identity theft refund fraud. The data will be submitted
to the IRS and states with the tax return transmission for the 2016 filing season.

Question #5:

! understand that the IRS is currently running a pilot IP PIN program for taxpayers that
reside in Florida, Georgia and DC, if they choose to opt in.

How long has this pilot program been running?

Response:

In 2014, the IRS piloted a program to provide an Identity Protection Personal
Identification Number (IP PIN) to taxpayers who filed their prior year tax return in
Florida, Georgia, or Washington, DC, and successfully obtained an Electronic Filing PIN
(EFP) using the online application. Those states were chosen because they were the
areas with the highest per-capita rate of identity theft.

3
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In 2015, all taxpayers who filed their tax year 2013 return in Florida, Georgia or
Washington, DC, are eligible to get an [P PIN. There is no longer any connection
between getting an IP PIN and an EFP.

Are there any plans to expand the program to allow more taxpayers to opt into the IP
PIN program?

If so, when does the IRS plan to expand this program?
Response:

We continue to analyze the benefits of the IP PIN program, the possibilities for future
use, and the cost involved in expanding the program. In addition to taxpayers who filed
tax year 2013 returns in Flotida, Georgia, or Washington, D.C., we currently offer IP
PINs to taxpayers with indications of stolen identity tax refund fraud, rather than to those
who have received notice of unauthorized access to their personal data. With our
present resource constraints, it is not possible for us to routinely offer an IP PIN to
everyone who has been a victim of identity theft through breaches at other agencies or
in the private sector.

The IP PIN is one tool in our identity protection strategy. We are also exploring other
tools and solutions to increase security of taxpayer data available to a wider cross
section of taxpayers. For example, as a resuit of the recent Security Summit we are
looking at strengthening authentication at the point of filing through coltaboration with
state tax administrators, tax software leaders, and payroll processing agents. During
the Summit, we identified numerous new data elements that can be shared at the time
of filing to help authenticate a taxpayer and detect identity theft tax refund fraud. The
data will be submitted to the IRS and states with the tax return transmission for the 2016
filing season.

Question #6:
Has the IRS sought input from states on how they are battling tax fraud?
Response:

The IRS and state tax administrators communicate regularly and share best practices in
the battle against tax fraud. In March 2015, the IRS convened a Security Summit with
state tax administrators, chief executive officers of tax preparation and software firms,
and tax financial product processors to discuss emerging identity theft threats and
expand existing collaborative efforts to stop fraud.

As a result of this summit, an agreement was reached to identify new steps to validate
taxpayer and tax return information at the time of filing. The tax industry will increase the
information it shares with government regarding suspected identity fraud, including
analytics used to identify fraud schemes and locate indicators of fraud patterns . More
information is available on our website at hitp://www.irs gov/uac/Newsroom/IRS-and-

4
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Industry-and-States-Take-New-Steps-Together-to-Fight-Identity-Theft-and-Protect-
Taxpayers”

The groups agreed to expand sharing of fraud leads with the IRS. Currently, the IRS
obtains this analytical information from some groups, but not all. For the first time, the
entire tax community will share aggregated analytical information about their filings with
the IRS to help identify fraud. This post-return filing process has produced valuable
fraud information because trends are easier to identify with aggregated data. The
expanded effort will ensure a level playing field so everyone approaches fraud from the
same perspective, making it more difficult for the perpetration of fraud schemes.

in addition to continuing cooperative efforts, the groups will look at establishing a
formalized Refund Fraud Information Sharing and Assessment Center (ISAC) to more
aggressively and efficiently share information between the public and private sectors to
help stop the proliferation of fraud schemes and reduce the risk to taxpayers. This
would help in many ways, including providing better data to law enforcement to improve
the investigations and prosecution of identity thieves.

Participants from the tax industry agreed to align with the IRS and the states under the
National Institute of Standards and Technology (NIST) cybersecurity framework to
promote the protection of information technology (IT) infrastructure. The IRS and the
states currently operate under this standard, as do many in the tax industry.

The IRS, industry, and states agreed that more can be done to inform taxpayers and
raise awareness about the protection of sensitive personal, tax, and financial data to
help prevent refund fraud and identity theft. These efforts have already started, and will
increase through the year and expand in conjunction with the 2016 filing season.

Question #7:

Has the IRS fully assessed the costs and benefits of accelerating W-2 deadlines?
In November 2014, the IRS reported that it convened a working group of internal
stakeholders and subject-matter experts to identify the costs and benefits of

accelerating Form W-2, Wage and Tax Statement, deadlines.

Has the working group identified and considered the potential impacts on internal and
external stakeholders? If so, please provide my office with a copy of the report.

In addition, please provide my office information on the IRS systems and work
processes that will need to be adjusted to accommodate earlier, pre-refund matching of
W-2s and identify timeframes for when these changes could be made.

Response:
The IRS convened a working group of internal stakeholders and subject matter experts

to identify the costs and benefits of accelerating Form W-2 deadlines in November
5
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2014. The core activities of the subject matter experts began in January 2015, following
the completion of the filing season start up, and resulted in a June 2015 assessment.
When finalized, the report will address your questions and will serve as the response to
a recent GAO recommendation surrounding this issue.

Accelerating information return filing due dates would greatly enhance the IRS's ability
to verify suspicious returns earlier in the return filing process and help us do a better job
of stopping improper payments. The IRS has partnered with key stakeholder groups to
explore the impacts of accelerating third party information return deadlines. The majority
of stakeholder groups conceptually agree that accelerating information reporting would
benefit tax administration. Potential impacts are being considered for the following
stakeholders: taxpayers; tax professionals and payroll organizations; software
providers; and government entities. The IRS is in the process of drafting the report in
response to the recommendation in GAO-14-633, Identity Theft, Additional Actions
Could Help IRS Combat the Large, Evolving Threat of Refund Fraud. (See attachment)

In addition to this working group, the IRS issued temporary and proposed regulations in
August, 2015, that would remove the automatic 30-day extension of time to file certain
information returns and instead allow only a single non-automatic extension of time to
file, beginning with forms in the W-2 series (except Form W-2G) that are due after
December 31, 2016. The IRS is seeking comments on the proposed regulations by
November 12, 2015.

Question #8:
How many financial institutions and other government agencies participate in the
External Leads program?

In August 2014, TIGTA recommended that the “IRS establish more consistent time
frames to verify leads based on analysis of current and historical lead verification data
and, once established, communicate these verification time frames with external
partners; develop a process to ensure that leads are verified within established time
frames,; and consolidate the current four lead inventory tracking systems into a single
tracking system and ensure that key information is captured as to how each lead is
resolved.”

What changes has the IRS made on these recommendations? Is any congressional
action needed to help the IRS make the most of this program?

Response:
The IRS revised the processing timeframes related to the External Leads Program and

the updates will be reflected by October 2015 in the Internal Revenue Manual (IRM)
Section 25.25.8, Revenue Protection External Lead Procedures.

Through the External Leads Program, the IRS receives leads on questionable tax
refunds identified by partner institutions, including financial institutions, government and
law enforcement agencies, state agencies, tax return preparation entities, and other

6
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sources. We currently receive referrals from 4985 sources. A consolidated database was
created to track the status of each lead to ensure timely processing and information
sharing session meetings have been scheduled with external sources to discuss results
from the leads that they had provided to ensure new and emerging fraud trends are
being identified and refunds stopped. .

The IRS is also in the process of updating the Publication 5033, IRS External Leads
Program: Fact Sheet on Submitting Leads. This document provides our external
stakeholders with guidance on how to submit leads, as well as the applicable IRS
timeframes for response. The publication indicates that the IRS will contact the financial
institution within 10 business days of the original lead and inform them of the total
amount of funds that should be returned to the IRS along with an indemnification letter
prior to transmittal of funds. The publication provides external sources a response for
their account holders if they inquire about their refund after the financial institution
returned the funds to the IRS, providing a 6-8 week timeframe for their account to have
information readily available.

We continue working to increase participation in the External Leads Program and are
analyzing options for recommendations. We don't believe additional statutory authority
is needed at this time.
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Attachment to Response to Sen. Ayotte Question 7

Date: September 22, 2015

Subject: IRS comments on recommendation #1 in GAO-14-633, Identity Theft — Additional
Actions Could Help IRS Combat the Large, Evolving Threat of Refund Fraud

Responsible Function: Director, Business Modernization Office, Wage and Investment
Division (W&}

GAO-14-633: The Government Accountability Office (GAQ) recommended that RS fully
assess the costs and benefits of accelerating Form W-2, Wage and Tax Statement deadlines
and provide information to Congress on;

» The IRS systems and work processes that will need to be adjusted to accommodate
earlier, pre-refund matching of Forms W-2 and then identify timeframes for when these
changes could be made;

« Potential impacts on taxpayers, IRS, Social Security Administration (SSA), and third
parties; and

* What other changes will be needed (such as delaying the start of the filing season or
detaying refunds) to ensure IRS can match tax returns to Form W-2 data before issuing
refunds.

Title: Accelerating Form W-2, Wage and Tax Statement Deadlines

Scope: GAO-14-633 indicated that certain characteristics of the current tax processing
system hamper IRS' ability to effectively verify taxpayer information, specifically Form W-2
data, prior to issuing refunds. IRS convened a working group of internal stakeholders and
subject matter experts to identify the costs and benefits of accelerating Form W-2 deadlines.
The scope of the working group was to:

« Address the current state of IRS systems and work processes and the requisite
adjustments or enhancements that will be necessary to meet the objective of using
accelerated Form W-2 information;

» Identify and consider the potential impacts on internal and external stakeholders;

+ Identify and evaluate other changes that may be necessary in order to match Form W-2
data to tax returns prior to issuing refunds.

Executive Summary: Stopping identity theft and refund fraud is a top priority for the Internal
Revenue Service. The IRS is continually reviewing and updating processes and policies to
minimize the incidence of identity theft and refund fraud. As a result of aggressive efforts to
combat identity theft, the IRS has stopped 19 million suspicious returns and protected more
than $63 billion in fraudulent refunds from 2011 through October 2014. For the 2015 filing
season, IRS assigned more than 3,000 IRS employees to work on identity theft-related
issues - more than twice the number of people working on these cases in 2011, These
employees are working to prevent refund fraud, investigate identity theft-related crimes and
help taxpayers who have been victimized by identity thieves. While the IRS has made
considerable progress in this area, more work remains, Fighting identity theft is an ongoing
battle as identity thieves continue to create new ways of stealing personal information and
using it for their gain'.

! hitp/fwww.irs goviuac/Newsroom/) IRS-Combats-Identity-Theft-and-Refund-Fraud-on-Many-Fronts-2015
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Third party information returns, including Form W-2, can serve an increasingly important role
in preventing tax return based identity theft and refund fraud in the pre-refund environment.
The IRS supports accelerating the filing deadline of Form W-2 to January 31. The
introduction of more Form W-2 data into our tax return screening strategy, earlier in the filing
season, would enhance IRS' ability to perform risk-based analysis of tax returns to identify
cases of potential identity theft and refund fraud before refunds are issued, further
strengthening pre-refund processing defenses.

Accelerating the filing deadlines of Forms W-2 alone will not permit IRS to meet all of the
objectives associated with this strategy. The individual components of a systems-based
approach, along with supporting legislative, regulatory and policy changes, as well as IRS
adjustments or enhancements to systems, business processes and staffing requirements,
would permit IRS to maximize the benefits of using the accelerated W-2 data. Earlier
information return and W-2 data provides immediate benefits through expansion of the use of
W-2 data in the Return Review Program (RRP)?. However, the following components in Table
1, in whole or in part, could allow the IRS to fully maximize the benefits of receiving
information returns earlier.

Table 1: Components of a Systems-Based Approach to Maximizing the Benefits of Form W-2 Acceleration

Is legislative
Component or Sg:“gémy Timeframe
required?

Accelerate the due date for filing Form W-2 with v One year after legislative proposal is
SSA to January 31° es adopted
Eliminate the extensions to file Form W-2, Yes One year after legislative proposal is
regardless of filing method adopted
Reduce requirement to electronically file Form W- Ye One year after legislative proposal is
2 from 250 to five® ¢ adopted
Provide IRS with %reater flexibility to address Yes One year after legisiative proposal is
correctable errors adopted

: ! Filing season following adoption of
Delay the processing of tax returns untit W-2 No legisiati
N - . gislative proposal to accelerate the
information return data becomes available Form W-2 due date
Expand the use of W-2 data as a component of
risk-based tax return assessments with identity No Fiting season following adoption of
theft and fraud filters, delaying refund issuance for legislative proposal
certain suspicious tax returns

*The RRP is a major IRS project under development that in Filing Season 2015 has already become a major contributor in
pre-refund identity theft fraud detection. The RRP is being designed to replace the EFDS analytics with powerful ‘next
generation” analytics and processing power, enhancing many aspects of IRS compliance activity through being able to
evaluate and assign a non-compliance probability score on mitlions of tax returns each day. The RRP, if provided adequate
funding, is envisioned to perform historical filing consistency and linked-return analysis combined with advanced analytics
and rapid processing speed to review massive amounts of returns for potential noncompliance and fraud, including identity
theft and other types of non-compliant filings. All potential non-compliant or fraudulent returns will be sent downstream for
case management and the appropriate treatment, depending on the type and level of non-compliance.

* From the General Explanations of the Administration’s Fiscal Year 2016 Revenue Proposals (Green Book): Rationalize
Tax Return Filing Due Dates So They Are Staggered.

* Disaster extension requests will continue to be considered.

* From the General Explanations of the Administration’s Fiscal Year 2016 Revenue Proposals (Green Book): Enhance
Electronic Filing of Returns.

¢ From the General Explanations of the Administration’s Fiscal Year 2016 Revenue Proposals (Green Book): Provide the
IRS with Greater Flexibility to Address Correctable Errors.
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Accelerating Form W-2, Wage and Tax Statement Deadlines

A. Current State: Form W-2, unlike most other types of information returns which are filed
directly with IRS, is currently’ mandated to be filed with the $SA in accordance with the

timeframes identified in Table 2. For Tax Year 2013, over 232M Forms W-2 were

filed with SSA, 88.7 percent electronically and 11.3
Table 2: Current Form W-2 Filing Deadlines percent by paper. Form W-2 filers that file 250 or
more Forms W-2 are required to file electronically;
hiowever, there are no restrictions on efectronic

Paper Electronic filing for lower volumes. The SSA reguires
Form W-2 Due Date | Last day of February March 31 significantly longer processing times o process
First Extension’ March 31 Aprit 30 paper filed Forms W-2, sometimes as fate as
Second Extension® April 30 May 31 August or September, well after filing season.

The SSA processes Forms W-2 and transmits the data elements to the IRS for purposes of
tax adminisiration. The IRS’ Form W-2 data processing flow generally consists of three major
milestones: intake, processing and posting. Due to system limitations, key processing steps
in the IRS treatment of Form W-2 data rely on batch versus daily processing, affecting the
capacit¥ and speed in which the data can be posted to the Information Returns Master File
(IRMF)®. Once the Form W-2 data is posted to the IRMF, it generally becomes available for
pre-refund fraud detection immediately. Table 3 illustrates the typical delay in the W-2 data
becoming available to IRS systems following receipt from SSA. This condition is largely
caused by the current Form W-2 filing deadlines and IRS systems limitations, which combine
to result in the Form W-2 data not being available to IRS until well into the filing season, after
the majority of refunds have been disbursed.

Table 3. Accumulated Total of Forms W-2 that were Posted to IRMF per Tax Year (TY):

Cycle 6 Cycle 9 Cycle 14 Cycle 17
TY2014 20,501,061 59,578,345 197,607,675 205,213,454
TY2013 0 228,113 138,562,744 199,204,184
TY2012 15,900,154 30,910,321 175,794,451 192,285,199
TY2011 0 0 127,604,873 181,926,210

Notes:

TY2013 W-2s were delayed by Govermment Shutdown until Cycle 8.
TY2011 W-25 were not processed by IRS until Cycle 12,

Cycle 6 is around 1 to 2" week of February,

Cycle 9 is around 1% week of March.

Cycle 14 is around 1% week of April.

Cycle 17 is around 1™ week of May.

e e

7 IRS issued temporary regulations in August 2015 that will remove the automatic extension of time to file information
returns on forms in the W-2 series (except Form W-2G). The temporary regulations, if adopted, wiil allow only a single 30-
day non-automatic extension of time to file these information returns, effective for filing season 2017,

® Filers do not need to provide cause for this request.

° Filers must provide cause for this request (i.e. disaster).

' The IRMF is the IRS database for information returas. The IRS® Information Technology organization has initiated a
multi-year strategy to modernize Information Return processing to address existing processing fimitations. The
modernization will consolidate intake technologies and processes, leverage new data formats, and store data in a relational
database, increasing the IRS' ability to use the information collected to support compliance activities. Tentatively, the Form
W-2 processing flow will shift from legacy processing to the modernized platform in Processing Year (PY) 2018 or 2019.

3
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To address the lag time in receiving third party information returns, inciuding Form W-2 data,
due to current filing deadlines, the IRS’ pre-refund identity theft program has evolved along
with the increase in identity theft, and IRS has increased its screening of returns for identity
theft and fraud at multiple points in the processing cycle. The Return Integrity and
Compliance Services (RICS) organization is responsible for key components of IRS' pre-
refund defenses. All refund returns flow through the Electronic Fraud Detection System
(EFDS), Dependent Database (DDb) and the RRP, which contain sophisticated fraud models
and filters developed from historical fraud characteristics used to identify questionable
income, withholding, refundable credits and taxpayer identity. In addition to these systemic
fraud checks, the IRS performs manual analysis of tax returns with characteristics that
indicate refund schemes. If detected, processing holds are placed on certain suspicious
refunds until they can be validated with Form W-2 and/or other third party information. These
traditional fraud detection/revenue protection methods address millions of questionable
returns each year.

B. Requisite Adjustments or Enhancements to IRS Systems and Work Processes: An
IRS working group concluded that the most efficient start-up strategy to expand the use of
Form W-2 data in the pre-refund environment is to leverage the capabilities of the RICS RRP.
In its present version, the RRP receives and loads information returns, to include available
Form W-2 data, from the IRMF on a weekly basis and stores the data in an integrated data
warehouse that combines the information with taxpayer data for data mining, runtime scoring,
and research. As a component of its analysis, the RRP systemically flags returns with
potential identify theft for treatment that results in identity theft indicators being placed on the
account (in conjunction with EFDS and DDb), freezing further processing and the issuance of
refunds.

Accelerating Form W-2 deadlines would allow RICS to feed more data, earlier, into the RRP
and EFDS which, in turn, would accelerate the incorporation of Form W-2 data into risk-
based analysis of tax returns in the pre-refund environment. Sending the data earlier to the
RRP would likely reduce false positives passed downstream to the EFDS that require manual
processing to reconcile. The RRP/EFDS/DDb systems can accommodate the accelerated W-
2 data with limited enhancements, but may increase RICS staffing requirements for manual
review of flagged returns.

The following adjustments or enhancements must be made to IRS systems and work
processes to meet the objective of using accelerated Form W-2 data:

IRS Systems
* Improve access to W-2 data processed by the SSA — $2.579M in Information Technology
(IT) funds and 18 Full Time Equivalent staff years' to:
o Fund additional IT equipment and programming support to provide the IRS with
improved access to W-2 data processed by the SSA, specifically Forms W-2 and
W-3, Transmittal of Wage and Tax Statement, more quickly.
o Accelerate the posting cycles of Form W-2 data to the IRMF to make the data
available to downstream systems'?,

‘' IRS FY 2016 President’s Budget
2 IRS typically begins processing Form W-2 data around February 16. Without any changes, IRS is seeking to begin
processing on January 27, 2016, for TY 2015. In PY 2017/TY 2016, provided with adequate resources, the IRS is aiming to
begin processing Form W-2 data around January 4™ (pending final IRS/SSA agreement).

4
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« Modify the IRMF programming to ensure that the correct tax year indicator is applied to
the accelerated Form W-2 data for downstream processing {estimated cost $200K).

Work Processes

« Expand pre-refund treatment streams for those tax returns with W-2 discrepancies related
to identity theft, refund fraud and non-compliance. To alleviate some of the burden this
would put on IRS resources, new policies, processes and guidelines would have to be
implemented, including a change to math error authority *®, which must be legislated.

+ Assess related staffing requirements to address potential increase in volume of cases
requiring manual review prior to refund issuance. When identity theft or fraud filters
identify Form W-2-related discrepancies, the wage information attached to the return must
be manually verified. Having more Form W-2 data upfront could potentially lead to a larger
volume of returns requiring income verification and reconciliation prior to releasing
refunds, thus requiring additional resources'.

+ Assess customer service needs for taxpayers whose refunds are delayed. When the [RS
takes an action on a taxpayer's account to delay a refund, they are provided with a
method to contact the IRS to address the discrepancies so the refund can be released.

C. Stakeholder Impact: The IRS has partnered with key stakeholder groups to explore the

impacts of accelerating third party information return deadlines. The majority of stakeholder

groups conceptually agree that accelerating information reporting would benefit tax

administration. Potential impacts were considered for the following stakeholders:

« Taxpayers

+ Tax Professionals and Payroll Organizations

« Software Providers

« Government Entities: IRS; SSA; National Taxpayer Advocate Service (TAS); GAQ;
Treasury Inspector General for Tax Administration (TIGTA)

Taxpayers: The [RS typically issues more than nine out of ten refunds in less than 21 days
and taxpayers have grown accustomed to this efficiency. A delay in the processing of tax
returns untit W-2 information return data becomes available would result in a corresponding
delay in issuing refunds, primarily impacting those taxpayers who file prior to mid-February.
Taxpayers relying on refunds earlier in the year may incur a financial hardship; however, the
impact could be expected to normalize in subsequent years, as taxpayers adjust to the new
filing season processing timeframe. Additionally, taxpayers who do not have consistent
income and withholding information may be required to interact with the IRS before their
refunds are released, extending normal processing times.

Tax Professionals and Payroll Organizations: Generally, the third party tax professional
community has communicated that they recognize the benefits of accelerating the Form W-2
deadline to prevent identity theft and refund fraud; however, they believe the change would
also impact their current operating models. Table 4 identifies issues that are representative of
their concerns with Form W-2 due date acceleration. Many of these concerns would be
applicable to employers as well.

" From the General Explanations of the Administration’s Fiscal Year 2016 Revenue Proposals (Green Book): Provide the
IRS with Greater Flexibility to Address Correctable Errors.
" The President’s fiscal 2016 budget request inctudes $101 million specifically devoted to identity theft and refund fraud.

5
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Table 4: lHustrative Summary of Tax Professional Concerns with Accelerated W-2 Filing Deadlines

Concern Impact
Form W-2 information may be inaccurate due to the lack of complete information for items
such as third-party sick pay and state disability pay information which is not due to employers

incomplete

Information until January 15 for inclusion on an employee’s Form W-2,
Information reported on the Form W-2 comes from a variety of sources. Accelerating the
Aceuracy reportin%date increases the potential for errors, Some industry groups estimate six to giglfﬂ
percent” of employers would have to adjust the Form W-2 data after the original submission
on January 31 (the current adjustment rate is approximately one to two percent) .
Condensed With only 31 calendar days to g?tber and process payroll records after the year-end, some
Time Frames employers may experience strain in gathering the Form W-2 data elements, as well as

performing year-end adjustments and reconciliation.

increase In inaccuracies or incomplete Form W-2 information may result in increased filing (two to six
Corrections percent) of Form 94 1-X, Adjusted Empioysr’s Quarterly Federal Tax Return or Claim for

Or Amended | Refund, Form W2C, Statement of Corrected Income and Tax Amounts (adjusted Forms W-2)
Returns and Form 1040X, Amended U.S. Individual Income Tax Return.

Software Providers: Software providers may need to modify or update their software
packages and programs, requiring sufficient lead time to meet the new requirements.
Adequate time must also be provided for testing and IRS approval of the modifications.

Government Entities:

IRS: Accelerating the Form W-2 filing deadline to January 31 would compress the time
required for the IRS to receive and process Form W-2 data. This would occur at a time of
year (the beginning of filing season), when IRS systems and personnel are fully engaged in
filing season preparation and kick-off.

A delay in the processing of tax returns until W-2 information return data becomes available

could potentially impact the IRS by:

¢ Compressing the timeline for tax return processing.

« Stressing the Modernized e-File (MeF)'" system due to increased start-up volumes after
the delay.

* Shortening seasonal employee employment periods, adversely impacting IRS hiring,
retention and quality of work.

8SA: The SSA has invested to improve Form W-2 service delivery through modernized

systems and processes. Even with these investments, accelerating the deadline could be

expected to:

* Increase Form W-2 customer service contacts, any change in filing timeframes or
methods may increase the volume of requests for information that the SSA receives,

¢ Require the acceleration of annual systems testing; the SSA and IRS would need to shift
annual systems testing from late October/November to September, to allow time for any
needed adjustments or fixes.

** IRS Oversight Board Public Forum: Focus Forward — The Next Five Years in Tax Administration, Real Time Tax
Initiative Implications for Information Reporting: National Payroll Reporting Consortium, May 1, 2013,

' National Payroll Reporting Consortium, May 1, 2013: “6% - 8% of employers” may equate to a larger percentage of
employees and Forms W-2, because large employers have more complex compensation and benefits offerings, and make up
much of the population with adjustments,

" The McF is a web-based system that allows electronic filing of corporate, individual, partnership, exempt organization
and excise tax returns through the Internet.
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TAS/GAOITIGTA: The National Taxpayer Advocate has espoused the benefits of
accelerated third party information reporting to taxpayers and tax administration in her 2009,
2011 and 2012 annual reports. In more recent testimony 8, the Advocate supported enabling
IRS to receive and process Forms W-2 before releasing refunds as an important step in
deterring perpetrators from committing fraud and identity theft. GAO and TIGTA have also
recommended that IRS expedite access to W-2 data for similar reasons.

D. Benefits: Accelerating the IRS' receipt of third party Form W-2 information can be
expected to yield significant benefits in tax administration:

Reduced Taxpayer Burden:

* Increases the probability of preventing fraudulent activity on taxpayer accounts that may
require interaction with the IRS to resolve.

+ Allows the IRS to accelerate the release of some legitimate tax returns suspended by
identity theft filters or other processes.

« Reduces the need for the IRS and employer interactions to verify Form W-2 data for
employees whose returns are identified as high-risk by identity theft filters or other
processes. A typical IRS/employer interaction to verify Form W-2 data can take up to 30
minutes.

Government Savings: For Government, the potential for billions of dollars in net revenue
protection and the ability to redirect resources may result from pre-refund identity theft and
fraud detection on tax returns being filed with the IRS:

» Accelerated Form W-2 data will help strengthen IRS efforts to reduce the occurrence of
pre and post-refund identity theft and refund fraud, as well as the category of refund fraud
that is undetected by the IRS each year.

« For each case of identity theft where the real taxpayer files a return after an identity thief
has already filed a fraudulent return, the IRS must manually work the case to investigate
the identity theft and ensure the legitimate taxpayer receives a refund. ldentifying and
stopping fraudulently filed returns earlier would reduce the need for this manual
processing by IRS employees.

Improved Compliance:
¢ Substantially mitigates vulnerabilities to identity theft related refund fraud earlier in the

filing season and allows the IRS to address identity theft and refund fraud more effectively
before refunds are paid.

» Allows the IRS, over time, to direct resources to other issues.

'S Written Statement of Nina E. Olson-National Taxpayer Advocate. Hearing on “Tax Fraud, Tax ID Theft and Tax
Reform: Moving Forward with Solutions” Before the Committee on Finance: United States Senate, April 16, 2013,
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E. Summary: Congress can help the IRS to continue to make progress combating identity
theft and refund fraud by providing the legislative authority and resources required to expand
the use of Form W-2 data in our tax return screening strategy earlier, enhancing the IRS’
ability to perform risk-based assessments of tax returns. The IRS’ systems-based approach
to maximizing the benefits of Form W-2 acceleration will:

Support the acceleration of the due date for filing Forms W-2 to January 31, providing IRS
with earlier access to Form W-2 data to help identify cases of potential identity theft and
refund fraud before refunds are issued, strengthening our pre-refund defenses and
furthering our evolution from a “look back” compliance model.

Ensure that the IRS has access to the vast majority of Forms W-2 prior to the processing
of tax returns by eliminating the extensions to file Form W-2, regardiess of filing method,
and reducing the threshold for required electronic filing from 250 to five Forms W-2.

Streamline tax return processing where identifiable errors can be quickly resolved by
granting IRS greater flexibility to address correctable errors.

Advance revenue protection by permitting the IRS to leverage more of its tax return
screening technology and processes in the pre-refund environment.

Successful acceleration of Form W-2 filing deadlines will require inter-governmental and
public/private industry partnerships to meet the objectives of leveraging accelerated Form
W-2 data while minimizing unnecessary burden during the implementation. The IRS is
committed to working closely with key stakeholder groups during all phases of the transition
to ensure the needs of stakeholders are understood and addressed.
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